
Technology Transitions Impact Guide for State, Local, Tribal and Territorial Authorities                                       and Public Safety Entities
Network Upgrades May Affect Your Emergency Services
America's communications networks have been rapidly changing from legacy TDM-based copper networks originally built for voice services to alternative platforms built for a variety of purposes, including broadband, video and data as well as voice.  These "tech transitions" involve switching the network infrastructure from legacy TDM-based copper wire to optical fiber and coaxial cable, combinations of all three, or even wireless technology.  They also often involve changes to network equipment that uses Internet Protocol, or "IP," to communicate.

State, local, and Tribal authorities, as well as public safety entities, may be impacted as service providers transition to IP-based networks.  The impact may be direct, as contracted service providers discontinue legacy services in favor of new services; or indirect, as providers discontinue services upon which other communications providers rely to serve government entities.

The Commission adopted rules to require communications service providers, which are replacing their copper networks with fiber, to protect customers.  The rules focus on ensuring reliable backup power, giving information to consumers about their choices, ensuring consumers’ continued access to 911 emergency service, and providing options to preserve competition where it exists today.

Frequently Asked Questions

What are service providers required to do?

Service providers are required to directly notify customers of plans to retire copper networks at least three months in advance.  The Commission’s rules increase the notice period for non-residential retail customers and interconnecting carriers from three months to at least six months.  Nevertheless, the Commission’s rules allow service providers to retain the flexibility to retire their copper networks in favor of fiber without prior Commission approval – as long as no service is discontinued, reduced, or impaired.  

What if service providers plan to stop offering certain services altogether?

[bookmark: _GoBack]The Commission’s rules require carriers that plan to discontinue, reduce, or impair service, to obtain Commission approval under Section 214 of the Act.  In July 2016, the Commission adopted a new framework that provides carriers the clarity they need to transition quickly to innovative services, and ensure continued protection for consumers, competition, public safety and universal service; which are all important values that must endure, even as technology changes. 

Will the Commission automatically approve Section 214 discontinuance applications?

A company’s application for approval to discontinue legacy TDM-based voice service, in a technology transition, can be automatically granted in 30 days, if the applicant meets a clear, objective, three-pronged test.  This test recognizes that, while many customers have welcomed new services, legacy technologies remain relevant for others.  The test expedites transitions in which certain benchmarks and other requirements are met and fully described in the Section 214 application.  For example, to receive expedited treatment, the network performance, reliability and coverage must be substantially unchanged for customers.  Moreover, access to 911, cybersecurity and access for people with disabilities must meet current rules and standards.

Will state, local and tribal governments and public safety entities be able to comment on Section 214 discontinuance applications?

State, local and tribal governments and public safety entities may provide the Commission with comments explaining any impact on their ability to protect the public.  The Commission recognizes that they need to ensure that their critical services are not impacted by the technology transition.  

What must a service provider do with regard to backup power for residential customers?  

When a customer first agrees to purchase home voice service, or before a service provider makes a change that would result in the customer receiving home voice service that doesn’t come with its own electricity, the service provider must offer to the customer the option to buy a backup battery, which would last for at least 8 hours when the power is out.  The service provider must also provide information to help the customer make an informed decision about whether to purchase backup power. 

What must the voice service provider tell the residential customer regarding service during power outages?  

The voice service provider must inform the residential customer that phone service will not be available when the electricity goes out, unless the customer take steps to maintain 911 access during power outages.  The service provider must identify those steps, including how to properly use a backup battery, as well as how to test, monitor, and maintain it.  The service provider must also inform the customer what would happen to the backup power under varying conditions.  All of this information must be given to the customer when the customer first agrees to buy voice service without power, or before the communications provider discontinues fixed voice service that came with its own electricity.  The service provider must provide this information to the customer again every year.

Will the technology transition have an impact on communications security? 

There are some unique potential network vulnerabilities associated with new technologies, and the Commission is taking measures to address them.  For example, our rules require that a provider seeking to discontinue certain services as part of the technology transition, must certify or show that the replacement service offers comparably effective protection from network security risks, in order to preserve our core public interest values of consumer protection and public safety.  Cyber risk management is vital in combatting potential threats faced by services based on new technologies, and the potential harms to consumers from these threats.  Compliance with industry best practices can ensure consumers receive comparably effective protection from security risks as the previous legacy service.
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