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Workshop Objectives

 Discussion will be limited to the process 
by which covered entities will submit 
required information and will not revisit the 
basis or need for the rules or interpret the 
certification obligations of specific entities.

 Discussion on ways to collect information
 Inputs from entities about the proposed process
 Inputs from entities about the proposed templates
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General Questions
 What technologies and processes should be used to collect certification 

information?
 Summary information on the face of the certification form is not confidential.  

What information should be included here?
 Which common categories should be used to organize alternative measures data 

elements?
 How will certifying entities explain “reasonable alternative measures” or claims 

of non-applicability?
 How should the certification work for small providers? Several parts of the 

certification may not apply to small providers. Is a web-based system the 
easiest way for small providers to input information? What other 
accommodations in the certification process can be made for small providers?

 What types of users should be on the system?
 How should we time the roll-out of the process?
 How should we ensure the security of the confidential information?
 How should we test the process?
 How should the process allow Certifying Officials from each company to attest to 

the accuracy of their filings?
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Possible Ways to Input 
Information

 For companies with small number of reports, 
develop an online system.

 For companies with a large number of reports 
with alternative measures, use an Excel 
spreadsheet to prepare inputs to the online 
system.

In any event, the FCC needs an online system to 
store, aggregate and analyze the information
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Proposed Template
Security Screen
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Types of Users

 How many types of users from each 
company?

 Higher level users need to be 
screened – high level users have 
access to everything filed by their 
company

 Similar to NORS?
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Proposed Template
Login Screen
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Proposed Template
Main Menu Screen
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Proposed Template
Critical 911 Circuit Diversity
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Proposed Template
Central Office Backup Power
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Proposed Template
Network Monitoring
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Proposed Template
Alternate Measures for Circuit Audit
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Proposed Template
Circuit Audit cont.
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For Alternative Measures

 Do we need an option for users to 
select more than one alternative 
measure?
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Proposed Template
Alternative Back-up Power
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Proposed Template
Alternative Back-up Power cont.
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Proposed Template
Alternative Back-up Power cont.
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Proposed Template
Alternative Back-up Power cont.
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Proposed Template
Inputting and Editing Monitoring Report
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Attestation

 Must be attested to by the Certifying 
Official (a corporate officer with 
supervisory and budgetary authority 
over network operations)

 Possible ways
 Separate letter from the Certifying Official
 The system accepts a scanned letter from 

the Certifying Official
 The Certifying Official has a login ID on the 

online system
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Rolling out the Process

 Testing – 6 months before the initial 
certification is due.

 Formal certification system will be 
available 3 months before the initial 
certification is due.
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Next Steps
 Plan and publicize webinars for small 

providers.
 Continue developing online platform

for submission of certification 
information.

22


