FCC/OMD-9

SYSTEM NAME:

Commission Registration System (CORES).

SECURITY CLASSIFICATION:

None.

SYSTEM LOCATION:

Financial Operations Center, Associate Managing Director--Financial Operations (AMD-FO), Office of Managing Director (OMD), Federal Communications Commission (FCC), 445 12th Street, SW., Room 1-A625, Washington, DC 20554.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM:

Information on individuals who have requested a Federal Communications Commission (FCC) Registration Number (FRN) from the Commission Registration System (CORES). A FRN is mandatory for those wishing to conduct business with the Federal Communications Commission.

CATEGORIES OF RECORDS IN THE SYSTEM:

Records include: names, address(es), Social Security Numbers (SSN), Individual Taxpayer Identification Numbers (ITIN), FCC Registration Numbers (FRN), telephone number(s), fax number(s), and e-mail address(es). The FRN paper-based registration forms are FCC Forms 160, 161, and 162.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

31 U.S.C. 3302(e); 44 U.S.C. 3101, 3102, and 3309; Debt Collection Act as amended by the Debt Collection Improvement Act of 1996; the Federal Financial Management Improvement Act of 1996; the Chief Financial Officers Act of 1990; and the Federal Managers Financial Integrity Act of 1982.

PURPOSE(S):

The primary use of the records contained in this database is to develop and maintain a Commission-wide method of recognizing and interacting with those individuals who are doing business with the Commission as defined in 31 U.S.C. 7701(c)(2) and who incur application or regulatory fee obligations. This FRN registration number collaterally allows the Commission to ensure that monies paid are properly matched with debts and obligations due (see FCC/OMD-6 for the system of records covering these activities).

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES OF USERS AND THE PURPOSES OF SUCH USES:

Information about individuals in this system of records may routinely be disclosed under the following conditions:
1. Public access--a search on the Commission's CORES Web site at https:// svartifoss2.fcc.gov/coresWeb/publicHome.do can be conducted by using an individual's last name and would result in a list of all those registered with the FCC under that last name, as well as the associated FRN, address, and registration date unless *17254 such information is routinely withheld under 47 CFR 0.457 or a request has been made or granted to give the information confidential treatment under 47 CFR 0.459;
2. Financial obligations under the Debt Collection Acts--a record from this system may be disclosed to other Federal agencies for the purpose of collecting and reporting on delinquent debts as authorized by the Debt Collection Act of 1982 or the Debt Collection Improvement Act of 1996. A record from this system may be disclosed to any Federal, state, or local agency to conduct an authorized computer matching program in compliance with the Privacy Act of 1974, as amended, to identify and locate individuals who are delinquent in their repayment of certain debts owed to the U.S. Government. A record from this system may be used to prepare information on items considered income for taxation purposes to be disclosed to Federal, state, and local governments;
3. Adjudication and Litigation--where by careful review, the agency determines that the records are both relevant and necessary to litigation and the use of such records is deemed by the agency to be for a purpose that is compatible with the purpose for which the agency collected the records, these records may be used by a court or adjudicative body in a proceeding when: (a) The agency or any component thereof; or (b) any employee of the agency in his or her official capacity; or (c) any employee of the agency in his or her individual capacity where the agency has agreed to represent the employee; or (d) the United States Government is a party to litigation or has an interest in such litigation;
4. Law Enforcement and Investigation--where there is an indication of a violation or potential violation of a statute, regulation, rule, or order, records from this system may be shared with appropriate Federal, State, or local authorities either for purposes of obtaining additional information relevant to a FCC decision or for referring the record for investigation, enforcement, or prosecution by another agency;
5. Congressional Inquiries--when requested by a Congressional office in response to an inquiry by an individual made to the Congressional office for their own records; and
6. Government-wide Program Management and Oversight--when requested by the National Archives and Records Administration for the purpose of records management inspections conducted under authority of 44 U.S.C. 2904 and 2906; when the U.S. Department of Justice is contacted in order to obtain that department's advice regarding disclosure obligations under the Freedom of Information Act; or when the Office of Management and Budget is contacted in order to obtain that office's advice regarding obligations under the Privacy Act.
In each of these cases, the FCC will determine whether disclosure of the records is compatible with the purpose for which the records were collected.

DISCLOSURE TO CONSUMER REPORTING AGENCIES:

None.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING, RETAINING, AND DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

CORES is a computer database. Information in this system of records is stored primarily on computer hard drives. Secondarily, some information from this system of records may also be maintained in paper files, computer printouts, or magnetic tape.

RETRIEVABILITY:

Records in this system of records can be retrieved by name and/or type of transaction, processing number, SSN, ITIN, FRN, or sequential number.

SAFEGUARDS:

Records are located in secured metal file cabinets, metal vaults, and in metal file cabinets in secured rooms or secured premises, with access limited to those individuals whose official duties required access. Electronic record files are secured by passwords, which are available only to authorized personnel whose duties require access. Data resident on network servers are backed-up daily to magnetic media. One week's worth of back-up tapes is stored on-site in fireproof safes. Each week, the previous week's backup tapes are sent to an off-site storage location. A maximum of ten week's tapes are kept and cycled in this fashion.

RETENTION AND DISPOSAL:

Records are retained for two years following the end of the current fiscal year; then transferred to the Federal Records Center where they are destroyed by shredding when 6 years and 3 months old. Electronic records are destroyed physically (electronic storage media) or by electronic erasure.

SYSTEM MANAGER(S) AND ADDRESS:

Financial Operations Center, Associate Managing Director--Financial Operations (AMD-FO), Office of Managing Director (OMD), Federal Communications Commission (FCC), 445 12th Street, SW., Room 1-A663, Washington, DC 20554.

NOTIFICATION PROCEDURE:

Address inquiries to the system manager.

RECORD ACCESS PROCEDURES:

Address inquiries to the system manager.

CONTESTING RECORD PROCEDURE:

Address inquiries to the system manager.

RECORD SOURCE CATEGORIES:

Subject individual, agent of subject, and Attorney-at-Law of the subject individual.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.


