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SYSTEM NAME:

Denial of Federal Benefits (Drug Debarment List).

SECURITY CLASSIFICATION:

None.

SYSTEM LOCATION:

Financial Operations Center, Associate Managing Director--Financial Operations (AMD-FO), Office of Managing Director (OMD), Federal Communications Commission (FCC), 445 12th Street, SW., Room 1-A663, Washington, DC 20554.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM:

Individuals convicted of offenses concerning the distribution or possession of controlled substances, who have been denied all Federal benefits or Federal Communications Commission (FCC) benefits as part of their sentence pursuant to Section 5301 of the Anti-Drug Abuse Act of 1988, and who have also filed applications for any FCC professional or commercial license.

CATEGORIES OF RECORDS IN THE SYSTEM:

The records within this system come from a database of individuals who have been denied all Federal benefits pursuant to Section 5301 of the Anti-Drug Abuse Act of 1988. This database is provided to the FCC by the Department of Justice (DOJ). These records include:
1. DOJ identification number (ID) for the person denied Federal benefits;
2. Name of individual;
3. Individual Taxpayer Identification Number (ITIN); and
4. Starting and ending date of the denial of Federal benefits.
All other data elements in the database are immediately discarded by the FCC.
When there is a preliminary match of name and ITIN from the database with the name of an application on file with the FCC, the FCC will then obtain from DOJ additional data elements, e.g., address, zip code, and, if required by the FCC application, date of birth, in order to determine if there is an actual match.
If manual comparison of the application information with the information obtained from DOJ confirms an actual match, the FCC will prepare a confirmation report to be attached to the application. The confirmation report will reflect the identifying information obtained from the DOJ debarment entry, but it will not include the DOJ ID number for that debarment entry.
Upon such a match, the FCC will initiate correspondence with the applicant, which will also be associated with the application. The confirmation report and any correspondence with the applicant will be among the records found in this system.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

Section 5301 of the Anti-Drug Abuse Act of 1988 (P.L. 100-690), as amended by section 1002(d) of the Crime Control Act of 1990 (P.L. 101-647), and 47 U.S.C. 154(i) and 154(j).

PURPOSE(S):

Information is used for the exchange of information between DOJ and the FCC in connection with the implementation of section 5301 of the Anti-Drug Abuse Act of 1988. This exchange of information permits the FCC to perform the General Services Administration (GSA) Debarment List check as provided for in the Office of National Drug Control Policy plan for implementation of section 5301 through use of information generated by DOJ. The automated records obtained from DOJ is only used by the FCC to make an initial determination of whether an individual applicant is subject to a denial of all Federal benefits or FCC benefits imposed under section 5301 of the Anti-Drug Abuse Act of 1988.

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES OF USERS AND THE PURPOSES OF SUCH USES:

Information about individuals in this system of records may routinely be disclosed under the following conditions:
1. Public Access--any report resulting from a confirmed match between a FCC applicant and an individual on the DOJ Drug Disbarment List (not including the DOJ ID Number) and any correspondence with the applicant regarding this match will be associated with the applicant's application and thus, will be made routinely available (with redactions for date of birth and Social Security Number) for public inspection as part of the FCC application file;
2. Adjudication and Litigation--where by careful review, the agency determines that the records are both relevant and necessary to litigation and the use of such records is deemed by the agency to be for a purpose that is compatible with the purpose for which the agency collected the records, these records may be used by a court or adjudicative body in a proceeding when: (a) The agency or any component thereof; or (b) any employee of the agency in his or her official capacity; or (c) any employee of the agency in his or her individual capacity where the agency has agreed to represent the employee; or (d) the United States Government is a party to litigation or has an interest in such litigation;
3. Law enforcement and Investigation--where there is an indication of a violation or potential violation of a statute, regulation, rule, or order, records from this system may be shared with appropriate Federal, State, or local authorities either for purposes of obtaining additional information relevant to a FCC decision or for referring the record for investigation, enforcement, or prosecution by another agency;
4. Congressional Inquiries--when requested by a Congressional office in response to an inquiry by an individual made to the Congressional office for their own records; and
5. Government-wide Program Management and Oversight--when requested by the National Archives and Records Administration for the purpose of records management inspections conducted under authority of 44 U.S.C. 2904 and 2906; when the U.S. Department of Justice is contacted in order to obtain that department's advice regarding disclosure obligations under the Freedom of Information Act; or when the Office of Management and Budget is contacted in order to obtain that office's advice regarding obligations under the Privacy Act.
In each of these cases, the FCC will determine whether disclosure of the records is compatible with the purpose for which the records were collected.

DISCLOSURE TO CONSUMER REPORTING AGENCIES:

None.

*17265 POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING, RETAINING, AND DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Records are maintained electronically on a computer database, and a paper copy of each record is stored in file folders.

RETRIEVABILITY:

Records are retrieved by supplying the following information: Name of applicant, ITIN, address (in some instances) and zip code, date of birth (in some instances), and FCC fee control number for the application.

SAFEGUARDS:

The data are provided to the FCC by the U.S. Department of Justice (DOJ) and will be protected from tampering, unauthorized disclosure, and will follow these procedures:
1. The database will be processed to extract the information to be used in the automated system, and the data elements not being used in the automated system will be electronically erased.
2. The remaining data will be maintained at the main FCC building with a low risk of unauthorized access.
3. Access points are photo-monitored by security personnel; all employees are required to display photo ID badges; and all visitors must register and wear a visitor's badge.
4. Access to the computer system on which the extracted database is stored requires use of a unique user ID with personal identifier.
5. The extracted database is stored in a separate file in that system, and a separate password is required for entry to that file.
6. The password is available to a limited number of persons based strictly on a "need to know" basis.
7. The reports of any automated matches containing the DOJ ID number will be made available only to the appropriate FCC officials.

RETENTION AND DISPOSAL:

The match reports are retained by the FCC for only as long as it is necessary to obtain the debarment entry information and corresponding application for manual confirmation of the match. Thereafter, the match reports will be shredded.
However, periodically, a match report will be randomly retained for a period of an additional 90 to 120 days to provide a quality check of the verification process. Where the verification process establishes that a match does not indicate that the applicant has been denied Federal benefits under section 5301, the debarment entry information used in that determination will be retained by the FCC for 30 days after the application has cleared the debarment check. However, as noted above, debarment entry information relating to match reports that are retained for quality control purposes will be retained until that quality check is completed.
Where a match is confirmed by the manual verification process, the debarment entry information will be retained for a period of at least 90 days after the date of the letter referred to above. If the individual applicant contests the determination that a section 5301 denial of Federal benefits bars a grant of the application, the debarment entry information will be retained until such time as the FCC's action on the application is no longer subject to review in any court.
Individuals may request a copy of the disposition instructions from the FCC Privacy Act Officer.

SYSTEM MANAGER(S) AND ADDRESS:

Associate Managing Director--Financial Operations (AMD-FO), Office of Managing Director (OMD), Federal Communications Commission (FCC), 445 12th Street, SW., Room 1-A623, Washington, DC 20554.

NOTIFICATION PROCEDURE:

Address inquiries to the system manager.

RECORD ACCESS PROCEDURES:

Address inquiries to the system manager.

CONTESTING RECORD PROCEDURE:

Address inquiries to the system manager.

RECORD SOURCE CATEGORIES:

DOJ Drug Disbarment Database; and individuals making applications to the FCC who have been matched with the Drug Disbarment Database.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

