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SYSTEM NAME:

General Investigative Files.

*17247 SECURITY CLASSIFICATION:

None.

SYSTEM LOCATION:

Office of Inspector General (OIG), Federal Communications Commission (FCC), 445 12th Street, SW., Room 2-C762, Washington, DC 20554.

CATEGORIES OF INDIVIDUALS COVERED BY THIS SYSTEM:

Information on individuals, including present and former Federal Communications Commission (FCC) employees, who are or have been the subjects of general investigations conducted by the Office of the Inspector General (OIG) relating to allegations raised pertaining to fraud, waste, and abuse with respect to programs and operations of the Commission.

CATEGORIES OF RECORDS IN THE SYSTEM:

1. Case files developed during investigations of known or alleged fraud, waste, and abuse, or other irregularities or violations of laws and regulations;
2. Case files related to programs and operations administered or financed by the FCC, including contractors and others doing business with the FCC;
3. Investigative files related to FCC employee's hotline complaints, and other miscellaneous complaint files; and
4. Investigative reports and related documents, which may include such information as correspondence, notes, attachments, and working papers.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

Inspector General Act of 1978, as amended by P.L. 100-504, October 18, 1988.

PURPOSE(S):

These records are collected and maintained for the purposes of:
1. Preventing or detecting waste, fraud, or abuse;
2. Conducting and supervising audits and investigations relating to programs and operations;
3. Informing the Chairman about problems and deficiencies in the Commission's programs and operations; or
4. Suggesting corrective action in reference to identified irregularities, problems, or deficiencies the FCC's Inspector General establishes in this system of records.

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES OF USERS AND THE PURPOSES OF SUCH USES:

Information about individuals in this system of records may routinely be disclosed under the following conditions:
1. Adjudication and Litigation--where by careful review, the agency determines that the records are both relevant and necessary to litigation and the use of such records is deemed by the agency to be for a purpose that is compatible with the purpose for which the agency collected the records, these records may be used by a court or adjudicative body in a proceeding when: (a) The agency or any component thereof; or (b) any employee of the agency in his or her official capacity; or (c) any employee of the agency in his or her individual capacity where the agency has agreed to represent the employee; or (d) the United States Government is a party to litigation or has an interest in such litigation;
2. Law Enforcement and Investigation--where there is an indication of a violation or potential violation of a statute, regulation, rule, or order, records from this system may be shared with appropriate Federal, State, or local authorities either for purposes of obtaining additional information relevant to a FCC decision or for referring the record for investigation, enforcement, or prosecution by another agency;
3. Congressional Inquiries--when requested by a Congressional office in response to an inquiry by an individual made to the Congressional office for their own records; and
4. Government-wide Program Management and Oversight--when requested by the National Archives and Records Administration for the purpose of records management inspections conducted under authority of 44 U.S.C. 2904 and 2906; when the U.S. Department of Justice is contacted in order to obtain that department's advice regarding disclosure obligations under the Freedom of Information Act; or when the Office of Management and Budget is contacted in order to obtain that office's advice regarding obligations under the Privacy Act.
In each of these cases, the FCC will determine whether disclosure of the records is compatible with the purpose for which the records were collected.

DISCLOSURE TO CONSUMER REPORTING AGENCIES:

None.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING, RETAINING, AND DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Information is contained in paper records maintained in file folders or in an automated electronic database maintained on computer diskettes or on a computer network.

RETRIEVABILITY:

Records are filed alphabetically by name of subject of the investigation or by a unique file number assigned to each investigation.

SAFEGUARDS:

Paper and diskette records are kept in locked file cabinets that are secured at the end of each business day. Limited access of these records is permitted by those persons whose official duties require such access; thus, unauthorized examination during business hours would be easily detected. Data resident on network servers are backed-up daily to magnetic media. One week's worth of back-up tapes is stored on-site in fireproof safes. Each week, the previous week's backup tapes are sent to an off-site storage location. A maximum of ten week's tapes are kept and cycled in this fashion.

RETENTION AND DISPOSAL:

The retention schedule for this system of records has not yet been determined. No records will be destroyed until a disposal schedule is approved by the National Archives and Records Administration (NARA).

SYSTEM MANAGER(S) AND ADDRESS:

Inspector General, Office of Inspector General (OIG), Federal Communications Commission, 445 12th Street, SW., Room 2-C762, Washington, DC.

NOTIFICATION PROCEDURE:

Under the authority granted to heads of agencies by 5 U.S.C. 552a(k), the FCC has determined (47 CFR 0.561) that this system of records is exempt from disclosing its notification procedures for this system of records.

RECORD ACCESS PROCEDURES:

Under the authority granted to heads of agencies by 5 U.S.C. 552a(k), the FCC has determined (47 CFR 0.561) that this system of records is exempt from disclosing its record access procedures for this system of records.

CONTESTING RECORD PROCEDURE:

Under the authority granted to heads of agencies by 5 U.S.C. 552a(k), the FCC has determined (47 CFR 0.561) that this system of records is exempt from disclosing its contesting record procedures for this system of records.

RECORD SOURCE CATEGORIES:

Under the authority granted to heads of agencies by 5 U.S.C. 552a(k), the FCC has determined (47 CFR 0.561) that this system of records is exempt from disclosing its record sources for this system of records.

*17248 EXEMPTION FROM CERTAIN PROVISIONS OF THE ACT:

This system of records is exempt from sections (c)(3), (d), (e)(4)(G), (H), and (I), and (f) of the Privacy Act of 1974, 5 U.S.C. 552a, and from 47 CFR 0.554-0.557 of the Commission's rules. These provisions concern the notification, record access, and contesting procedures described above, and also the publication of record sources. The system is exempt from these provisions because it contains the following types of information:
1. Investigative material compiled for law enforcement purposes as defined in Section (k)(2) of the Privacy Act;
2. Properly classified information, obtained from another Federal agency during the course of a personnel investigation, which pertains to national defense and foreign policy, as stated in Section (k)(1) of the Privacy Act; and
3. Investigative material compiled solely for the purpose of determining suitability, eligibility, or qualifications for Federal civilian employment, as described in Section (k)(5) of the Privacy Act, as amended.


