FEDERAL COMMUNICATIONS COMMISSION

Privacy Act System of Records

AGENCY: Federal Communications Commission.

ACTION: Notice; one new Privacy Act system of records.

SUMMARY: Pursuant to subsection (e)(4) of the Privacy Act of 1974, as amended (“Privacy Act”), 5 U.S.C. 552a, the FCC’s Media Bureau (MB) proposes to add a new system of records, FCC/MB–2, “Broadcast Station Public Inspection Files.” The enactment of the Standardized and Enhanced Disclosure Requirements for Television Broadcast Licensee Public Interest Obligations and Extension of the Filing Requirement for Children’s Television Programming Report (FCC Form 398), Second Report and Order, MM Docket 00–168, FCC 12–44, on April 27, 2012, adopted rules that require television broadcasters to submit their public filing information to the FCC to be posted in an on-line Broadcast Station Public Inspection File. The Commission’s purpose for establishing this system of records, FCC/MB–2, “Broadcast Station Public Inspection Files,” is to cover the personally identifiable information (PII) that may be contained in the Broadcast Station Public Inspection Files.

SUPPLEMENTARY INFORMATION: As required by the Privacy Act of 1974, as amended, 5 U.S.C. 552a(e)(4) and (e)(11), this document sets forth notice of the proposed new system of records to be maintained by the FCC. This notice is a summary of the more detailed information about the proposed new system of records, which may be obtained or viewed pursuant to the contact and location information given above in the ADDRESSES section. The Commission’s purpose for establishing this new system of records, FCC/MB–2, “Broadcast Station Public Inspection Files,” is to cover the personally identifiable information (PII) that may be contained in the Broadcast Station Public Inspection Files, which broadcasters are required to submit to the FCC to be posted in an on-line Broadcast Station Public Inspection File, as required by 47 CFR 73.3526 and 73.3527.

This notice meets the requirement of documenting the proposed new system of records that is to be added to the systems of records that the FCC maintains, and provides the public, OMB, and Congress with an opportunity to comment.

FCC/MB–2

SYSTEM NAME: Broadcast Station Public Inspection Files.

SECURITY CLASSIFICATION: The FCC’s Security Operations Center (SOC) has not assigned a security classification to this system of records.


CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM:
The categories of individuals in this system include, but are not limited to:

- 1. Individuals who are required to file personal information pertaining to their political campaigns and other requirements;
- 2. Individuals who are associated with a television broadcast station license and are required to submit information under 47 CFR 73.3526 and 73.3527.

CATEGORIES OF RECORDS IN THE SYSTEM:
The categories of records in this system may include, but are not limited to an individual’s name, home address, home telephone number, personal cell phone number, personal email address(es), personal fax number, bank check routing number, credit card number, and other personal information (i.e., personally identifiable information (PII)) that stations may include in their public files, and which may be included in the PII contained in the documents, files, and records that television broadcast stations and certain individuals are required to submit to the FCC to be posted in the FCC’s on-line Broadcast Station Public Inspection Files. FCC Rules do not require submission of bank check routing numbers and credit card numbers, but the broadcast stations may choose to include such information in their public files as a means of indicating fulfillment of contracts.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

PURPOSES:
The Commission will be hosting all Broadcast Station Public Inspection Files in an online database. Stations have been required to maintain their public files at their main studios for decades, pursuant to 47 CFR 73.3526 and 73.3527. The Commission will now begin hosting such files online in order to make the files more accessible to the public. Records in this system are available for public inspection.
ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES OF USERS AND THE PURPOSES OF SUCH USES:

Information about individuals in this system of records may routinely be disclosed under the following conditions:

1. Public Access—Under the rules of the Commission, documents filed under the Consolidated Database System (CDBS) or in the online Broadcast Station Public Inspection Files are available for public inspection;


3. Law Enforcement and Investigation—Where there is an indication of a violation or potential violation of a statute, regulation, rule, or order, records from this system may be shared with appropriate Federal, State, or local authorities either for purposes of obtaining additional information relevant to a FCC decision or for referring the record for investigation, enforcement, or prosecution by another agency;

4. Adjudication and Litigation—Where by careful review, the Agency determines the records are both relevant and necessary to litigation and the use of such records is deemed by the Agency to be for a purpose that is compatible with the purpose for which the Agency collected the records, these records may be used by a court or adjudicative body in a proceeding when: (a) The Agency or any component thereof; or (b) any employee of the Agency in his or her official capacity; or (c) any employee of the Agency in his or her individual capacity where the Agency has agreed to represent the employee; or (d) the United States Government is a party to litigation or has an interest in such litigation;

5. Department of Justice—A record from this system of records may be disclosed to the Department of Justice (DOJ) or in a proceeding before a court or adjudicative body when:

(a) The United States, the Commission, a component of the Commission, or, when represented by the government, an employee of the Commission is a party to litigation or anticipated litigation or has an interest in such litigation, and

(b) The Commission determines that the disclosure is relevant or necessary to the litigation;

6. Congressional Inquiries—When requested by a Congressional office in response to an inquiry by an individual made to the Congressional office for the individual’s own records;

7. Government-wide Program Management and Oversight—When requested by the General Services Administration (GSA), the National Archives and Records Administration (NARA), and/or the Government Accountability Office (GAO) for the purpose of records management inspections conducted under authority of 44 U.S.C. 2904 and 2906 (such disclosure(s) shall not be used to make a determination about individuals);

8. When the U.S. Department of Justice (DOJ) is contacted in order to obtain that department’s advice regarding disclosure obligations under the Freedom of Information Act; or when the Office of Management and Budget (OMB) is contacted in order to obtain that office’s advice regarding obligations under the Privacy Act;

9. Breach Notification—A record from this system may be disclosed to appropriate agencies, entities, and persons when the Commission suspects or has confirmed that the security or confidentiality of information in the system of records has been compromised; [2] The Commission has determined that as a result of the suspected or confirmed compromise there is a risk of harm to economic or property interests, identity theft or fraud, or harm to the security or integrity of this system or other systems or programs (whether maintained by the Commission or another agency or entity) that rely upon the compromised information; and (3) the disclosure made to such agencies, entities, and persons is reasonably necessary to assist in connection with the Commission’s efforts to respond to the suspected or confirmed compromise and prevent, minimize, or remedy such harm;

10. FCC Enforcement Actions—When a record in this system involves a formal and/or informal complaint or inquiry filed alleging a violation of FCC Rules and Regulations by an applicant, licensee, certified or regulated entity or an unlicensed person or entity, the complaint may be provided to the alleged violator for a response. When an order or other Commission-issued document that includes consideration of a formal or informal complaint or complaints or inquiries is issued by the FCC to implement or to enforce FCC Rules and Regulations, the complainant’s name or other PII may be made public in that order or document. Where a complainant in filing his or her complaint explicitly requests confidential his or her name or other PII from public disclosure, the Commission will endeavor to protect such information from public disclosure. Complainants that contain requests for confidentiality may be dismissed if the Commission determines that the request impedes the Commission’s ability to investigate and/or resolve the complaint;

11. Financial Obligations under the Debt Collection Acts—A record from this system may be disclosed to other Federal agencies for the purpose of collecting and reporting on delinquent debts as authorized by the Debt Collection Act of 1962 or the Debt Collection Improvement Act of 1996. A record from this system may be disclosed to any Federal, state, or local agency to conduct an authorized computer matching program in compliance with the Privacy Act of 1974, as amended, to identify and locate individuals who are delinquent in their repayment of certain debts owed to the U.S. Government. A record from this system may be used to prepare information on items considered income for taxation purposes to be disclosed to Federal, state, and local governments. In each of these cases, the FCC will determine whether disclosure of the records is compatible with the purpose(s) for which the records were collected.

DISCLOSURE TO CONSUMER REPORTING AGENCIES:

None.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING, RETAINING, AND DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

The information in the Broadcast Station Public Inspection Files includes electronic data, records, and files that are stored in the FCC’s computer network databases.

RETRIEVABILITY:

Information in the Broadcast Station Public Inspection Files electronic databases can be retrieved by categories of information that each individual must provide as required by 47 CFR 73.3526 and 73.3527, including the individual’s name(s), street address, email address(es), landline phone and cell phone number(s), complaintant(s), and file identification name and/or number, etc.
SAFEGUARDS:
Access to the information, e.g., electronic records, files, and data, in the Broadcast Station Public Inspection Files, which is housed in the FCC computer network databases, is posted on the Internet to be publicly accessible. Only the broadcast stations who upload information into the broadcast station files can alter their information. The FCC’s computer network databases are protected by the FCC’s security protocols, which include controlled access, passwords, and other IT security features and requirements. Information resident on the database servers is backed-up routinely onto magnetic media. Back-up tapes are stored on-site and at a secured off-site location.

RETENTION AND DISPOSAL:
The FCC will retain these records until a records schedule has been approved by the National Archives and Records Administration (NARA).

SYSTEM MANAGERS AND ADDRESS:
Address inquiries to the Media Bureau (MB), Federal Communications Commission (FCC), 445 12th Street SW., Washington, DC 20554.

NOTIFICATION PROCEDURE:
Address inquiries to the Media Bureau (MB), Federal Communications Commission (FCC), 445 12th Street SW., Washington, DC 20554.

RECORD ACCESS PROCEDURES:
Address inquiries to the Media Bureau (MB), Federal Communications Commission (FCC), 445 12th Street SW., Washington, DC 20554.

CONTESTING RECORD PROCEDURES:
Address inquiries to the Media Bureau (MB), Federal Communications Commission (FCC), 445 12th Street SW., Washington, DC 20554.

RECORD SOURCE CATEGORIES:
The sources for the information in the Broadcast Station Public Inspection Files include, but are not limited to the PII that may be included in the documents, records, and files that television broadcasters are required to submit to the FCC for posting in the FCC’s on-line Broadcast Station Public Inspection Files as required by 47 U.S.C. 315; 47 CFR 73.3526 and 73.3527.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.
Federal Communications Commission.
Marlene H. Dortch,
Secretary, Office of the Secretary, Office of Managing Director.
[FR Doc. 2012–13128 Filed 5–30–12; 8:45 am]
BILLING CODE 6712–01–P

FEDERAL COMMUNICATIONS COMMISSION
[WC Docket Nos. 10–90 and 05–337; DA 12–639]
Wireline Competition Bureau Announces Support Amounts for Connect America Fund Phase One Incremental Support

AGENCY: Federal Communications Commission.

ACTION: Notice; solicitation of comments.

SUMMARY: In this document, the Wireline Competition Bureau (Bureau), identifies the data sources it relied on and announce support amounts for CAF Phase I incremental support for 2012.

DATES: Carriers must file notices stating the amount of support each wishes to accept, and the areas by wire center and census block in which the carrier intends to deploy broadband, or stating that the carrier declines incremental support for 2012, no later than July 24, 2012.

ADDRESSES: You may submit notices stating the amount of support you wish to accept, identified by WC Docket Nos. 10–90 and 05–337, by any of the following methods:

• Electronic Filers: Comments may be filed electronically using the Internet by accessing the ECFS: http://pjallfoss.fcc.gov/ecfs2/.

• Paper Filers: Parties who choose to file by paper must file an original and four copies of each filing. If more than one docket or rulemaking number appears in the caption of this proceeding, filers must submit two additional copies for each additional docket or rulemaking number.

• People with Disabilities: To request materials in accessible formats for people with disabilities (Braille, large print, electronic files, audio format), send an email to fcc504@fcc.gov or call the Consumer & Governmental Affairs Bureau at (202) 418–0530 (voice), (202) 418–0432 (tty).

FOR FURTHER INFORMATION CONTACT: Joseph Cavender, Wireline Competition Bureau at (202) 418–1548 or TTY (202) 418–0484.

SUPPLEMENTARY INFORMATION:
1. The USF/ICC Transformation Order and FNPRM, 76 FR 76623, December 8, 2011, comprehensively reformed and modernized the universal service and intercarrier compensation systems. Among other things, the Commission established a transitional mechanism to distribute high-cost universal service support to price cap carriers, known as the Connect America Fund Phase I (CAF Phase I). In addition to freezing existing high-cost support for price cap carriers, the Commission adopted a process to distribute up to $300 million of additional, incremental support in 2012 among such carriers to advance broadband deployment. The Commission delegated to the Wireline Competition Bureau (Bureau) the task of performing the calculations necessary to determine support amounts and selecting the necessary data.
2. In an earlier Notice, 77 FR 9653, February 17, 2012, we sought comment on wire center data submitted by Windstream Communications that the carrier proposed we use for CAF Phase I. We also sought data for areas for which Windstream had not submitted data and sought comment on alternate approaches to generating sufficiently reliable data for such areas. In addition, because only the wire centers of price cap carriers and their affiliates would be relevant to the distribution of incremental high cost support, we sought comment on a proposed list of wire centers to include in our analysis. In a subsequent letter, we identified various additional data sources we might rely on. In this Notice, we identify the data sources we rely on and announce support amounts for CAF Phase I incremental support for 2012.
3. For wire centers in the contiguous territory of the United States plus Hawaii, we use the data submitted by Windstream. US Telecom, on behalf of nine holding companies of price cap carriers serving that area, filed comments supporting the use of those data, and provided a detailed explanation of the commercially available sources relied upon and the statistical techniques used to generate the data. No party objected to the use of such data.
4. For Alaska, we use data submitted by Alaska Communications Systems Group, Inc. for its wire centers in that state, which it developed using both internal and commercially available resources. No party objected to the use of those data.
5. For the Commonwealth of the Northern Mariana Islands, we use mapping data and business count data submitted by Micronesian Telecom for its wire centers in that territory. No party objected to the use of those data. In addition, for household counts, we use Geolytics estimates data. For road feet, we use US Census TIGER data. We allocate census block data to wire centers based on the mapping data submitted by the carrier. We calculate business counts for each census block using data supplied by the carrier in conjunction with an estimation