Federal Communications Commission                                                                             RFQ08000015

Vendor Questions for RFQ08000015

Vendor Question #1

1.  Is there an incumbent for this project?

Government Response #1
No. 

Vendor Question #2
2.  Will this project / implementation be done on site at the FCC or third party site?

Government Response #2
This is address in the at SOO:

C.8    location of work to be performed

It is expected that work will be performed at the FCC’s Headquarters facility in Washington, D.C.The contractor is expected to perform some administrative work at a contractor-provided facility. 

Vendor Question #3

3. Is the hardware and software in place or does the contractor have to supply and include a separate price for the same?  

Government Response #3
This is address in the at SOO:

C.2     OBJECTIVES

Microsoft Office SharePoint

Microsoft Office SharePoint Server 2007 (provided by the government) is a new server program that is part of the 2007 Microsoft Office system.

Vendor pricing is not required.
Vendor Question #4

4.  As this needs to be internet accessible, will FCC provide for security software as this needs some massive security and fire walls. 

Government Response #4
This is address in the at SOO:

Listed below is the government’s proposed hardware, software and licenses configuration.

[image: image1.emf]Hardware

Web Server HP ProLiant DL380 G5 (2P) 2.66GHz Dual-Core

2GB RAM (2x1GB Chips)

Dual 1GB NICs

2x36GB Ultra SCSI HDD (Raid 1, OS)

2x72GB Ultra SCSI HDD (Raid 1, Data)

Windows Server 2003

SQL Server HP ProLiant DL380 G4 (2P)  2.66GHz Dual-Core

2GB RAM (2x1GB Chips)

Dual 1GB NICs

2x36GB Ultra SCSI HDD (Raid 1, OS)

3x72GB Ultra SCSI HDD (Raid 5, Data)

Windows Server 2003

Array  HP StorageWorks SmartArray 60

Software

MS SQL 2005 MS SQL Server 2005 Standard Edition (Processor 

License)

MS SQL 2005 MS SQL Server 2005 Standard Edition

SharePoint Designer 

2007

SharePoint Designer 2007

MS Project Server 

2007

MS Project Pro 2007

MS Project Server 

2007

Microsoft Project Server 2007

Vmware ESX Server 3i,

Licenses

Windows Server 

CAL

Windows 2003 Server CAL U/L

Norton Antivirus CAL Norton Antivirus Corporate CAL (estimate)

SQL Server 2005 SQL Server 2005 CAL (included with software)

MS Project Server 

2007

MS Project Server 2007 CAL


Any additional government approved hardware or software requirements will be purchased by the government.

Vendor Question #5

5.  Do we need to provide a separate quote for the hardware, software, websites and installations?

Government Response #5

This is address in the at SOO:

C.2     OBJECTIVES

Microsoft Office SharePoint

Microsoft Office SharePoint Server 2007 (provided by the government) is a new server program that is part of the 2007 Microsoft Office system.

Vendor pricing is not required.
Vendor Question #6

6.  As we understand there will be four people involved IT Project Manager, IT Database manager, 2 IT Database technicians ? Or is it only one of each? 

Government Response #6
This is address in the at SOO:

C.2     OBJECTIVES

Provide an IT project manager, database manager, and IT database technician in support of developing the database, and as necessary manage milestone objectives and deliverable for audit projects. 

One IT project manager

One Database Manager

One IT Database Technician

Vendor Question #7
I was reading the requirements for this RFQ.  We need some clarification on what the required deliverables are.  It looks like a lot of requirements for 2 months.

Is this correct?

Design and have operational a secured SharePoint database ready for data input no later than September 1, 2008.  

Government Response #7

This is address in the at SOO:

C.4    DELIVERABLES

Deliverables:

· Project Plan with milestone objectives

· SharePoint Audit Tracking Database

· Data Management Plan

· Weekly Status Report and Briefing to the OIG on project status 

· Set up and run conference calls

· Provide data management assistance as necessary

· Project, SharePoint data management training

· A SharePoint database for storing, reviewing, and indexing supporting documents, audit reports and working papers.

· A quality control process for processing audit reports

· An Earned Value Management process for reporting current cost to production results

· Email hotline reporting capability

C.2     OBJECTIVES

Design a SharePoint database that will support specific audit reporting content for publishing audit reports, audit project management, document management, and audit data fields to meet business needs. 

Design the database with the ability to effectively search for documents, and data, in designed forms-driven audit business processes, and access and analyze large amounts of audit data.

A single integrated SharePoint database location where auditors can efficiently collaborate with other audit team members, find audit project working documents, search for audit data, audit information, manage audit content and audit workflow, and leverage audit functions for a better insight for making better-informed audit decisions.  The following is a list of performance capabilities:

· Collaboration - Allow audit teams to work together effectively, collaborate on and publish audit documents, maintain an audit task lists, implement audit workflows, and share audit information through the use of wikis and blogs.

· Portals - Create a personal portal to share audit information with other auditor and users based on users based on the user’s profile.

· Audit Information and Process - Search Quickly and easily find audit data, and content in audit specific audit designed process.

· Audit Report Content Management - Create and manage audit documents, records, and other audit data fields.

· Audit Process and Audit Report Forms - Create audit workflows and electronic audit forms to automate and streamline the audit processes.

· Audit Intelligence - Allow auditors to easily access critical audit information, analyze and view audit data, and publish audit reports to make more informed decisions.

· Real-time presence and communication - Develop an enhanced real-time presence smart tag icon, displayed virtually everywhere a person’s name appears in the system, tells users whether a person is online and available for a telephone or audio conference call, instant messaging, or two-way video conversation.

· Auditor Networking Web Part - Include Auditor Networking Web Parts that use information about the FCC OIG, and audit firms, auditees, and electronic communications in Public My Site pages to help establish connections between auditors, and the FCC OIG. 

· Standard site templates - The SharePoint database will include the following standard collaboration site templates: Audit Team site, Audit Document workspace, Blank site, Blog, Wiki, Meeting workspaces.

· Wikis
A wiki, is a new site template in Windows SharePoint Services 3.0 that makes it easy to create, edit, link, and restore an individual Web page.

· Blogs
Blogs provide a publishing-oriented experience for a single user or a team.

· Auditors and Audit Group lists - Auditor and Audit Groups offer a unified place to find, communicate with, and manage audit project staff and their permissions.

· Calendars - The calendars will be enhanced with calendar view, expanded support for recurring events, and all-day events.

· E-mail integration - Document libraries, discussion boards, calendars, and announcements will be enabled to receive new postings via e-mail.

· Task coordination - A New Audit Project Tasks list template will provide lightweight task management functionality including Gantt charts for visualization of task relationships and status.

· Auditor Surveys - An auditor surveys will be included as an auditor satisfaction survey.

· Document collaboration - Document collaboration will include document libraries for: Checking out audit documents; Offline document library support; Major and minor version numbering and tracking; Support for multiple content types; Audit Policy and Procedures, auditing, and audit workflow; audit report form and document revision and control support.

· Audit Finding Repository – Develop an audit finding repository accessible to multiple FCC bureau and office managers.

· Audit Issue Tracking - Develop an Audit Issue Tracking list for updating issues and issue versioning and issue version-history storage features. 

Project Management and Data Management

Assist the FCC OIG with developing project data management tasks and data quality assurance requirements, advice and counsel supporting audit program objectives. Assist the FCC OIG with the project management of the audit projects.  Review and analyzing the FCC OIGs project management plans and milestones, and reconstruct to achieve project success.

Provide an IT project manager and a database manager to assist with audit project tasks:

· Real-time project scheduling using Microsoft Project Management integrated into SharePoint.

· Project goals, audit milestones, and overall audit project milestone tracking.

· Project Management Plan execution with key activities, deliverables, dependencies, timelines, constraints, and assumptions.

· Project Resource Plan support identifying funding, personnel, and other resources needed.

· Project Risk Plan.

· Project Change Control Management and Communications Plan.

· Earned Value Management.

· Data analysis.
· Data collection.
· Data filtering.
· Data storage.
· Data sorting.

· Data mapping.

· Data management.

· Data gathering.

· Data classification.

· Document storage and retrieval processes.

· Document version control.

· Data security.

· Data types:

· Audit reports

· Email

· Audit forms

· Audit questions and answer storage and control

· Fraud hotline 

· Project plans

· Audit procedures

· Audit processes

· Audit quality control processes and procedures.

· Audit findings

· Audit finding resolutions

· Overall data configuration and management incorporating field auditors, FCC OIG Staff Auditors, project managers and audit firms onto a platform that provides real-time data control, security and recovery.

Vendor Question #8

8.  What are the security clearance requirements for the IT Project Manager, Database Development Manager and the IT Specialist designated in the SOO?
Government Response #8
This is address in the at SOO:

C.16   
SUITABILITY AND SECURITY PROCESSING
C16.1
General

  (a)
All contract personnel are subjected to background investigations for the purpose of suitability determinations.  Based on their proposed duties, some contract personnel may also be required to have security clearance determinations.  No contract personnel may be assigned to work on the contract without a favorable initial review of the OF 306, Declaration for Federal Employment (http://www.opm.gov/forms/pdf_fill/of0306.pdf) or a written waiver from the FCC Security Operations Center (SOC).  

  (b)
Suitability, waiver, and security clearance determination investigations are currently conducted through the FCC Security Operations Center (202- 418-7884).  The individual contract employee will be provided with a review process before a final adverse determination is made.  The FCC requires that any contract personnel found not suitable, or who has a waiver cancelled, or is denied a security clearance, be removed by the contractor during the same business day that the determination is made. 

  (c)
If the contract personnel is re-assigned and the new position is determined to require a higher level of risk suitability than the contract personnel currently holds, the individual may be assigned to such position while the determination is reached by the SOC.  A new A-600 shall be necessary for the new position.

  (d)
Contract personnel working as temporary hires (for ninety (90) days or less) must complete and receive a favorable initial review of the OF 306 and complete the contract personnel section of the FCC Form A-600, “FCC Contractor Record Form.”  If during the term of their employment they will have access to any FCC network application, they must also complete and sign the FCC Form A-200, “FCC Computer System Application Access Form.”

C.16.2
 At Time of Contract Award

(a)
The FCC Security Operations Center must receive the completed, signed OF 306 for all proposed contractor employees at the time of contract award.  Resumes for all personnel proposed for assignment on the contract should be provided to the Security Office prior to the time of in-take processing (see below, 2.3.2).  The FCC Security Operations Center requires up to five (5) working days (from the date they are received) to process the OF 306 before any employee is allowed to begin work on the contract.  A written waiver from the SOC may be obtained in special circumstances.
All contract personnel, regardless of task description, must complete this form.  Without an approved, completed OF 306 on file at the SOC, no contractor employee may begin work.  An approved OF 306 is one that has passed initial review by the SOC.  During the course of the SOC review of the OF 306, SOC staff regarding information on their OF 306 may interview the contract personnel. 

(b)
In addition, the Contractor is responsible for submission of completed, signed computer security forms for each employee prior to that person beginning work on the contract (See Appendix No. 3, FCC Instruction 1479.1, FCC Computer Security Program Directive and sample forms.)  These forms should be submitted to the FCC Computer Security Office.

(c)
The COTR shall begin processing their section of the FCC Contract Personnel Record (FCC Form A-600) at this time.  This form, with the COTR and CO portions completed, will be distributed at the time of contract award and must be submitted to the SOC within ten (10) working days.

(d)
The Office of Personnel Management (OPM) will issue a Certificate of Investigation (CIN) following the appropriate background investigation.  The SOC notifies the CO and COTR and contract personnel who have received a favorable adjudication so they may receive their permanent access credential.

 C.16.3     IDENTITY PROOFING, REGISTRATION AND CHECKOUT REQUIREMENTS 
C.16.3.1   Locator and Information Services Tracking (LIST) Registration

The Security Operations Center maintains a Locator and Information Services Tracking (LIST) database, containing contact information for all Commission and contract employee personnel, regardless of work location. 

The contract employee’s FCC Form A-600, “FCC Contractor Record Form” captures the information for data entry into the LIST system. 

C.16.3.2     Intake Processing

            (a) Following the processing of the OF 306 and an initial favorable suitability determination, (unless otherwise waived) the contract personnel shall report to the FCC for identity verification and access badge issuance on their first scheduled workday.

            (b) All new contract personnel must be escorted to the SOC by either the CO or COTR responsible for the contract.  At this time the contractor personnel must present two forms of identification; one of which must be a picture ID issued by a state, or the Federal, government.  The other piece of identification should be the original of one of the following:

            U.S. Passport (unexpired or expired)


Certificate of U.S. Citizenship (Form N-560 or N-561)


Certificate of Naturalization (Form N-550 or N-570)


School ID


Voter’s registration card


U.S. Military card


Military dependent’s ID card


U.S. Coast Guard Merchant Mariner card


Native American Tribal document


U.S. Social Security card


Certification of Birth Abroad, (Form FS-545 or Form DS-1350)


Original or certified copy of a birth certificate, bearing an official seal


(c) After identity verification, the individual shall complete the Fingerprint Card form, FD 258, the Fair Credit Report Act form, and be photographed and issued the appropriate access badge.

            (d) At this time the contract employee will be given one of the following forms, based on the security risk designation for the proposed support classification/position, to complete and return to the SOC within seven (7) business days:
(i)  
Low Risk Positions - SF 85, Questionnaire for Non-Sensitive Positions

(ii)
    Moderate Risk Positions - SF 85-P, Questionnaire for Public Trust Positions

(iii)
    High Risk Positions/Secret or Top Secret Security Clearances – Standard Form (SF) 86, Questionnaire for Sensitive Positions 

            (e) For any contract employee whose name is provided to the Commission for security investigation at (ii) or (iii) level, who subsequently leaves the subject contract, due to Contractor or contract employee decision, within the first year, the Contractor shall reimburse the Commission for the cost of the investigation.  If the contract or task order is scheduled for completion in under one year and the contract employee for whom a security investigation has been done leaves prior to the work being done, the Contractor and SOC shall agree on a pro-rated amount for reimbursement.  The cost may range from approximately $400.00 (moderate risk) to $3,000.00 (high risk).  The Contractor will be provided a copy of the investigation invoice with the reimbursement request.

C.16.3
Monthly Contractor Personnel Reports

The monthly report verifying contract personnel working at the FCC is a crucial element in the agency’s compliance with Homeland Security Presidential Directive (HSPD) 12.  Accurate and timely reporting are required as part of the ongoing access control efforts as mandated by HSPD-12 and implementing directives.

 (a)
The Contractor’s Program Manager shall submit a contract personnel list to the SOC on the first working day of each month.  This report shall be identified by the contract name and FCC number, and shall list all the contract employees working at the FCC in the immediately previous month.  

(b)
The report shall highlight or list in some way those individuals who are no longer employed by the Contractor or who are no longer working on the subject contract.  As well, any additional contract personnel who have been successfully processed for work on the contract since the previous report shall also be noted.

(c)
The report may be delivered electronically in MS Excel format.  The covering email should contain a statement of certification of accuracy and should originate with the Contract Program Manager or other Contractor executive personnel.  The author of the email shall be considered the signatory.

 (d)
No later than the 15th of each month, the SOC will notify the Contract Program Manager, the author of the email covering the Monthly report (if different), the COTR and the Contract Officer if the report is a) received after the first working day of the month, or b) contains errors in the listing.  The notification will identify the reason for deficit in the report.

 (e)
The first instance of either a) or b) above shall result in a Five Hundred Dollar ($500.00) penalty against the Contractor.  The assessed penalty shall increase in Five Hundred Dollar ($500.00) increments for each subsequent Monthly report received either late or containing errors. 

C.16.4
   Checkout Processing 

 (a)
All contract employees no longer employed on the subject contract, or at the termination of the contract, are required to report to the SOC and complete the sign-out portion of the FCC A-600, Contract Personnel Record.

 (b)
This process verifies the contract personnel have returned the access badge to the SOC.

             (c)
If the checkout processing is not completed by the contract employee, the Contractor shall take action to ensure its accomplishment no later than thirty (30) calendar days after the employee's departure from the FCC.

            (d)
The Contractor shall be liable to the FCC for an administrative processing charge of $150.00 (One Hundred Fifty Dollars), for each of their employees who leaves their duty assignment at the Commission and fails to complete the checkout processing within thirty (30) calendar days of departure.  Mellon Bank, N.A., handles collection and processing of all Commission administrative charges and should payment become necessary, the Contractor will be provided the appropriate directions for an EFT.   

           (e) The Contractor shall be liable for any actual damages arising from a failure to ensure that the checkout processing occurs within the thirty (30) calendar days of the contract employee’s departure from the FCC.

Vendor Question #9

9.  RFQ Submission Requirements document:

Can you clarify factor 4 of the evaluation criteria: Is it Sharepoint Knowledge as stated on page 1of 3? or, is it USF Experience as stated on page 3/3?
Government Response #9

SharePoint Knowledge
Vendor Question #10

10.   The Microsoft Office Sharepoint Server 2007 and Microsoft Project Server 2007 software/Hardware configuration to be installed by the FCC mean totally operational systems or will the successful bidder of RFQ ID: RFQ 281810 Reference #: RFQ08000015 provide configuration and administration activities on hardware and Microsoft software provided by the FCC? 

Government Response #10
Assist the OIG and CIO with the installation, testing and optimization of all hardware and software provided by the FCC.

Vendor Question #11 

11.   If FCC provides the system described in question (1), will FCC also assign an FCC employee as SharePoint Server administrator and Project Server administrator or will the successful bidder of RFQ ID: RFQ 281810 Reference #: RFQ08000015 provide these skills?

Government Response #11
Successful bidder provides administrator and project server administrator (IT database technician).

Vendor Question #12 

12.  If FCC provides the system described in question (1), will FCC modify installed system to meet requirements discovered by bidder?

Government Response #12
Any additional government approved hardware or software requirements will be purchased by the government.

Vendor Question #13 

13.  Does FCC expect to access data on SQL Data Base by means other than supported by SharePoint's RSS data feeds or will bidder be required to provide a Microsoft SQL Data Base Administrator for specialized SQL data reporting outside that available to SharePoint?

 

Government Response #13
Successful bidder provides Microsoft SQL Database administrator  (IT database technician).

Vendor Question #14

14.  What is FCC planned award date to provide adequate time for bidder to meet requirement; "Design and have operational a secured SharePoint database ready for data input no later than September 1, 2008." Page 2 of PWS.
Government Response #14

June 16, 2008

Vendor Question #15 

15.   Please explain, in detail, nature of data referred to in "Design and have operational a secured SharePoint database ready for data input no later than September 1, 2008" Page 2 of PWS vice detail on Page 6, Data types:
· Audit reports 

· Email 

· Audit forms 

· Audit questions and answer storage and control 

· Fraud hotline 

· Project plans 

· Audit procedures 

· Audit processes 

· Audit quality control processes and procedures. 

· Audit findings 

· Audit finding resolutions

 

Government Response #15
The government expects the bidder to design a solution in the technical proposal that will deliver a secure SharePoint database ready for data input no later than September 1, 2008 that includes the data types described on pay 2 of the PWS.

The bidder must demonstrate their ability to provide an IT project manager and a database manager to assist with the development of the database.

Vendor Question #16

16. Is there a current incumbent and if so, can you give us the name?

Government Response #16
No.

Vendor Question #17

17.  Submission Requirements document, Factor 3 – Price, states this is FFP.  Is the government firm on FFP?  Can FFP LOE be offered?

Government Response #17
Factor 3 – Price
The price quotes will be evaluated separately.  The price quote for this level of effort shall be a firm fixed price for specified level of effort. This task is estimated to approximately 12-months of contract services of the first year of the contract performance period.  Also the price quotes for a 12-month base period and 4 one-year option periods shall be evaluated.  Proposed quotes shall include pricing for developing the database (government furnishes the Microsoft SharePoint Server and SharePoint License); one IT project manager, one database manager and one IT Technician the fully loaded hourly rates of all applicable labor categories, for each of the contract years (40 hours per week, excluding holidays).  The labor categories shall accompany a (brief narrative) description of the skills and experience per category.  Your price quote shall be based on your current GSA Schedule contract
Vendor Question #18

18.  Statement of Objectives document, page 3 of 21, Microsoft Office SharePoint Server 2007 (provided by government)-Does this mean the HW and licenses will be furnished by the government or that an installed and working system is already in place and being provided?  

Government Response #18
The government is purchasing the hardware and software and the successful bidder will assist the government with the installation, testing and optimization of the systems hardware and software.

Vendor Question #19

19.   Assuming a June 12th RFQ close date, what are the anticipated award date and project

date?
Government Response #19
June 16, 2008

Vendor Question #20

20.    FCC Statement of Objectives page 2 of 22 indicates “several hundred USF beneficiary and contributor and internal audits over the next five years.” What is the estimated breakdown in number of beneficiary audits, contributor audits, and internal audits that are planned for the base year (initial 12 months)?
Government Response #20
The number of audits is undetermined at this time and has no relevance on the level of effort required for the solicitation.

Vendor Question #21

21.    FCC Statement of Objectives page 2 of 22 indicates “several hundred USF beneficiary and contributor and internal audits over the next five years.” What is the planned scope of the internal audits mentioned?
Government Response #21

The number of audits is undetermined at this time and has no relevance on the level of effort required for the solicitation.

Vendor Question #22

22.    FCC Statement of Objectives page 3 of 22 identifies Microsoft Office SharePoint Server 2007 (MOSS) as the new server platform, but the table on the same page listing hardware, software, and licenses is indicative of an Windows SharePoint Services 3.0 (WSS) SharePoint implementation (not MOSS).  Is it correct to assume that FCC intends to procure based on the specifications listed in the table to support a Windows SharePoint Services 3.0 implementation as opposed to a MOSS 2007 implementation? 
Government Response #22
Yes.

Vendor Question #23

23.    FCC Statement of Objectives Section C4 (first paragraph, third sentence) describes monthly report requirement.  Section C14 “Reports” also describes a Monthly Project Status Report with additional requirements.  Is it correct to assume that the Section C4 monthly report is intended to focus on the IT/Project Management contractor’s own engagement status, whereas the Section C14 Monthly Project Status Report will represent the IT/Project Management firm’s summary of the auditors’ progress? 
Government Response #23
Yes.

Vendor Question #24

24.    Will FCC provide workstations and desktop computers for the 3-person project team to use while performing work on-site provided that they are used for project-related use only?
Government Response #24
Yes.

Vendor Question #25

25.     Will the project team have access to and use of FCC photocopy machines, fax machines, and long distance telephone service while performing work on-site provided that they are used for project-related use only?
Government Response #25
Yes.

Vendor Question #26

 26.   Are local travel costs (e.g., parking, mileage, and metro fare) reimbursable as Other Direct Costs?
Government Response #26
When it is government business related and pre-approved by the COTR. This does not include travel from vendor’s office to the government facility or travel to and from place of duty and residence. 
Vendor Question #27

27.  The evaluation factors stated in the Submission Requirements are for the Technical Proposal, Price Proposal, Past Performance, and SharePoint Knowledge.  The Evaluation Criteria are Technical Capability, Past Performance, Price, and Universal Service Fund Experience.

Please explain how the Universal Service Fund Experience (Evaluation Criteria Factor 4) will be weighted in the evaluation factors.    We understand that this task will be to develop a SharePoint site to capture, access, track, and store FCC OIG audit program information but cannot correlate the need to provide information on experience performing audit services for the USAC or the USF to the stated requirements and objectives of the RFQ.

Government Response #27
The USF evaluation criteria are hereby removed. The evaluation factor is SharePoint Knowledge.

Vendor Question #28

 28.  In the case that the hardware specified is not providing the desired throughput or failover capabilities, is the contractor responsible for providing the additional equipment?
Government Response #28
Any additional government approved hardware or software requirements will be purchased by the government.

Vendor Question #29

 29.  Is EVM mentioned in the RFQ intended to be used to manage and measure the Sharepoint development project or for the projects tracked in FCC OIG Sharepoint system?  The question is whether we are implementing an EVM methodology and system or being tracked using EVM?
Government Response #29
EVM for tracking audit projects entered into the OIG Sharepoint system.
Vendor Question #30

30.  For the email hotline mentioned in the RFQ, what is the expected volume of emails being submitted?  What is the intended role of the contractor in managing and answering the emails submitted through the hotline?

Government Response #30
The email hotline requirement if for developing a hyperlink to the OIG email hotline from where auditors can report suspected fraud, waste or abuse. The OIG manages hotline emails. This can not and will not be delegated to a vendor.

Vendor Question #31

31.   How many auditors is the system expected to support?  How many concurrent auditor users should be supported by the system?
Government Response #31
The number of auditors is undetermined at this time and has no relevance on the level of effort required for the solicitation.

Vendor Question #32

 32.  Is there a current system being used to track the audit data and if so, will the current     data need to be migrated?  Is there an expectation of any data migration related to this effort?  If so, can you characterize the data being migrated?
Government Response #32
No. The FCC OIG does not have n audit tracking system. 
Vendor Question #33

33.  On page 4, there is a specification for creating audit workflows and forms.  How many workflows, forms, and functions and what is the nature of each?  Since this is a firm fixed price effort, could the FCC provide some bounds for the estimate?
Government Response #33
Each audit program is unique. Specific audit plans are developed for each audit program. The auditors will develop the audit plan. As required, the vendor will develop specific audit workflow processes and forms for each specified audit program. The project IT manager, database manager and IT technician develop the SharePoint data elements specifically for each audit plan. The cost is included in the labor rate for each of these labor categories. 
Vendor Question #34

      34.  Is the Groove product expected to be used to enable real time exchange of data?
Government Response #34
Yes.

Vendor Question #35

35.  Will the Sharepoint portal use an existing single sign-on system like LDAP or Active Directory?  If so, is authentication and authorization data stored in this repository?
Government Response #35
Active Directory. Yes, authentication and authorization data is stored in the repository which is developed when an audit program is designed. 
Vendor Question #36

 36.  What is the organizational structure for the users using the system (eg. Administrator, Super User, User, etc)?
Government Response #36
Administrator, super user, user and others as deemed necessary.
Vendor Question #37

37.  Is the contractor responsible for implementing a backup strategy to minimize loss of data?  Is the contractor responsible for any other operational aspects of the system or are operations ready systems turned over to an FCC operations group?
Government Response #37
The FCC provides a backup strategy. The vendor provided IT Technician works with the FCC CIO and IT staff.
Vendor Question #38

38.  Which features or functionalities are expected by September 1, 2008?  What are the key milestones for these features and functionalities?
Government Response #38
See the response to vendor question number 7.

Vendor Question #39

39.  In SOO Section C.4 on page 2 of 21, the follow statement is made: “… provide a project manager for managing audit program milestones and deliverables…”. Is this statement referring to the SharePoint project or FCC-OIG Audit projects hosted and managed on the Sharepoint site? 
Government Response #39
The IT project manager assists the FCC OIG with managing audit program milestones and deliverables hosted in the Sharepoint database. 
Vendor Question #40

40.  Is the Footnote 1 on page 3 of 21 in SOO referring to all the hardware and software listed in the table on that page?
Government Response #40
All.

Vendor Question #41

41.  What is the location of the hosting facility where the servers will housed?  What is the expected travel entailed with this effort?
Government Response #41

Vendor Question #42

42.  The RFQ states: Design and have operational a secured SharePoint database ready for data input no later than September 1, 2008.  

Based on the cursory information in the SOO the September 1 date may or may not be achievable.  Does FCC have flexibility on this date?

Government Response #42
No.

Vendor Question #43

43.  The SOO on e-Buy for this opportunity has some red-line edits in it, please confirm whether it’s the final version.  
Government Response #43
Offerors reviewing MS Word Documents are encouraged to remove the tracking changes option when opening the documents."
Vendor Question #44
44.  Referencing page 1 Statement of Objectives (SOO), it indicates that there are 900 annual audits conducted. When compared to page 2, paragraph 2 language which states “The OIG anticipates conducting several hundred USF beneficiary and contributor audits and internal audits over the next five years”, there seems to be an inconsistency re the no. of audits.  Please clarify what the right estimated annual number. 
Government Response #44

Currently, the FCC has a vision of 900 annual audits for the upcoming year. There will be several hundred audits in the subsequent years. The exact number is undetermined and has no relevance on this solicitation. 

Vendor Question #45

45.  Referencing page 2, who does the FCC anticipate the system end users will be? 

Government Response #45
The FCC anticipates that end users consist of administrators, super users (senior managers), and users (auditors and program personnel) from both the government and commercial audit firms.

Vendor Question #46

46.  Referencing page 2, paragraph 2 states that “All auditors, contractor and FCC will populate a web based database…”  Please clarify how much data the contractor (who receives a contract resulting from the subject RFQ) will be required to actually enter into the SharePoint database? What percentage of that data is assumed to be in compatible electronic format versus hardcopy and requiring manual keying? 
Government Response #46
All data will be sent to SharePoint in electronic format. It is not anticipated for the vendor to electronically format hardcopy documents.
Vendor Question #47

47.  Referencing page 2, the Sept. 1, 2008 is respectfully viewed as being extremely ambitious and challenging, esp. given the fact that, as a precondition to database design/build, user forums must be conducted, a FCC sign-off/approval process will be required, then, system specs documented, implementation, and testing phases. 
Government Response #47
The government requirement is for vendors to provide a technical solution that will achieve the designed deliverable on the delivery date specified. 

Vendor Question #48

48.  Referencing page 2, LOE of 3 FTEs (i.e., PM, DB Manager, and IT DB Tech), they are considered to be inadequate to perform the required design/build/test work. However, if others design/build/test the DB, then, these 3 people could probably maintain the DB provided major annual changes are not required.  
Government Response #48
The government requirement is for vendors to provide a technical solution.

Vendor Question #49

49.  To do the design/build/test work, there will be a need for a TBD no. of analysts to conduct the JAD or user forums based on exact requirements, logistics re users involved in JAD sessions, and turnaround time.  Also, please consider adding Tech Writer(s) to document results of JAD sessions, document final system design, plus possibly training manual drafting. 

Government Response #49

The government requirement is for vendors to provide a technical solution.

Vendor Question #50

50.  Referencing page 2, training program also required, and this, too, will be challenging to put in place by Sept. 1, 2008; however, it must be addressed. 

Government Response #50

The government requirement is for vendors to provide a technical solution.

Vendor Question #51

51.  Referencing pages 5 and 7, please furnish clarification as to what’s required regarding Earned Value Management. 
Government Response #51
The government requirement is for vendors to provide a technical solution for EVM process associated with contracted audit firms using SharePoint as the monitoring system.
Vendor Question #52

52.  Referencing page 6, before C.3, states “Overall data configuration and management incorporating field auditors, FCC OIG Staff Auditors, project managers and audit firms onto a platform that provides real-time data control, security and recovery”, please clarify what the level of automation that will be required for the data configuration and management platform.  Also, confirm that this is separate from the target SharePoint database. 

Government Response #52
The vendor will provide a database manager with the technical skills required to assist the FCC OIG in determining the technical approach and solution for the overall data configuration and data management.

Vendor Question #53

53.  Can the documents needed in section C.3 Guides and References, page 6, be provided to the contractor now? 

Government Response #53
These guides and references can be located at:

http://www.usa.gov/Business/Business_Gateway.shtml
Vendor Question #54

54.  Referencing page 8, C.6 Other Direct Costs, the RFQ states in pertinent part that “Contractor agrees to charge ODCs at cost or at no more than its best customer rates as provided below.  Alternatively, Contractor may bill the government per diem rates as set forth by the United States Government Accounting Office.”  These points are quite different, so please clarify the government’s position on how contractor ODC’s will be handled and compensated. 

Government Response #54
All ODC’s must be pre-approved by the Contract Officer or designated representative. The Contractor invoices ODC’s at cost. The Contractor invoices pre-approved per diem as set forth by the United States Government Accounting Office unless prior approval received by the Contract Officer or designated representative. 
Vendor Question #55

55.  Referencing page 11, C.9 Key Contractor Personnel, please specifically identify labor categories deemed to be key personnel, the nos. of FTEs for each, and the period of time for each. 
Government Response #55
Provide an IT project manager, database manager, and IT database technician in support of developing the database, and as necessary manage milestone objectives and deliverable for audit projects. 

One IT project manager

One Database Manager

One IT Database Technician

The period of time for each is 40 hours per week for 52 weeks excluding Federal Holidays.

� Furnished by the government.
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