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Tim Donahue, NRIC VII Chairman, welcomed those in attendance and asked Jeff Goldthorp to open the meeting.

Jeff Goldthorp, FCC Designated Officer, opened the second meeting of NRIC VII and welcomed those in attendance.

Tim Donahue, Chair, addressed the Council.  He stated that the Council would be hearing presentations regarding the first two reports delivered under the NRIC VII Charter by Focus Groups 1B and 1C.  He highlighted the level of cooperation and diligence demonstrated by these Focus Group members, which reflected the strong relationship that the industry has forged with the FCC.   Finally, he thanked the members of the Council for the dedication and commitment shown by their respective employees.

FCC Commissioner Michael Copps addressed the Council.   Commissioner Copps welcomed everyone and thanked the Council for their hard work.  Commissioner Copps stressed the need for a continued sense of urgency.  He cautioned the Council on being prepared in the event of an attack and pledged the support of the FCC.

FCC Commissioner Jonathan Adelstein addressed the Council.  Commissioner Adelstein thanked the Council for their participation and for their effort regarding the security of communication networks.  Commissioner Adelstein thanked Tim Donahue for accepting the chairmanship and noted a wireless carrier is chairing an NRIC for the first time.   Commissioner Adelstein stated that no work that the Commission does matches the importance of ensuring the work about and safety of our nation’s communications system.  Towards that end, Commissioner Adelstein pledged his assistance and that of his staff.

The minutes of the March 2004 Council meeting were unanimously approved.

Tim Donahue, Chair, shared with the Council that the voting process on all deliverables would be by ballot.  Each Council member was provided a paper ballot relating to the 1B and 1C reports.  The Council members were asked to return their ballots within two weeks of the Council meeting.  All those not submitting a ballot within 2 weeks would be considered as voting in favor of accepting the reports.  Tim asked for a motion to approve this process, which was seconded and unanimously approved.

Nancy Carlsen, NRIC VII Steering Committee Chair, announced that P.J. Aduskevicz retired from AT&T and as a result, NRIC.  John Stogoski, Sprint, was introduced as the new chair of Focus Group 2A. 

Nancy, Steering Committee Chair, introduced the presenters: Jim Nixon, T- Mobile, would present on the Focus Group 1B report on the recommended properties, service needs and access requirements of the emergency communications network in 2010.  Nancy introduced Nancy Pollock (Metropolitan Minneapolis 911 Board) and Bob Oenning (Administrator, Washington State enhanced 911 program) would present on Focus Group 1C’s report on E9-1-1 Network Outages.  Specifically, 1C would report on their analysis of E9-1-1 outages, identify the best practices related to these outages and provide an analysis of architecture vulnerabilities.

Jim Nixon, presented report of Focus Group 1B on the network architecture needed by 2010.  He stated that by 2010 the emergency communications network should be largely based on IP.  He stated that we need to think of emergency services going beyond the 911 centers to additional entities such as hospitals.  He stated that the future network should be an internetwork of public safety response systems such that the Washington D.C. police and the Montgomery County, MD police would operate on the same network, for example.  He went on to share the group’s recommendations regarding the properties, service needs and access requirements of the future emergency communications network.  Lastly, Jim stated that the future network would require additional funding in order to effectuate serious changes.

Jim Nixon then fielded questions from the Council ranging from his estimate of the cost associated with the future network to the equipment necessary to support the future network.

Nancy Pollock and Bob Oenning presented on the Focus Group 1C report.  They provided an initial analysis of past outages and identified several architecture vulnerabilities, including a diagram of the network with the vulnerabilities.  Lastly, they identified those best practices that currently exist regarding E9-1-1 outages.  Next steps will be to analyze the effectiveness of best practices.

Nancy and Bob then fielded questions from the Council ranging from their analysis of power failures, the impact in terms of subscribers affected of the outages and whether the group would expand its scope to include the totality of the network to include the public safety end of the network.

Commissioner Abernathy addressed the Council.  Commissioner Abernathy thanked the Council for their support and participation in NRIC citing NRIC as the perfect model of a public-private partnership.  Commissioner Abernathy stated that the best way to address reliability and security of networks is through the creation of best practices and encouraged everyone to continue their hard work.  

Tim Donahue, Chair, thanked Commissioner Abernathy and the Council members and reminded the Council to submit their votes and that the next meeting of the Council would be on December 6th.

Jeff Goldthorp, FCC Designated Officer, closed the meeting.  He reinforced that everyone who is working on this be thanked.

Respectfully submitted,

Nancy Carlsen

NRIC VI Steering Committee Chair

.

The documents embedded below are the electronic conversion of the voice recordings to text captured at the September 23rd meeting.  Please double click to open.
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�

>> Can I have your attention for a second?�

We're going to start maybe five or 10 minutes late today, we're

just waiting for a few people to arrive.�

And five or 10 minutes we'll begin.�

So thanks for your patience.�

�

>> Good morning, if we could get seated, we could get started.�

Let me apologize for my tardiness.�

Washington traffic out of Virginia.�

Sorry about that.�

Let's begin by calling the meeting to order.�

I would like now to turn it over to Jeff for opening comment.�

>> Good morning, everybody.�

Thanks to all of you who are joining us today.�

I hope that it's not always true for the meeting.�

Welcome to the meeting of the interoperability council which I

officially convene.�

The agenda for today's meeting.�

That's associated with this presentation.�

All of this material will be posted on the web site after the

conclusion of the voting process.�

We're pleased to have commissioner Copps and Adelstein with

us.�

Commissioner Abernathy.�

I'm told he'll be joining us a little later in the meeting W.

that, I will turn it over to Tim Donahue.�

�

>> Thank you, Jeff.�

I want to extend my warm welcome to all present.�

Before our second quarterly council meeting, the last time we

met in march, we kicked off with a very ambitious agenda.�

A wide variety of critical topics in this time of increased

homeland security.�

Today we will hear our first reports on two subjects.�

Since march, we have made excellent progress.�

I have to say that I'm impressed, but not surprised by the

cooperations and diligence with which the industry has

responded to the charter.�

I'm not surprised because cooperation, collaboration of a

hallmark of nric and nric-7 reflects that tradition and

reflects the strong relationship the industry has forged with

the F.C.C.�

The collabrative efforts are laying the groundwork for the

discussions on findings, recommendations, and best practices.�

Like prior nric chairs, I'm confident that we'll generate

improvements that can gain industry consensus and results and

improved communications services and enhanced reliability and

sincerity.�

In that spirit today, we will hear from the chairs of focus

groups 1-b and 1-c as they report to us their findings and

recommendations.�

Let me review briefly for everyone the scope of groups 1-b and

1-c.�

1-b will present to the council the properties that emergency

network architectures need to meet by the year 2010 with

particular emphasis on technology that is will provide enhanced

capabilities and scaleability to emerge in networks.�

Focus group 1-c will report on 911 outages, applicable best

practices related to 9/11 and analysis of 911 network

architecture vulnerabilities.�

As most of us in this room can attest, this year's hurricane

season has tested emergency and commercial networks across the

southeast.�

I want to recognize the tireless efforts of thousands of

employees and public servant who is are represented here

today.�

Their dedication and commitment to service excellence

highlights the importance of nric-7's work, and particularly it

reports before us today.�

Let me also take the opportunity to analyze the hard work of

focus groups to focus on the deliver rabble.�

We should acknowledge the focus group is voluntary and many

focus groups, including many of you, have been involved in

restoration efforts as a result of hurricane Charley, Frances,

Ivan, and gene.�

Now, before we move into the approval of minutes, I would like

to once again welcome commissioner Copps and Adelstein to nric

-- our quarterly meeting.�

And commissioner Copps, if you would like to start by say ago

few words.�

>> Thank you, Tim.�

Good morning, everybody.�

Welcome back to the F.C.C. on behalf of not just me, but all of

my colleagues.�

Thank you for the hard work that you've been doing, thank you

for the commitment of your individual companies, commitment of

the industry more broadly, and for coming together on the

matter of huge public safety importance.�

Nric has been important for a long time, of course, but in the

aftermath of September 11, it took on a far higher national

priority.�

It became absolutely critical and three years later it remains

absolutely critical.�

Nonof its importance has gone away.�

I hope none of the sense of urgency we all felt since 9/11 has

gone away.�

It's all too easy to happen as time goes by and people lapse

into old base.�

But for the most part, I don't think this has happened.�

Look at the attention being accorded homeland security even as

we speak in the congress n the media, across country.�

It's clear it continues to be a high national priority -- the

safety of the people always just that -- the highest priority.�

The 9/11 commission report focused our attention.�

That report was a stern and stark warning -- a wakeup call for

anyone who might have been dozing off.�

In the discussion of critical infrastructure protection, the

report minced no words.�

It said that, quote, the private sector remains partially

unprepared for a terrorist attack.�

End quote.�

So it's our job, industry, government, public safety, working

together, to remedy this shortfall.�

It's our job to ensure that the communications industry is

ready.�

As I've told this group before -- when terror strikes again, I

don't want anyone to be able to say that either industry or the

government with the flip of a switch.�

It's been three years since 9/11.�

In that time, the F.C.C. and nric have worked hard.�

Councils have been convened, committees have held meetings,

reports have been written, problems identified, and best

practices drafted.�

Our governments have begun to reorganized.�

But it's all still very much a work in progress even after

three years.�

More work is in front of us than behind us.�

Government reorganization tomorrow could not enough.�

Voluntary industry best practices is implemented quickly, can

accomplish a lot, I agree.�

But tardy implementation may be no protection at all to

paraphrase the old axiom, protection delayed may be protection

denied.�

So, voluntary efforts fail, mandatory implementation may best

serve the public interest.�

All five commissioners recently demonstrated their willingness

to take action and the job is not being done.�

I hope we won get to the point where that kind of action

becomes necessary on a wide scale, but we certainly have to

consider the eventuality, because homeland security is not

business as usual or government as usual.�

This is a job that has to get done.�

Meetings and best practices can only take us so far.�

Together we need to be implementing real change.�

I also want to note that while I'm glad you're focusing so much

attention on e-911, which many of you know has been an

important concern of mine, your charter does not abandon your

past good work.�

It charges you to build on the homeland security, wireless

reliability and broad band deployment best practices of your

nric predecessors.�

Seemless communication, interoperability, redundant systems,

and the sum is really greater than the parts.�

So I'm interested to learn your strategy for moving ahead

across the entire broad agenda.�

As you can probably tell, I think one of our jobs tat

commission is to push you to be active and aggressive.�

But I think one of your jobs to push us to be more active and

aggressive.�

Safe garling our people by safeguarding our communications

systems.�

We shouldn't wait for the government to get our act together.�

The G.A.O. says that, quote, a fundamental barrier to

successfully addressing interoperable communications problems

and public safety has been a lack to government

interdisciplinary and intergovernmental planning -- end quote.�

I agree.�

You need to push us to make sure we're doing what we ought to

be doing.�

I was frankly disappointed not to find the F.C.C. even

mentioned in the 911 commission report.�

I was disapointed when the chairman of the house government

committee felt urged to get the F.C.C. to take a more active

role, remarked it would cost the country a lot if we don't.�

Wouven your jobs is to push on us as hard as we push on you.�

That will make real progress.�

That will take the exactly the kind of public sector

collaboration and partnership that has always laid the

difference in our country when the going gets tough.�

I commend you with the dedication, energy, and resources that

you're bringing to this process.�

If you're unleashing the expertise and ability gathering in

this room a problem, we can solve that problem.�

Time is no friend when it comes to emergency preparedness or

public safety.�

The work of nric must see tangible results and positive

change.�

That will ward off the arguments of those who might be tempted

to say that the lengthy process is being used to delay action

that might be expensive or difficult.�

I, for one, refuse to believe that is the case.�

I see it a potential and the dedication that you have and that

you bring to this.�

The tangible progress we make together that's going prove the

naysayers wrong.�

I want nric and I'm sure you want nric to be viewed as an agent

of change and not an agent of delay.�

Let me stop talking to we can get down to work, but know we are

truly grateful for what you do.�

We look forward to working with you to make our communications

system a work against terror instead of a victim against

terror.�

Thank you very much.�

>> Thank you, commissioner.�

I would like to turn it over to commissioner Adelstein for some

comments.�

�

>> Thank you, Mr. Chairman.�

And I would like to just briefly thank everybody for your

participation here today.�

Thank you for your continued effort to ensure the security of

our communications networks.�

Thank, Tim Donahue for assuming a chairmanship here.�

The first time we've had a wireless C.E.O. assume the

leadership role.�

We do appreciate it.�

It reflects some of the changes that we've seen when we first

began nric a few years ago.�

I believe that they were really much more participation by

wireline carriers, we've seen nric reflected in our community.�

We appreciate that very much in all of the carriers that are

here today.�

You dedication and your willingness to serve here -- I know how

busy all of you are and the fact that you're here is a real

testament to your willingness to submit to this great

undertaking.�

We need the wealth of expertise that you bring to us because we

rely so much on your reck me dations we see in the past,

including what you've done -- the record of accomplishments in

past nrics is a source of pride for all of us here in this

commission given the confidence we had to the seventh council

solving the problems that we put before you and we know you're

up to the challenge of meeting.�

Your efforts, of course, have translated to so many positive

results that I think the commission's group is greatly enhanced

on the council issues and the network -- outage issues.�

A lot more to do today.�

So really look forward to learning more about our tracking of

the e-911 outages.�

I understand you spent considerable effort annual aying the

issues and that should provide excellent foundation for the

future of improvement.�

We're engaged in this war on terror.�

It is the highest of all of us.�

We've asked the council to continue to work at the nric-6 here

in the nric-7 to follow up on issues by the previous council

and identify best practices and the critical infrastructure.�

I want to hear what you had to say, recommendations for e-911

service and all of our emergency communications

infrastructure.�

So many rapid changes in our network, architecture in I.T.

changes and I.T. -- it's a great value to have your influence

because this field is so dynamic, we need your expertise.�

We need to hear about how you feel we should evolve our

policies to track the evolution of these networks and to ensure

that public safety is protected and all of this as it ever has

been and even more with the new challenge that is face us

today.�

There's a -- there's no work that the commission does anywhere

across the whole gamut of our responsibilities that matches the

importance of -- of ensuring the work about and safety of our

nation's communications system in the face of homeland security

and emergency preparedness.�

So I wanted to be brief here.�

I wanted to thank you and I look forward to hearing about the

productive session that you're going have here today.�

And if there's any way that I or my staff will be of

assistance, let me know and we look forward to working with you

on that.�

�

>> Thank you very much.�

Commissioner.�

And thanks to both of you and to commissioner Copps for the

good, hard work that you do on behalf of the country and the

F.C.C.�

We appreciate it.�

Next on the agenda is the approval of minutes from the last

session.�

Before I ask for a motion, if any of you would like to address

the council or speak -- if you would just raise your hand so

that we can see you through a funny piece of glass and turn on

your microphones, that would be most appreciated.�

OK, can I have the motion of approval of minutes from the last

session?�

Second?�

OK, any comments, questions?�

All right -- all in favor.�

Any opposed?�

All right, let the record reflect that the minutes are

approved.�

I want to take a minute to talk about the voting process that

we're going have through the council and basically what we're

going to use is mail-in ballots.�

A sample ballot in your package.�

If not, we have extra copy to be distributed.�

For those of you part of nric-6, this should be a familiar

process.�

For votes today, every vote, for the duration, we will use a

written ballot process.�

Let's walk you through the flow very quickly.�

Nric briefings and reports subject to vote will be provided to

the council members.�

The e-mail -- two weeks prior to the council meeting -- at the

council meeting, the council amendments will receive briefings

from the focus groups on report that is were sent to them two

weeks earlier at this council meeting.�

A paper copy of the ballot will be distributed to each council

member.�

The council member wills have the opportunity to ask questions,

make comments in the briefings and the reports they received.�

And following the council, we'll distribute copies by mail.�

They'll have the reports, receive three things about the

reports with "Hard Copy"s of the ballots.�

The council member wills have two weeks to vote.�

The ballot must be received two weeks after the meeting.�

They can be sent regular e-mail.�

They must be received no later than the enof the 14th day after

the particular council meeting.�

Now, please note -- this is important -- all unreturned

ballots.�

And those returned later than two week wills be counts in favor

of the recommendations.�

The same has been used in previous nric councils and should be

familiar to most here.�

And if there are no questions, I would like to submit the

process to the public for a vote.�

So can I have a motion?�

[inaudible] And a second?�

[inaudible] Good, any other comments or questions about the

process?�

All in favor -- any opposed?�

Let the record show that the vote in favor carried

unanimously.�

Now, I would like to turn over the meeting to our steering

committee chair Nancy Carlsen.�

The chair of nric's steering committee.�

It's done a wonderful job of strategizing and organizing nric's

efforts for the remaining agenda items and key administrative

items and matters as well.�

Nancy, thank you for your tireless work and then it's all

yours.�

�

>> Thank you, commissioners.�

I want to add my comments to the F.C.C.�

It's good to see a great turnout for the second nric meeting.�

The material we're about to share with you today will be

expertise, that is going through the documents and the

briefing.�

I would certainly say it's a reflection of dedicated

professionals spending a lot of time putting this work together

for them.�

I'm very, very thankful for it.�

Before we get to the briefing, I would like to cover some of

the important items.�

First, I would like to address the leadership on the steering

committee.�

At the last council meeting, I had announced some adjustments

from at&t, to share the focus group 2-a, which is the homeland

infrastructure best practices -- the update of the best

practices.�

And unfortunately for us, P.J. chose to retire.�

So all of us would like to thank P.J. for her contributions and

her work efforts over the years.�

She'd certainly -- I would say, and all of you would agree that

she was a veteran of nric.�

I would like to make mention of that.�

What I'm pleased to introduce is john of communications.�

John, would you please stand up?�

John has graciously -- john has graciously accepted the chair

focus groups 2-a, and I'm certainly happy that he has.�

He has a strong back groupped and a solid foundation for that

role as he is already a member of the infrastructure team and

he's a liaison with the group as well to ensure a continuity of

data between the groups.�

He ols works within the homeland security group so he will

bring a lot of valuable information to the table.�

And for that, I'm glad.�

I look forward to working with you, john.�

Second -- I would like to share that based on the discussion of

the number of focus groups shares, I can report that the level

of participation has been very good throughout all of the focus

groups.�

I want to thank -- sincerely thank the industry's public safety

for all of their participation.�

And, you know, like I said before -- without the participation,

we cannot produce the comprehensive reports.�

Going forward.�

So we're doing that right now.�

I hope we can continue that trend.�

Despite the great start, I need to emphasize we can always use

the focus groups.�

I look for the emergency chairs to work with me.�

I can ensure the council, the committee, and the chairs that

adequate subject matter expertise.�

Participation is critical in order for me to make the final

report.�

Last week, it is my pleasure to introduce the presenters.�

The first is from focus group 1-b, e-911's long term issue.�

One of the things certainly is a hallmark of nric-7 is the

focus on communications -- how to improve communications today,

tomorrow, and in the future.�

The council puts the nric meetings, we would like to improve

the framework the architecture that would ensure the

surviveability of security.�

Specifically, focus group 1-b is to identify the potential

property that emergency communication network will provide by

the year 2002 which they have done in the reports that you saw

in the meeting.�

The further report will devil into the generic architecture

required to support the recommended properties, including data

transition as well as the transitional issue that is will be

safe in order for it to move to that new architecture.�

The extension of e-911 also called in the purview.�

In order to meet the tight schedule, we had to find someone who

could hit the ground running.�

The chair focused 1-d and no stranger to public safety issue

that is are out there Jim the sthe director of government

affairs for t-mobile U.S.A.�

He's responsible for 911 policies for t-mobile and the safety

organizations.�

He also shares the emergency services interconnection form that

many of you may know.�

And I might say, it's a pleasure to work with Jim.�

Under his leadership, the focus group delivered a report that's

helped him well above the call of duty.�

The great news is one of these is ahead of schedule.�

The initial report contains the initial work in progress.�

We look forward to sharing with all of you that work in the

upcoming sessions.�

So sincerely, a well done job and for everyone, a focus group

1-b.�

But after Jim the focus group with the report.�

1-c is the 911 outages best practices.�

The effectiveness of 911 best practices and the report to

obtain recommendations in ways to reduce this and improve 911's

best practices.�

As the first step, focus group 1-c was to analyze the 911

outages.�

Identified the best practices that exist today in 911 and to

identify architecture vulnerability.�

The future deliverables, would look to them to align those best

practices to the 911 outages for future outage prevention and

to be more effective.�

once again, we had to go out and seek high caliber talent.�

We were able to do that.�

We look forward to Nancy Collins and bob olney as co-chairs of

focus group 1-c.�

The executive director of the metropolitan Minneapolis 911

board and also reserve the executive council which is the

association of public communications officials.�

Mr. Onig is the administrator of Washington state enhanced 911

program back in 1993.�

He's also the western region Vice President for Nina.�

So -- before I turned it over to Jim -- I start on his

briefing, I want to bring to your attention that the network --

maybe you remember the nrsc -- has made available for all of

these years here to analyze their annual report, analyze the

report based on reports for wireline providers from January,

1993 to December, 2003.�

The reports are on the back table.�

And they're available for you to pick up at the end of the

meeting to give any questions to Carl rocher for those who may

know Karl, I'm sure he'll be happy to answer any questions for

you.�

Also, Kathy Allen, representing the council, has brought it to

the basic industry issues partner for network reliability

security issue.�

So, that report as well to be on the back table.�

And I'm sure Kathy would be certainly happy to answer any

questions for you.�

�

>> Before Jim begin, I would ask a question -- please ask for

you to refrain from asking questions during the briefing.�

It's wait until after the presentation because at that point in

time, there will be a question and answer session for you.�

If there are no questions, I would like to turn it over to

Jim.�

Thank you.�

�

>> Good morning, commissioner Adelstein, commissioner Copps,

and distinguished colleagues.�

It's my pleasure to present this report on behalf of focus

group 1-b.�

I would like to echo the appreciation for all of the work that

the people will focus 1-b to put into this.�

Stay without them and get the support from the companies that

they work for and fantastic to appreciate that.�

I don't know if I'm going to run slides or you're going to run

the slides.�

I guess I am.�

OK.�

We've got the technology straight.�

Like to give you the brief results of the report that we've

presented today for focus group 1-b is that the network

architectures that the 911 system we need for the 2010.�

This was our charter in the 2010 time period and determine what

we thought based upon today's best estimates would be the

situation as far as the 911 network goes.�

And specifically to look at things that they might need to do,

directions they might need to go to take the best advantage of

the technology.�

Focus group 1-b will be broken down.�

We'll look tat report to identify issues, background

information have discussions on the specifics of their area.�

Then they shared that with the rest of the group through

e-mail, obviously.�

Then through a number of meetings to finalize the report.�

So a lot of time has gone into it.�

A lot of good work.�

We've also -- while we were at it, collected some additional

information that we'll use in future reports.�

By 2010 the communications network should be largely based on

I.T.�

This provides a lot of advantages that could be used by the 911

system, emergency communications throughout.�

Some activity Wes ear going to have to have, steps we'll take

to be able to take advantage of that.�

The -- the one big thing that's going have to happen is that

entities beyond emergency services as we think of them today --

we think of the 911 center or the dispatch to fire and

ambulance responders, and dated beyond those entities,

additional entities, you're going need to have act stose the

network in order to provide information that could be useful

both by the responders, be useful by the hospitals who would

have taken patients in, useful in tri-age, etc.�

So, you know, they will have to have a way to get that

information into the system and have it useable in a timely

manner.�

The -- the big thing is that the 911 network is going to

require a major upbringing in order to be able to use I.P. --

kind of put things in perspective, we've had some seven years

of experience implementing wireless, enhanced 911.�

And 31% of the 911 centers in the coupry are capable of

receiving and using that data.�

So there's a lot of work that needs needs to be done still on

the wireless aspects let alone making major inroads here to

I.T.�

I.T. is going be more thorough an upgrade as well.�

They'll have to change back, etc., in addition to the 911

network and connecting new entities to it.�

Finally, we foresee the development and the need for a group of

internetworked public safety response systems -- the network to

be developed such that if you have Washington, D.C. area, right

now you have the district police, you have the Montgomery

county police, different networks.�

They can -- they can talk to each other, they can help each

other to some degree.�

But we've seen the need to take advantage of the opportunity

I.T. would present to be able to work closely put those

networks together so they can joinly work -- jointly share

information for responses that require activity and support

from both agencies.�

The concept of the internetwork.�

Basically recommendations are broken down in three sections.�

As far as network properties, we indicate that by 2010, it

would be very much in our best interest to have I.T.-based 911

capabilities that we've established nationwide.�

And that we start transferring some G.M. based or current-based

911 systems to be able to take advantage of that technology.�

I believe the piece aps should and will include I.T. networks

wb the applications.�

This will provide a lot of opportunities, collect additional

information, share information, and to coordinate responses as

necessary.�

This networks should be engineered that policy dictates how it

handles versus the handling being dictated by when the --

[inaudible] For instance, with network control -- they all have

control and cannot ensure every call in major emergency.�

Right now the handling of the control which is what is called

is set in a rigid fashion is based on how capable the equipment

is.�

The I.P.-based network and internetworking.�

A lot more flexibility provided.�

A lot more on the fly capability to make changes to those

arrangements are for -- will be possible.�

Access requirements for the public intra net would be one of

the calls that could come from in the 911 center.�

Today, they were starting to see voiceover I.P. initiated in

some broader scope that I call availability.�

But this is going to make a need for security and fire walls

identification very, very critical to we can avoid creating new

vulnerables -- vulnerability being used.�

I believe the next item here is the uniform comprehensive-based

security system will be needed to assess that.�

Ideally, any place that the public can use to make regular

calls should be capable of getting into the 911 network in a

fully enhanced manner rather than having different levels of

service result despite the fact that they have an expectation

of the same level with enhanced service to get to the Lan line

phones.�

As far as the service needs -- we think that the location needs

to be considered up front here rather than retrofitted as it

was in wireless -- in the wireless world.�

And that all access infrastructure providers should be capable

of providing that location information along with the call.�

So that would be a basic -- basic approach or basic philosophy

behind the move towards I.T.�

You think that -- I recommend that serious efforts should be

made to offer persons with a special needs type t-based

equipment, not only so they can con to get emergency services,

but so they can get improved emergency services with improved

access and a lot of creative things that could get done with

I.P. basis with a hand set or a tty or ttd device.�

We advocate that the successful implementation of the highly

integrated networks across the local boundaries occur.�

Again, this is part of the internetwork that we talked about.�

Here we specifically recommended political action be taken to

make sure that we remove barriers which may exist which would

create legislative problems in the lemmings lative barriers in

the internetwork.�

Take a look tat laws and rules to make sure they support the

implementation and take full advantage of the I.P.�

We're faced -- facing the capability or the possibility that

service providers from outside of the United States could be

supporting calls to 911 and they could be delivered to 911

locally or the I.P. network.�

We think it's important to really examine, again t policy and

political environment as well Aztec any call environment what

we can do to make that as seamless as possible.�

For instance, if you have a person -- the example we use

suicide a person sitting in a Starbucks in Chicago to make a

call because he had an I.P. phone system.�

It has a service provider -- could be anywhere, Sri Lanka.�

The call would not have to go to the piece op.�

We have to figure out how we can best set up the inner workings

and rules internationally to support I.P.-based 911 not only

here but throughout the world.�

And finally, we think that the -- one of the key issues here

politically again is going to be a make this major upgrade and

make once this happens -- [inaudible] The current system is not

providing enough funding for piece aps.�

That's the major reason why there's only 31% can handle

wireless stage at this point.�

We hope to get I.P. along any faster than wireless is going,

we're going need to make serious changes the way funning is

done throughout the country.�

To make sure that that's not a barrier, a mutation of these new

services.�

Finally, our next steps are going to be collaborate across the

focus groups the further integrate all of the findings.�

We're going to continue to have steering meetings and discuss

the other groups so we can get security input from Dr. Hancock

and make sure we're all building focus groups.�

We need to identify some generic networks.�

Architectures more specifically than this report does that will

support the transmission of pictures, etc.�

All the possibilities we've discussed in the I.P. network to

911.�

I think we'll need to identify key issues that create the

transition into internetwork -- emergency service network.�

If you tie the Virginia -- Montgomery county an D.C. networks

together, there's going to be some things raised -- things to

do in preparation for that.�

That concludes the report.�

Be happy to answer any questions you might have.�

�

>> Does anybody have any questions for Jim?�

Yes, sir?�

�

>> Obviously you looked at network architecture need.�

Do you get any feel for general feeling of cost that might be

needed in order to do some of the upgrades?�

Take a look at that from a high level perspective?�

�

>> No, we haven't.�

We're not looking tat cost aspects of it.�

We're looking at what's technologically feezeable.�

The -- we know that fundsing will be required.�

We know it will will need to be better than it is today.�

Beyond that, we have not examined that.�

�

>> Yes, sir?�

�

>> [inaudible] �

>> I.P.-based technology.�

What kinds of things do you have in mind and moving into the

equipment would require moving into the surface -- could you

elaborate a little bit on that part?�

�

>> Yeah, we -- we didn't look at specific devices or services

that could be provided.�

But we believe that with the enhanced capabilities, you can get

through I.P., we can certainly in our -- with our individualism

and our inventiveness, we can develop a lot of different things

I think would help a broad range of people both in a community

an outside of that community.�

Not to force the I.P. system but to make adjustments up front

in the early part of the development of our systems so we can

enjoy the same benefits certainly.�

�

>> Other questions?�

Jim, thank you very much.�

Well done.�

>> Thank you.�

>> Appreciate it.�

�

>> next we'll hear from focus group 1-c and Nancy Pollock.�

Joining Nancy is bob.�

Thank you very much, good morning.�

�

>> I'm Nancy -- he's bob.�

>> Well, thank you.�

�

>> Thank you, chairman Donahue, commissioner Michael Copps,

commissioner Adelstein.�

�

>> There'll be two of us.�

�

>> I did --�

>> Thank you.�

The report reflects the current state of focus groups 1-c

activities.�

We want to begin by thanking those who participate in this

process.�

As Nancy indicated earlier, there were a great number of people

who work on all of the focus groups and 1-c is no exception.�

Both those on the focus group are to be thanked and we also

drew from other public safety and industry experts to conduct

our work in the first report.�

I remember when Nancy Nancy Carlsen spoke to me about taking

the position of the co-chair of this particular committee.�

She said, oh, Nancy, it's going to be fine.�

It's going be somewhat easy.�

It's kind of a no-brainer about 911 outages.�

She -- I won't say she lied.�

But I can tell you that some of us found it particularly

challenging as we attempted to quantify information that is

really quite subjective in nature.�

The next slide shows our -- deliverabilities for this report.�

And this report contains the first analysis of the outages and

a comp -- compilation of the best practices and a diagram of

the e-911 architecture vulnerabilities.�

We were to in this report analyze the 63.100 outages related to

e-t 911 and 911.�

The best practice that is were most applicable to the e-911

outages, and the report is also to identify our protection

vulnerabilities.�

This is a report that is particularly focused on methodology.�

And the creation of this report has been particularly

productive for the group as a discussion still lanlt.�

-- stimulant.�

Bob?�

�

>> OK.�

The diagram we put together for and we want to help from some

people on how the process is reporting.�

This is a strange world -- we had to figure out exactly how to

enforce the process and exactly how it will work.�

We used the communications commission to thank their staff and

thanks to the committee an their work.�

Some reasoning here, a lot of discussion about exactly how to

categorize these.�

The decision was the reporting system that was widely published

and we could be somewhat consistent with that.�

We looked at the out annals that impacted 911 as the primary

focus here.�

Those that impacted 911.�

Some like me said anytime you have a phone out amming and

couldn't get dial -- 911 impact was the discussion was just

those that deal specifically with the 911 pieces of the

network.�

We looked at what happened, what caused the outage, and the

underlying factors permitted to happen.�

In this group's effort, there are a lot of underlying factors

we need to look at for a final analysis.�

Numbers are fun.�

We started off with like 97 outages, and some were pulled

because they department belong to the -- they weren't really to

the 911 only.�

84 outages for the F.C.C. data and four of those -- [inaudible]

The carrier because it turned out to be that they weren't

necessarily porable.�

We looked at 80 outages.�

Our review of some of the materials, four outages we had to go

through and categorize because of the nature of how they were

presented.�

The numbers were an interesting game here to play to fig your

out exactly which outage we needed to consider.�

We considered them the time frame from 2,000 to the first

quarter 2004.�
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please stand by.�

a lot of discussion about exactly how we want to categorize

these and the decision was to use this material and their

reporting systems that were publishedwe could be somewhat

consistent with that.�

We looked at the outages of both the impact of 911, the primary

purpose here is those who impacted 911, there were some that

said any time you have a phone outage, you get impact.�

And the discussion was no, just those that deals with specific

911 cases of the network.�

We looked at what happened and what caused the outage and what

underlying factors permitted it to happen.�

The -- this group's efforts were a lot of underlying factors we

need to go back and look at for final analysis.�

Numbers are fun.�

And we started off with like 97 outages and some were pulled

because they didn't belong to -- they weren't really 911 only.�

And we got to 84 outages were F.C.C. data and we looked at the

carrier because it turned out that they weren't necessarily

reportable.�

We looked at 80 outages and our review, some of our materials,

we had 76 and four outages we had to go through and categorize

because of the nature of how they were presented so the numbers

were interesting game to play to figure out exactly which

outages we needed to consider.�

We considered them for the time frame from 2,000 to the first

quarter 2004.�

That was -- the reasons for that, the biggest one being there

had been some changes in reporting that led us to that.�

We did pretty well on this, categorizing these.�

>> The definitions that were used by the focus group were

primarily direct cause and group cause.�

What happened on an outage is generally pretty obvious.�

For example, if the character reported aerial cable damage but

the two dozen issues that we primarily focused on were direct

cause and those are reports related to what actually caused the

outage to happen.�

An example is that well, maybe a cable was damaged by a falling

he tree so the direct cause according to the definitions that

we used would be cable damage.�

The root cause is what permitted that outage to happen and

often, they are categorized in such things as service provider,

procedural era.�

So if a service provider doesn't follow appropriate procedures

such as, perhaps, they aren't evaluating environmental

conditions and foilage factors such as tree branches and tree

trimming and so forth.�

That certainly ends up being the root cause of what permitted

this outage to happen and, of course, ultimately, lack of

diversity in our networks weaved its way through all of many at

least of these reportable outages.�

The carriers then filed reports including this information that

is reviewed both by the F.C.C. and the nrfc.�

The focus group is working through the reporting process and

analysis to clarify how the direct and root causes would apply

to the analysis of practices in our ongoing focus group

effort.�

Thank you.�

There are a couple of graphs that are provided for you which we

hope will help to clarify this a little bit more in the

report.�

We'll look at two of them here.�

This first one happens to be direct cause categories using the

nrsc model, the 911 outages are placed into direct cause

relationships which the group then sorted by the reporting

categories.�

Direct causes you can see there are such things as procedural,

both service provider and system vendor, design, either

software or hardware.�

External environment cable damage and so on.�

You can see the graph.�

And then the various numbers associated with those particular

categories.�

That's direct cause.�

Now, root cause, again, what permitted the outage to happen,

the same categories I used to identify the root cause behind

the outage, what permitted it.�

Again, either service provider errors or procedural errors

rather, cable damage and etc.�

>> Fun looking at the procedure and outages by failure

categories.�

What we did, just a different view was out there.�

In this case, and you'll find both of these graphs in the

report we're just highlighting a couple of them here.�

We said over what facility comes up to 47% are the ones we

looked at.�

And we said what about within that, the subcategories that are

there in the reports.�

We went through that.�

In this case, 48% facilities cable was up to 66%.�

That were items that affect 911 so those were -- both fell into

these categories and that gives us a lead into going to our

next phase of that.�

The second objective of our focus group was to examine the

existing best practices.�

And how those relate to the outages.�

The categories of best practices that we reviewed were

diversity and redundancy, contingency and emergency planning,

data assurance, traffic management, etc.�

The first step in that process was to isolate the current best

practices that directly relate to 911 and e-911.�

Approximately 13% of the best practices today directly relate

to e-911 or 911 although there was a great discussion and

debate among the group about the fact that many more of the

best practices certainly affect the networks that we use if not

directly related to 911 so in this first analysis, we

concentrated there.�

The final analysis certainly may add to this list to the degree

that the 911 call controls an integral part of the

communications infrastructure.�

>> If you look at the roll ability of the network, the outages

and just where the network was truly vulnerable, and relate

those back to best practices.�

This slide gives you some of the numbers, preefl we looked at

this but it's fairly evident here that if you're going to have

a 911 outage, it most frequently happens outside of the plans,

outside of the plant facility problems but this is specific to

the 911 system.�

To do this, we looked at a network diagram and again, this is

kind of a project because there are a lot of diagrams out there

and the idea was to build a picture of what the network looked

like that was genetic.�

We'll put you in there and we get everybody in.�

I will tell you that the network is very, very complex.�

This is a very simple drawing, what we were trying to look at

and the other day or yesterday's meeting, the focus group was

sitting there saying, here's an element we took out to make it

simple and put back in.�

This may change slightly as we look at -- as we go further into

this analysis that this is network that we figure out the

elements in here.�

And if we are tagging to the letters you see on there, each of

the outages and each of the best practices.�

>> The focus group certainly has more to do.�

Outages will be linked to the elements of the network diagram

to give a clear and visual indication of the vulnerabilities

and to assist in suggestions for mitigation steps.�

Outages will be linked to the best practices to determine the

significant best practices that if followed would have

precluded the impact to 911.�

It will also be linked to the network's diagram.�

The sbept is to clearly identify focus points for the industry

and public safety to concentrate efforts to limit 911 outages.�

This effort should also point out the design parameters that

can be employed to mitigate the most significant

vulnerabilities in critical 911 and e-911 networks.�

Thank you for your time and attention and for the opportunity

to work on this project.�

It has truly been an education for me and very, very

interesting.�

And we're here to answer any questions that are helpful.�

>> Nancy and Bob, thank you so much.�

Are there any questions for Nancy and Bob?�

Certainly.�

>> Being able to evaluate how the best practices are working

vis-a-vis outages, I guess we're not far enough along right now

with the implementation of the best practices to judge how they

may or might not have worked with specific outages.�

What's our target date to get something on that?�

>> I think June, the final report in June.�

>> It's not a final report.�

The next deliverable commissioner, I believe, is June 24th and

that particular deliverable, our next focus concentration is

best practices, their effectiveness and how they relate to

these outages.�

>> Yeah, certainly will.�

What are the things that the committee are going to identify

best practices in 911, there are additional best practices that

were not identified which we'll have to bring in because the

best practices that affect the entire network and also 911 and

adds it to our list here.�

Part of our objective is to be facing those which impact the

911 system.�

>> Other questions?�

>> We have not considered that.�

I probably could consider it but it's -- it might be beyond the

scope of what we have the current status of the networks.�

Yes?�

>> As you look at power failures, for instance, which are

typically in your chart number three and number four, and you

look at the credit report where they talk about, what 2010

largely I.P. phase networks, networks are going to be more

heavily dependent upon electronics, I.E. more dependent and

suck sess I believe to lack of juice called power.�

In just skimming these real quickly, I didn't see any

discussion on that issue.�

In other words, you're doing a rear window analysis but we know

the networks are going and know by definition there are going

to be more susceptible to power issues.�

Are you going to be addressing that before we finish?�

I didn't see anything in either of the two reports for a

windshield analysis.�

>> Specifically addressing power, continue to look at that

specific item.�

That tends to fall into a larger item known as diversity and

many times if you give -- if you had diversity of the central

office, diversity of the dual tandem routers handling the

calls, the fact that somebody could see killing the power in

one of those would not dramatically impact your ability to

manage 911 calls.�

So it comes into a category.�

That's where I.P. and the report has some advantages because if

it has some advantages, diversity.�

>> I forgot whether it was "USA Today" or "Wall Street journal"

in the last month and they were talking about, you know, the

results, for instance, of some of the storms we've been

experiencing recently and they were talking about how this very

issue as we've been evolving to more electronic dependent type

of network operations the fact that decisions are being made at

some point it's not economically viable to continue to provide

what you're talking about which means you'll have for a long

period of time lines without power.�

>> I would assume that you all are going to be looking at that

kind of issue.�

>> Thank you for the question because just yesterday at the

focus group meeting, we identified the greater need although

the steering committee has tried to meet on a regular basis and

talk about what each of the groups is working on but we

identified the need to very strongly have integration and

coordination between the various focus groups so just as you

pointed out, what Jim is doing and what will is learning in 1c

can spill over into the work of the various other focus groups

so I think there is opportunity certainly to, what do we know?�

What have we seen?�

What are we learning from what we're doing and share that with

our colleagues and the other focus groups so they don't lose

sight of those critical best practices as well.�

Yes?�

Could you raise your hand so we can see what Mike to turn on?�

>> Respecting the outages over a 15 month period, about how

many 911 calls were made during this period?�

>> Let's get first, we don't know how to get the answer to

that.�

It's very difficult because even though it states, it's hard to

get total calls.�

I'll tell you what the common practice in industry is, one call

per capita annually so if you can calculate that.�

The networks overall are extremely reliable.�

Very first point, they are very reliable.�

>> That is one of the questions I believe that is asked in the

outage report, first of all, how many subscribers were

affected.�

Of course, all they can report are the number of subscribers in

that territory.�

They don't know how many made calls.�

And often, of course, if there's an outage, you sometimes can

see blockages, sometimes cannot.�

So it's a difficult point to get at but a very good question.�

>> I was just curious if you had an estimate statistically put

it in, in perspective hoping it might be measured.�

>> First of all, I want to figure this out.�

I've tried to to this a couple of times.�

This is clearly becoming a definitive work in this area.�

One of the things that I'm concerned about is one of the

relative scope is the charter of the group and find this new

look as we said in the windshield coming forward, one of the

things that comes to mind is there are thousands and thousands

of 911 service outages that don't make the threshold for what

we're looking at, whether it's public safety or elsewhere in

the network and it appears to be for this body of work to be

especially helpful going forward, we need to understand the

totality of the outages and understand to what extent what

percentages, to what best practices happened and certainly the

public doesn't drive differentiation between it's not working

because it happened at a network level or happened elsewhere.�

I would ask you to consider -- recognize there may be some

charter issues around that.�

I think the important first step is broader, what it is.�

>> I'll comment, we made an attempt to looking a little broader

and getting some data from some states.�

And the next piece of this is a small piece.�

And we're not really reliable data out there.�

If the statement is reliable itself, collected on a different

parameters than the next state.�

So the only really reliable outage data that you could look at

is what came to the F.C.C. and was truly nationally reliable.�

It's a good point, though, because there's a whole another

piece of this network is so smaller that it is a factor in 911

calls.�

>> He makes an important point.�

However, the scope of the charter is absolutely right, for us

to look he at the current big part of the outages and as you

know, there are some thresholds and some parameters that have

to be met before they become a reportable outage to the F.C.C.

so it is a limitation, you're right.�

>> Are there any other questions?�

>> Yes, sir?�

You raise your hand, please, so they can see?�

>> One question and a comment.�

The question is the 63.100 requirements, is that available?�

>> Yes much I believe it is on the F.C.C. web site, is that

correct?�

>> Is duration part of it?�

Is the duration of an outage part of the --�

>> My last point is I heard someone mention power and there is

a point called E.S.P., I'm sure you're aware of it.�

Maybe the focus groups should take a look at that and thank you

for that.�

>> You had asked about the outage or part of it and yes, it

is.�

30 minutes and outage has to exceed 30 minutes in duration and

that will continue to be true.�

As you probably know, new rules have just been adopted and that

will be in effect.�

>> Thank you.�

Any other questions or comments?�

Yes, sir?�

Raise your hands so we can see you, please.�

>> This may also be a little bit off your specific charter but

was there any effort to prepare the outages and the root causes

you found for 911 specific outages to outages in general to see

if there were any correlations that would, you know,

essentially be able to be solved by one problem being filled --

or two problem being killed by one solution.�

>> Actually we're starting to take a look at that and we are

discovering as I mentioned earlier that there are some problem

network elements that are best practices that impact 911.�

And they are truly common across the network, what's with this

point is very current, diversity issues.�

>> Chair, I did see a commissioner abernathy walk in.�

I want to thank you for being here and participating.�

>> Any other questions?�

>> Thank you so much.�

Well done.�

Appreciate it.�

Well, as Nancy has pointed out, commissioner abernathy has

joined us.�

I happened to know she had a very hectic schedule this morning

and she definitely wanted to come down and say a few words so

commissioner, first of all, thanks for coming and I'll turn it

over to you for some comments.�

>> Thank you.�

First of all, the travel Gods were with me today.�

So I was able to get back from New York and do your program

this morning on children in the media which is why I wasn't

able to be here with you.�

I would like to have been and can't do it all but I do want to

emphasize to everyone in this as I look around and see all the

names of the company just how important this work is and how

much we appreciate that you devote personal time and that of

the staff to the enrick, I believe that's the perfect model of

a public-private partnership where the industry stake holders

you gather together to solve real world problems based on

knowledge, there's no way we would have -- you're doing very,

very important work.�

You're doing it well.�

It would have been important even before we came to fully

appreciate the extent of network reliability when it comes to

our own national security.�

It was important at that time because of a lot of natural

disasters, because of the great dependence that we have on our

own communications infrastructure.�

We now know that it goes above and beyond that.�

I wanted to also share my point of view about the enrick and

why it has been successful over the years.�

I understand that no one likes to accept a network outage.�

I understand it's very disruptive to companies in a very

competitive environment.�

They have an impact in that way, too.�

But it does seem clear to me that the best way to reduce the

likelihood of these events is to work together to understand

how others have done it, to learn from each other and to have

this kind of dialogue and this kind of forum and that's why

best practices no doubt did improve reliability and security

and that's why I want to strongly encourage all of you to take

back to your companies what comes out of this.�

And the best practices and have the implementation process in

place and take them very seriously.�

Because it is the best way of tackling these issues.�

You know more about where technology is going.�

This forum is much more flexible, much more adaptable than

actual mandates that government could impose on you and so it

seems to me that we get so much more bang for our buck when all

of you work cooperatively and together.�

And that is why I have talked to some of the states, I've

talked to some of the folks in the industry.�

And to the media about why I am such a firm believer in the

council and the best practices and the way all of this is

working and it's because everyone is taking it seriously.�

So I do want to tell you, thank you.�

Especially excited about the work you're doing with regard to

e-911 and it's evolution and what do we do with voice-over I.T.

and ensuring that e-911 works in that I.P. enabled world.�

I know you're looking at that, too.�

I'm encouraged by what we're seeing in the areas of homeland

security, reliability and broad band continuity and all the

valuable contributions you're making so again, thanks to all of

you.�

Thanks to your companies for supporting your efforts and to Tim

Donahue for the time and the energy that it takes to work on

something like this.�

This is critical to the country and I just want to tell you, we

appreciate it very, very much and unfortunately, the chairman

is out of town but I think he would have thought so, too.�

>> Thank you so much, commissioner.�

And just let me sort of reinforce a couple of your points.�

As I work with Nancy through this process, it is clear that we

have an awful lot of cooperation and participation and

collaboration and I would just like to thank all the companies

and all the folks involved for their time and effort.�

We're doing a good work here as you can see from the

presentations that were made this morning by the focus group

leaders who I especially want to thank for everything they've

done.�

We're trying to set a vision for the future.�

We're trying to get prepared and enrick has a long and solid

history of collaborative and participate to her --

participatory folks so it's very much appreciated from the

chair.�

That conclusion today's meeting.�

Once again, thanks to all of you for your participation.�

A reminder, two reminders, one you have the ballot in front of

you in which you can vote on the recommendations for group 1b

and 1-c and two, our next meeting is scheduled for December 6,

2004.�

Commissioner abernathy, thank you so much for coming and seeing

us, it's been a good meeting, productive meeting.�

See you all in December.�

Thank you.�

Jeff?�

>> OK.�

Thank you.�

Let me also just spend one second and ask you all to remember

the folks that you have in your company that are participating

in the focus groups and these people are all putting a lot of

time and effort.�

This is where the heavy lifting gets done and please remember

them when you go back home.�

If you've got any time today, it's a nice day here in the

city.�

Just opened the native American museum on the mall so that, I

think, is worth taking a look at.�

And if not, have a safe trip home and we'll look forward to

seeing you in December.�

Thank you.�




