JEFFREY GOLDTHORP SPEAKING:
GOOD MORNING.
MR. CHAIRMAN, COMMISSIONER COPPS, MR. DONAHUE, AND COUNCIL MEMBERS: WE THANK YOU ALL FOR TAKING THE TIME FROM YOUR SCHEDULES THIS MORNING TO BE WITH US TODAY.
WELCOME TO THE FIRST MEETING OF THE SEVENTH NETWORK RELIABILITY AND INTEROPERABILITY COUNCIL.  IN FRONT OF YOU ARE COPIES OF TODAY'S AGENDA, THE CHARTER FOR NRIC VII AND THE PRESENTATIONS THAT THE SPEAKERS WILL BE DELIVERING TODAY.
ELECTRONIC COPIES OF THESE PRESENTATIONS WILL BE AVAILABLE ON THE NRIC WEBSITE AFTER THE MEETING, AND THE ADDRESS, AND YOU'LL HEAR THIS MANY TIMES OVER THE NEXT TWO YEARS, THE ADDRESS FOR THAT IS NRIC.ORG AND JUST ABOUT EVERYTHING WE DO HERE WILL FIND ITS WAY TO THAT WEBSITE AT ONE POINT OR ANOTHER.  SO WITH THAT, I'LL TURN THE MEETING OVER TO MICHAEL POWELL, CHAIRMAN OF THE FEDERAL COMMUNICATIONS COMMISSION.
CHAIRMAN MICHAEL POWELL SPEAKING:
THANK YOU, JEFFREY.
AND LET ME BEGIN BY WELCOMING ALL OF YOU TO THIS NRIC.
BOTH THOSE OF YOU WHO ARE RETURNING, SOME OF YOU FOR THE SEVENTH TIME, AND THOSE OF YOU WHO ARE RECENTLY JOINING US, THANK YOU FOR MAKING A COMMITMENT TO SERVE ON THE SEVENTH NRIC.
I ALSO WANT TO OFFER MY SPECIAL THANKS AND APPRECIATION TO TIM DONAHUE FOR ASSUMING THE ROLE OF CHAIRMAN.  HIS CHAIRMANSHIP IS A SIGNIFICANT FIRST.  IT WILL BE THE FIRST TIME A WIRELESS C.E.O. HAS ASSUMED THIS LEADERSHIP ROLE.  IT IS BOTH TESTIMONY TO THE GROWING IMPORTANCE OF WIRELESS NETWORKS AND TIM'S LEADERSHIP IN PARTICULAR THAT WE'RE HERE TODAY WITH TIM AT THE HELM.  AND I WANT TO THANK HIM.
I ALSO WANT TO TAKE THIS OPPORTUNITY TO THANK AND INTRODUCE YOU TO NANCY CARLSEN WHO WILL SERVE AS CHAIR OF THE NRIC STEERING COMMITTEE WHOSE BEHIND-THE-SCENES WORK WILL BE INVALUABLE TO MAKING THIS EFFORT A SUCCESS.
AS MANY YOU KNOW, FEDERAL AGENCIES USE ADVISORY COMMITTEES LIKE NRIC FOR A VARIETY OF PURPOSES.  BUT OVER THE YEARS, NRIC HAS STOOD THE TEST OF TIME AND HAS COME TO BE RECOGNIZED WITHIN GOVERNMENT AND IN THE INDUSTRY AS A TRUE ROLE MODEL FOR SUCCESSFUL PUBLIC/PRIVATE PARTNERSHIP.  SINCE I BECAME CHAIRMAN NRIC HAS ADDRESSED A VARIETY OF ISSUES, NETWORK RELIABILITY TO HOMELAND SECURITY.  THIS RECORD OF ACCOMPLISHMENT GIVES ME TREMENDOUS PRIDE AND CONFIDENCE AS WE CHARGE THIS SEVENTH COUNCIL WITH SOLVING NEW PROBLEMS.
IN THIS TIME OF HEIGHTENED NATIONAL CONCERN FOR PUBLIC SAFETY, IT IS ONLY PROPER FOR US TO FOCUS A LARGE PORTION OF NRIC'S ENERGY ON THE RELIABILITY AND SECURITY OF OUR NATION'S EMERGENCY SERVICES COMMUNICATIONS NETWORKS.  THE LIMITATIONS OF OUR EXISTING E911 ARE DOCUMENTED PARTICULARLY BY OUR FRIEND DALE HATFIELD AND I'M COMMITTED TO ADDRESSING THE ISSUES RAISED IN THAT REPORT, AND I THINK NRIC IS THE RIGHT PLACE TO TAKE UP MANY OF THE TOPICS.
AS YOU'LL SEE IN THE CHARTER WE'RE ASKING QUESTIONS REGARDING NEAR-TERM DEPLOYMENTS AS WELL AS LONG-TERM EVOLUTION, INCLUDING THE USE OF PACKET TECHNOLOGY TO ENHANCE EMERGENCY SERVICE FUNCTIONALITY.  WE CONVENED A GROUP OF LEADERS IN THE EMERGENCY SERVICES FIELD, SEVERAL OF WHOM I RECOGNIZE AROUND THE TABLE TODAY.  ITS PURPOSE WAS TO DIG DEEP INTO POSSIBLE SOLUTIONS TO THE DELIVERY OF E911 SERVICES OVER VOICE-OVER I.P. NETWORKS, AND I ENCOURAGE THE COUNCIL TO BUILD ON THE RESULTS WHICH ARE AVAILABLE ONLINE AND WILL BE PROVIDED DIRECTLY TO THE NRIC STEERING COMMITTEE.
WE TRY TO BE SPECIFIC IN THE CHARTER ABOUT OUR OBJECTIVES, BUT NOW WE'D LIKE YOU TO COME TOGETHER AS COMMUNICATIONS INDUSTRY EXPERTS TO HELP MOVE OUR E911 SYSTEMS TO A NEW LEVEL OF SOPHISTICATION AND RELIABILITY.  WHEN WE’RE FINISHED, I'M HOPING WE AGREE ON DEPLOYABLE SOLUTIONS FOR GENERATIONS TODAY AND GENERATIONS TO COME.
WE ARE UNFORTUNATELY ENGAGED IN A WAR ON TERROR, AND WE HAVE ASKED THIS COUNCIL TO CONTINUE THE WORK OF NRIC VI, FOLLOW UP ON ISSUES THAT WERE IDENTIFIED BY THE PREVIOUS COUNCIL AND IMPROVE THE BEST PRACTICES TO BETTER FORTIFY OUR CRITICAL COMMUNICATIONS INFRASTRUCTURE.  EVEN AS HOMELAND SECURITY CONCERNS LOOM, RELIABILITY OF COMMUNICATIONS NETWORKS UNDER NORMAL CIRCUMSTANCES CAN'T ESCAPE OUR ATTENTION EITHER.  NRIC HAS A LONG HISTORY OF PRODUCING BEST PRACTICES IN THIS AREA.  WHEN NRIC WAS FIRST FORMED MORE THAN TEN YEARS AGO, THE PARTICIPANTS WERE PRIMARILY WIRELINE CARRIERS, BUT OVER THE YEARS WE'VE GROWN THE COUNCIL DO REFLECT THE DIVERSITY IN OUR COMMUNITY TO IDENTIFY VOLUNTARY BEST PRACTICES THAT COULD BE APPLIED TO THEIR CIRCUMSTANCES.
NRIC CAN HELP US TO ENSURE INTEROPERABILITY OF BROADBAND SERVICES.  I AM ENTHUSIASTIC ABOUT BROADBAND THE FUTURE AND LOOK FORWARD TO YOUR HELP IN THIS AREA.
SO AS WE CAN SEE, WE'RE GOING TO BE BUSY FOR THE NEXT COUPLE OF YEARS.  BUT REMEMBER YOU ARE PART OF AN INSTITUTION WITH STRONG ROOTS AND A PROUD HERITAGE OF SUCCESS.  YOU'RE DOING IMPORTANT WORK AND I COMMEND YOU ONCE AGAIN FOR YOUR WILLINGNESS TO SERVE.
THANKS TO EVERYONE GATHERED HERE TODAY FOR SERVICE AND MAKING THE NATION'S CRITICAL INFRASTRUCTURE MORE RELIABLE AND MORE SECURE.  BEFORE TURNING IT BACK TO THE CHAIRMAN, I'D REALLY LIKE TO TAKE THE OPPORTUNITY TO ASK ONE OF MY DISTINGUISHED COLLEAGUES, MIKE COPPS IF HE'D LIKE TO SAY A FEW OPENING REMARKS.
COMMISSIONER MICHEAL COPPS SPEAKING:
THANK YOU VERY MUCH.  I DO WANT TO JOIN CHAIRMAN POWELL IN WELCOMING YOU HERE AND THANK YOU EACH OF YOU FOR BEING PART OF THIS NEWLY CONSTITUTED NRIC.  I'M GOING TO BE VERY BRIEF AND SAY ONLY THREE THINGS.
FIRST, THERE'S NO WORK THAT THIS COMMISSION DOES ANYWHERE ACROSS THE WHOLE GAMUT OF OUR INVOLVEMENT THAT MATCHES ANY IMPORTANCE OF RESPONSIBILITIES TO ENSURE THE WORKABILITY AND THE SAFETY OF OUR NATION'S COMMUNICATIONS SYSTEMS IN THE FACE OF HOMELAND SECURITY AND EMERGENCY PREPAREDNESS.  THE VERY FIRST SENTENCE OF THE COMMUNICATIONS ACT TELLS US THAT THE ACT WAS WRITTEN TO MAKE AVAILABLE A RAPID, NATIONWIDE AND WORLDWIDE TELECOMMUNICATIONS SERVICE FOR THE PURPOSE OF THE NATIONAL DEFENSE, FOR THE PURPOSE OF PROMOTING SAFETY OF LIFE AND PROPERTY THROUGH THE USE OF WIRE AND RADIO COMMUNICATION.  THAT 70-YEAR-OLD STATUTE COULDN'T BE MORE TIMELY THAN IT IS IN THE DAYS SINCE SEPTEMBER 11TH, 2001, GETTING THIS RIGHT, MAKING SURE OUR COMMUNICATIONS SYSTEMS WORK WHEN THE GOING GETS TOUGH AND LIVES ARE AT STAKE.
THERE'S NOTHING ELSE THAT WE DO AROUND HERE THAT RISES TO THAT LEVEL.  BY JOINING NRIC, YOU HAVE BOUGHT INTO THIS CHALLENGE.
AND YOU ARE PART OF THIS CHALLENGE.  AND YOU ARE UNDERTAKING CRITICAL IMPORTANT WORK THAT MAY VERY WELL BECOME HIGHLY VISIBLE AND INTENSELY EXAMINED AS TIME MOVES ON.
SECOND, WE HAVE A LONG WAYS TO GO IN BUILDING SYSTEMS INTO OPERABILITY AND IN MAKING SURE BACKUP SYSTEMS EXIST IF ONE SYSTEM GOES DOWN.  THIS IS IN NO WAY TO DERIDE ANY OF THE GOOD WORK THAT HAS BEEN DONE SINCE SEPTEMBER 11 AND SOME GOOD THINGS HAVE, INDEED, BEEN ACCOMPLISHED.  BUT IT IS RATHER TO REMIND OURSELVES THAT THIS IS AN AWESOME UNDERTAKING THAT REQUIRES CONSTANT ATTENTION AND NEVER-ENDING WORK.
I HAVE VISITED WITH MANY POLICE, FIRE, PUBLIC SAFETY, AND HEALTHCARE RESPONDERS OVER THE PAST SEVERAL MONTHS TRYING TO FIND OUT WHERE WE REALLY ARE IN TERMS OF MAKING OUR SYSTEMS TRULY INTEROPERABLE AND REDUNDANT AND WE HAVE A LONG WAYS TO GO AND PROBABLY NOT MUCH TIME TO GET THERE.
I KNOW THAT THE E911 IS AN IMPORTANT PART OF THIS NRIC'S AGENDA.
AMERICANS HAVE LONG BELIEVE THAT HELP WAS JUST A 911 CALL AWAY.  AS NETWORK ARCHITECTURES EVOLVE WITH NUMBERS AS UNIVERSAL IDENTIFIERS WE ARE CHALLENGED TO MAKE SURE THIS REMAINS A REALITY IN THE I.P. COMMUNICATIONS.  IN THE NEAR TERM THERE ARE CHALLENGES THAT ARE DOGGED US FOR TOO LONG, IDENTIFYING WAYS TO PROVIDE INFORMATION FOR CALLS ORIGINATING FROM MULTILINE TELEPHONE SYSTEMS COMES IMMEDIATELY TO MIND.
AND WE'LL BE FOCUSING ON THIS.
I'M ALSO GLAD TO SEE YOUR CHARTER DOESN'T ABANDON YOUR PAST GOOD WORKS.  I APPLAUD THE REMARKS THE CHAIRMAN MADE ON THE IMPORTANCE OF CONTINUITY OF ACTIVITIES BETWEEN ONE NRIC AND ANOTHER.  IT AND THIS CHARTER SPECIFICALLY CALLS YOU TO BUILD ON HOMELAND SECURITY AND BROADBAND DEPLOYMENT BEST PRACTICES OF YOUR NRIC PREDECESSORS.  THESE NEED TO BE IMPLEMENTED.  BEST PRACTICES DO NOT ALWAYS IMPLEMENT THEMSELVES AND THERE THEY MUST BE IMPLEMENTED.
THIRD, I CAN'T EMPHASIZE ENOUGH THE URGENCY I FEEL ABOUT ALL THIS.  ANYONE WHO THINKS THIS COUNTRY IS THROUGH WITH TERROR IS, I BELIEVE, VASTLY DELUDING THEMSELVES.  EVENTS OF THE PAST MONTH OVERSEAS SHOULD ONLY DEEPEN OUR CONCERN.  SO I'D URGE YOU TO LOOK AT YOUR WORKPLAN AND SEE IF IT CAN BE ACCELERATED.
SEE IF PARTS CAN BE PREPARED AHEAD OF THOSE SCHEDULES.  SEE IF LICENSE CAN BE IMPLEMENTED EVEN SOONER THAN PLANNED.  AND IF YOU NEED MORE HELP OR MORE RESOURCES, TELL US.  AND IF YOU THINK YOU OR THE COMMISSION NEED MORE AUTHORITY TO ACCOMPLISH WHAT NEEDS TO BE ACCOMPLISHED, TELL US THAT TOO, SO WE CAN FIGURE OUT HOW TO PROCEED WITH THE CONGRESS.  THIS IS PREEMINENTLY A TIME FOR BUSINESS AND GOVERNMENT TO WORK TOGETHER AND THAT'S A CONCEPT THAT NOW MORE THAN EVER NEEDS OUR FULL EMBRACE.  BUT THAT IS, IN FACT, HOW WE BUILT THIS GREAT COUNTRY OF OURS AND HOW WE PROTECTED IT AGAINST SO MANY PREVIOUS THREATS TO OUR NATIONAL SECURITY.  IT'S ONE WE WORK TOGETHER THAT AMERICA DOES ITS BEST WORK AND THAT'S EXACTLY THE KIND OF PIPING WE NEED NOW AND IT'S A ROLE THAT THIS COUNCIL IS PARTICULARLY WELL SUITED TO PLAY.
SO I DID WANT TO STOP BY AND THANK YOU FOR YOU WILLINGNESS TO PARTICIPATE IN THIS MORNING'S PROCESS AND TELL YOU HOW IMPORTANT I THINK IT IS AND HOW ANXIOUS WE ARE TO WORK CLOSELY WITH YOU BECAUSE WE'RE LOOKING TO YOU FOR A LOT.
THANK YOU.
TIMOTHY DONAHUE SPEAKING:
THANK YOU, MICHAEL.  THANK YOU, MR. COPPS AND THANK YOU CHAIRMAN POWELL.
I'D ALSO LIKE TO EXTEND MY WELCOME TO YOU TO THE FIRST COUNCIL OF NRIC VII.  I AM HONORED CHAIRMAN POWELL AND THE F.C.C. HAS ASKED ME TO TAKE ON THIS VALUABLE AND CHALLENGING OPPORTUNITY.  IT IS A SIGN OF THE TIMES THAT THE F.C.C. HAS CHOSEN A WIRELESS PROVIDER TO CHAIR NRIC AND REFLECTS HOW MUCH THE TELECOMMUNICATIONS SECTOR HAS EVOLVED OVER THE PAST 20 YEARS.
WE HAVE AN IMPORTANT JOB TO DO, AND I KNOW EACH OF US IS HONORED BY THE F.C.C.'S CALL TO SERVICE IN ASKING US TO UNDERTAKE THIS CHALLENGING ENDEAVOR.
AS I LOOK AROUND THE ROOM, I AM IMPRESSED WITH THE TALENT AND THE EXPERIENCE THAT I SEE HERE TODAY.   THE LEVEL OF LEADERSHIP FROM THE PUBLIC AND CORPORATE SECTORS HERE UNDERSCORES THE IMPORTANCE OF THIS EFFORT, AND I WANT TO THANK EACH OF YOU IN ADVANCE FOR YOUR CONTRIBUTION OF TIME AND RESOURCES TO SUPPORT THE VITAL WORK ON WHICH WE ARE ABOUT TO EMBARK.

WE GET TOGETHER FOR A GREATER PURPOSE, WHICH TRANSCENDS OUR ROLES IN THE MARKETPLACE.  I HAVE TO TELL YOU, IT FEELS GOOD TO BE HERE WITH YOU ON THE SAME TEAM.  I KNOW WE'RE GOING TO PRODUCE GOOD WORK.
FINALLY, I WOULD LIKE TO THANK THOSE WHO PARTICIPATED AND LED PRIOR NRIC EFFORTS.  WE PLAN TO BUILD ON YOUR EXCELLENT WORK AND RELY ON YOUR VALUABLE EXPERIENCES TO GUIDE US STEERING NRIC VII.
I'D ALSO LIKE TO COMMEND CHAIRMAN POWELL AND THE F.C.C. FOR BRINGING TO THE FOREFRONT CHALLENGING ISSUES ASSOCIATED WITH WIRELESS E911 THAT NEARLY ALL OF US IN THIS ROOM, PUBLIC SAFETY, LOCAL EXCHANGE CARRIERS AND VENDORS HAVE BEEN STRUGGLING TO OVERCOME FOR YEARS NOW.  E911 WHETHER WIRELESS OR LAND LINE IS A CRITICAL HOMELAND SECURITY AND PUBLIC SAFETY ISSUE AND ONE THAT THE F.C.C. HAS NOW RIGHTLY DECLARED A NATIONAL PRIORITY
BY VIRTUE OF ITS FIRST-EVER FRONT AND CENTER PLACEMENT IN AN NRIC CHARTER. THE NRIC CHARTER WISELY ASKS HOW THE INDUSTRY AND PUBLIC SAFETY CAN MAKE SURE THAT E911 NETWORKS CAN USE I.P.-BASED SERVICES AND OTHER INNOVATIONS TO PROVIDE FIRST RESPONDERS THE MOST AND BEST INFORMATION AVAILABLE IN RESPONDING TO EMERGENCIES.
AS I.P.-BASED NETWORKS ENHANCE THE BREADTH OF INFORMATION THAT CAN BE TRANSMITTED FROM E911 CALLERS AND FROM PSAP'S AND PSAP'S TO FIRST RESPONDERS, LIVES WILL BE SAVED.  AS MEMBERS AND WORKING PARTICIPANTS OF THIS COUNCIL, IT IS IMPERATIVE THAT WE WORK TOGETHER TO ENSURE THAT FIRST RESPONDERS HAVE THE BEST TOOLS OR TELECOMMUNICATIONS INFRASTRUCTURE WE CAN PROVIDE.
TO PARAPHRASE NASA MISSION CONTROL DURING THE RESCUE OF APOLLO 13, FAILURE IS NOT AN OPTION.
AND WHILE THERE MAY BE NUMEROUS OTHER ISSUES TO RESOLVE OUTSIDE THE SCOPE OF NRIC VII CHARTER, PUBLIC SAFETY AMONG OTHERS, REACHING A CONSENSUS ON TECHNICAL ISSUES TEED UP BY THE F.C.C. IS A STEP FORWARD IN MAKING E911 SERVICE THE NATIONAL PRIORITY IT IS AND SHOULD BE.
NOW, BEYOND THE ISSUE OF E911, THE COUNCIL IS TASKED WITH TACKLING THE RELIABILITY AND INTEROPERABILITY ISSUES IT HAS HISTORICALLY ADDRESSED.  NEVER HAS THE TOPIC OF INTEROPERABILITY BEEN MORE CRITICAL THAN IT IS TODAY.  OUR ECONOMY, OUR SOCIETY, AND OUR SECURITY RELY ON THE ABILITY TO COMMUNICATE INSTANTLY AND SEAMLESSLY.  A WORLD WITHOUT THIS CAPACITY OR CAPABILITY WOULD BE IN CHAOS.  THIS IS ONE OF OUR CORE MANDATES THAT WE LEAVE NO STONE UNTURNED IN OUR EFFORT TO USE AMERICA'S TECHNOLOGICAL ADVANTAGE TO BOTH ADVANCE AND DEFEND OUR WAY OF LIFE.  IT IS OUR MISSION AS PART OF NRIC VII TO ENSURE THAT OUR TELECOMMUNICATIONS INFRASTRUCTURE REMAINS RELIABLE AND INTEROPERABLE GIVEN HOW MUCH WE RELY ON THESE CAPABILITIES.
IT IS PAINFULLY OBVIOUS THAT TELECOMMUNICATIONS IS AN IMPORTANT OUTLET FOR DISSEMINATING TERRORIST AND OTHER THREAT INFORMATION TO OUR CITIZENS.  THESE SERVICES PROVIDE INSTANTANEOUS INFORMATION AND GUIDANCE TO PEOPLE IN TIME OF CRISIS.  THE COLOR-CODED THREAT LEVELS, AMBER ALERTS, MANHUNTS AND EVERYDAY TRAFFIC ACCIDENTS ALL RELY ON TELECOMMUNICATIONS TO WARN THE PUBLIC.  LIKEWISE, TELECOMMUNICATIONS IS A VITAL LINK BETWEEN CITIZENS AND FIRST RESPONDERS TO REPORT EMERGENCIES AND DISASTERS ENSURING TIMELY RESPONSE.  THIS IS A BACKDROP THAT GREETS US AS THE CHARTER ASKS US TO WORK ON HOME LAND SECURITY AND THE RELIABILITY OF NETWORKS.
I DON'T WANT YOU TO LEAVE YOU ON A SOMBER NOTE AND I WOULD JUST SAY THE FOLLOWING:  ALTHOUGH WE FACE MANY CHALLENGES AND THREATS THAT WERE NOT NECESSARILY EVIDENT THREE OR FOUR YEARS AGO, WE STILL LIVE IN THE MOST TECHNOLOGICALLY ADVANCED COUNTRY IN THE WORLD.  TELECOMMUNICATIONS HAS DRIVEN MANY OF OUR HIGH-TECH ACHIEVEMENTS AND WILL CONTINUE TO DO SO IN THE FUTURE.  WE STAND AT A CRITICAL JUNCTURE WHERE EXISTING TECHNOLOGIES CAN CONTINUE TO ADVANCE AND NEW EXCITING TECHNOLOGIES APPEAR ON OUR HORIZON.  IN THIS ERA OF UNPRECEDENTED PROGRESS, WE AS A GROUP HAVE BEEN GIVEN AN OPPORTUNITY TO ADDRESS CRITICAL ISSUES SET FORTH IN THE CHARTER.  ISSUES THAT IMPACT MANY MILLIONS OF AMERICANS ON A DAILY BASIS.
NOW, LET ME SWITCH FOR A MINUTE AND LET’S GET DOWN TO BUSINESS.
WHAT I'D LIKE TO QUICKLY GO OVER TODAY IS OUR AGENDA FOR THE NEXT TWO YEARS.  THE COUNCIL LOOKS TO YOU AND YOUR ORGANIZATIONS FOR ASSISTANCE AND INPUT TO CREATE A STABLE INTEROPERABLE ENVIRONMENT IN BOTH COMMERCIAL AND PUBLIC SAFETY NETWORKS.  IT IS A TIMELY EFFORT TO SUPPORT OUR ECONOMY, OUR PEACE AND STABILITY AND TO BUILD CONFIDENCE IN OUR COMBINED CAPABILITIES TO ARCHITECT AN EFFECTIVE EMERGENCY COMMUNICATIONS INFRASTRUCTURE NOW AND IN THE FUTURE.
EMERGENCY COMMUNICATIONS AND E911 TAKE CENTER STAGE IN TWO RESPECTS.  ONE, RESOLVING SHORT-TERM DEPLOYMENT ISSUES AND TWO, LOOKING TO THE FUTURE TO INTEGRATE NEW TECHNOLOGIES AND CAPABILITIES INTO THE EXISTING EMERGENCY COMMUNICATIONS ARCHITECTURE.  CAPABILITIES SUCH AS GEO LOCATION, GRAPHICS, SOUND, TEXT, AND VIDEO.  WE ALL RECOGNIZE THAT WE MAY NOT BE ABLE TO GET THERE WITH EXISTING ARCHITECTURES, SO WE MUST CHALLENGE CONVENTIONS, AND WE MUST INNOVATE.
IN NRIC VII WE WILL CONTINUE TO IDENTIFY AND REFINE OUR HOMELAND SECURITY BEST PRACTICES AND BUILD ON PRIOR EFFORTS. THE SAME HOLDS TRUE FOR ENSURING THERE ARE APPROPRIATE BEST PRACTICES FOR WIRELESS SERVICES, PUBLIC DATA NETWORK SERVICES AND BROADBAND.
WE MUST ADVISE THE INDUSTRY AND THE F.C.C. ON THE STEPS NECESSARY TO INTRODUCE ROBUST CAPABILITIES INTO THE INFRASTRUCTURE ALLOWING FOR INVENTION AND COMPETITION.
BUT WAIT, IF THE TASK IS NOT DAUNTING ENOUGH, WE NEED THE CURRENT AND FUTURE INFRASTRUCTURE TO BE SUFFICIENTLY RESILIENT TO ENDURE ATTACKS, OUTAGES, DISRUPTIONS AND YES, EVEN MOTHER'S DAY CALL TRAFFIC.
THE COUNCIL WILL HAVE NINE FOCUS GROUPS DEDICATED TO EACH OF THESE EFFORTS, AND I ENCOURAGE YOU TO PARTICIPATE AND -- PARTICIPATE AND COLLABORATE WITH THE OTHERS IN THIS ROOM AS MANY OF THESE ISSUES HAVE SEVERAL DIMENSIONS THAT REQUIRE YOUR UNIQUE INSIGHTS AND WISDOM.  ALSO WE DO NOT OPERATE IN A VACUUM AS THERE ARE OTHER PUBLIC, PRIVATE, AND FEDERAL ENTITIES LOOKING AT THE SAME ISSUES AND I ENCOURAGE YOU TO REACH OUT TO HELP THEM AND AS A RESULT HELP NRIC.  
I LOOK FORWARD TO WORKING WITH EACH OF YOU.  FURTHER MORE, I'VE ASKED NANCY CARLSEN, VICE PRESIDENT OF ENGINEERING AND OPERATIONS, TO BE THE NRIC VII STEERING COMMITTEE CHAIRMAN.
I BELIEVE, WITH NANCY, WE ARE IN VERY CAPABLE HANDS AND YOU WILL COME TO ENJOY HER AND UNDERSTAND HER INCREDIBLE COMPETENCY AS WE MARCH THROUGH THE NEXT TWO YEARS.  AND NANCY, I APPRECIATE THE TIME AND EFFORT YOU'RE GOING TO PUT INTO NRIC VII. 
NANCY WILL BE BRIEFING US IN JUST A MINUTE AND EXPLAINING THE MISSION OF EACH OF THE FOCUS GROUPS AND SOLICITING HELP FROM ALL OF YOU AND I ASK YOU TO PLEASE SUPPORT HER PLEA.  I OPENED BY THANKING CHAIRMAN POWELL FOR THIS CHALLENGING OPPORTUNITY AND I'M SURE YOU WILL AGREE HE HAS IDENTIFIED IN THIS CHARTER THE RIGHT ISSUES FACING OUR GOVERNMENT AND OUR INDUSTRY TODAY.
ONCE AGAIN, I WOULD LIKE TO THANK YOU IN ADVANCE FOR YOUR SUPPORT AND DEDICATION FOR ACHIEVING THE GOALS SET FORTH IN THE NRIC VII CHARTER.  
NOW LET'S MOVE ON - I'D LIKE TO INTRODUCE TO YOU OUR NEXT SPEAKER.  DR. BILL HANCOCK, VICE PRESIDENT OF CYBERSECURITY AT SAVVIS WHERE  HE IS RESPONSIBLE FOR GLOBAL SECURITY FOR THE WORLD'S LARGEST HE HOSTING COMPANY AND ONE OF THE LARGEST I.P. NETWORKS IN THE WORLD.  DR. HANCOCK IS A WELL-KNOWN NETWORK AND SECURITY CONSULTANT WHO HAS BEEN INVOLVED IN THE DESIGN AND IMPLEMENTATION OF SOME OF THE MOST SOPHISTICATED E-COMMERCE SYSTEMS IN THE WORLD.  HE IS AN AUTHOR OF 31 BOOKS
AND HE HAS PERFORMED EXTENSIVE RESEARCH ON CYBERWARFARE AND HAS LECTURED ON THE SUBJECT AROUND THE WORLD.  DR. HANCOCK WILL SERVE NRIC VII AS THE CHAIRMAN OF THE HOMELAND SECURITY FOCUS GROUP ON CYBERSECURITY.  WE ARE FORTUNATE TO HAVE DR. HANCOCK LEADING THIS EFFORT ON BEHALF OF NRIC VII AND WE ARE FORTUNATE TO HAVE HIM HERE TODAY.  DR. BILL HANCOCK.
DR. BILL HANCOCK SPEAKING:
THANK YOU. MY NAME IS BILL HANCOCK.  YOU PROBABLY NOTICED MY COMPANY HAS CHANGED.  WE WENT THROUGH THIS ACQUISITION THING ABOUT TWO WEEKS AGO SO WE ARE NOW PART OF SAVVIS.  IF YOU'RE GOING TO ASK ME WHAT I'M SUPPOSED TO BE DOING, I'M NOT QUITE SURE. (LAUGHTER).  MY GOAL FOR RIGHT NOW IS TO VENTURE VERY BRIEFLY ON WHAT IS GOING ON BETWEEN NRIC VI AND VII AND WHAT THE DIFFERENCES MIGHT BE IN WHAT'S GOING TO HAPPEN IN NRIC VII.
NRIC VI WAS VERY SIMPLE.  IT INVOLVED HOMELAND SECURITY.  FOCUS GROUPS WERE ABLY CHAIRED BY EXPERTS.  WE ALL MARCHED TO THE DRUM AND MADE SURE WE ALL GOT OUR DELIVERABLES IN ON TIME.  WE ALSO CONTINUE THAT WORK TO THIS DAY.  WHILE THIS IS THE FIRST MEETING OF NRIC VII I THINK YOU WILL FIND NRIC VI IS STILL GOING FORWARD WITH THE SAME FOCUS GROUPS.  IT'S DEFINITELY THE CASE OF HOMELAND SECURITY.  ONE OF THE THINGS WE ALSO DID IN NRIC VI IS AN OUTREACH PROGRAM THAT WE HOPE TO CONTINUE IN NRIC VII AND THAT INCLUDED AN ENORMOUS NUMBER OF SPEAKING ENGAGEMENTS WITH INDUSTRY GROUPS, DEALING WITH ALL KINDS OF CONGRESSIONAL TESTIMONY AND WHAT HAVE YOU.  ALSO HAVING TO DO WITH MORE THAN ONE OCCASION WHERE THE FOCUS GROUP CHAIRS WERE ACTUALLY ON LIVE TRANSMISSIONS OVER THE NET AND PROVIDING INFORMATION AS TO WHAT WAS GOING ON IN EACH OF THE FOCUS GROUPS.
WE ALSO HAD ALL KINDS OF DIFFERENT BRIEFS THAT WERE GOING ON.
THERE'S BEEN WHITE PAPERS AND DIFFERENT TYPES OF DOCUMENTS PRODUCED THROUGHOUT THE TWO YEARS OF NRIC VI.  WE EXPECT THOSE TYPES OF THINGS TO BE CONSISTENT AND TO CONTINUE WITH NRIC VII.  WE ALSO DID THE GENERATION OF BEST PRACTICES IN HOMELAND SECURITY, WHICH IS MY MAIN AREA OF FOCUS.  THERE WERE 450 NEW BEST PRACTICES GENERATED THAT AFFECT EVERYONE IN THIS ROOM.  AND THOSE BEST PRACTICES, MANY OF THEM,WERE BRAND NEW AND NEVER BEEN SEEN BEFORE.  IT WILL TAKE TIME TO GET THOSE BEST PRACTICES INSTALLED AND GET THOSE BEST PRACTICES INTO OUR INFRASTRUCTURE.  IT'S IMPORTANT TO REMEMBER IF THERE'S GOING TO BE A CYBERATTACK, IF THERE'S GOING TO BE AN I.P. NETWORK ATTACK TO THE 911 SYSTEM, IT'S GOING TO GO OVER ONE OF OUR NETWORKS.
WE WILL BE THE CARRIER OF THOSE ATTACKS AND THAT'S BECAUSE 90% OF THE INFRASTRUCTURE IS OWNED BY THE FOLKS THAT ARE ON THIS TABLE.  AS A RESULT OF THAT, MANY THINGS THAT WE DID BEST PRACTICE-WISE STILL HAD TO BE IMPLEMENTED BECAUSE, AGAIN, THEY'RE STILL FAIRLY NEW AND WE'RE PROVIDING NOT ONLY THE BEST PRACTICES BUT IN SOME CASES, ESPECIALLY IN CYBERSECURITY, WE ALSO PROVIDE A VERY, VERY EXTENSIVE DOCUMENT IN THIS CASE BOTH ABOUT 1300 MAJORS, ABOUT HOW TO DO THEM, NOT JUST WHAT THEY ARE.  AND THOSE TYPES OF SITUATIONS ARE VERY IMPORTANT.  THEY CAN TELL PEOPLE WHAT YOU SHOULD DO, HOW IT NEEDS TO BE DONE IN THE CASES OF NEW TECHNOLOGY BECOMES MORE AND MORE PROBLEMATIC.
NOW, CHARTER NRIC VII HAS TO DO WITH THE FOLLOWING FOCUS GROUPS:
FOCUS GROUP ONE IS GOING TO BE IN 911 SERVICES.  NEAR-TERM ISSUES, LONG-TERM ISSUES, BEST PRACTICES AND THE ISSUES DEALING WITH COMMUNICATIONS, FIRST RESPONDERS.
FOCUS GROUP TWO WILL BE IN HOMELAND SECURITY AND THAT'S BEEN DIVIDED INTO SUBGROUP ONE WHICH WILL BE INFRASTRUCTURE AND SUBGROUP TWO, CYBERSECURITY.
FOCUS GROUP THREE WILL DEAL WITH NETWORK BEST PRACTICES, SPECIFICALLY IN THE AREA OF WIRELESS AND IN THE AREA OF PUBLIC DATA TYPE OF NETWORKS.
AND THEN FINALLY, OF COURSE, WE HAVE BROADBAND WHICH CONTINUES THE WORK FROM NRIC VI AND WORKING TOWARD THIS AREA SPECIFICALLY ON AREAS HAVING TO DO WITH RESIDENTIAL BROADBAND AND BROADBAND FOR SMALL BUSINESSES.
NOW ONE THING THAT WE DISCUSSED SO FAR IN OUR MEETING A COUPLE WEEKS AGO WAS THAT CYBERSECURITY IS GOING TO PERMEATE ALL OF THESE DIFFERENCE FOCUS GROUPS AND THE PURPOSE OF THAT IS VERY SIMPLE.  YOU CANNOT HAVE ANY ONE OF THESE PARTICULAR ENTITIES OPERATING WITHOUT A CYBERSECURITY ELEMENT.  WE HAVE DISCOVERED THAT THIS HAS BECOME A MAJOR PROBLEM WITH THINGS LIKE SERVICE ATTACKS.
FOR THOSE OF YOU NOT FAMILIAR WITH THAT, I'M SURE A LOT OF YOU HAVE CHILDREN AND IF YOU'VE EVER WALKED IN THE POTTY AND FOUND THE POTTY CLOGGED UP WITH TOILET PAPER AND A PLASTIC TRUCK, YOU'VE DISCOVERED DENIAL OF SERVICE ATTACK. [LAUGHTER]
THERE'S ALSO THE DENIAL OF SERVICE ATTACK WHERE SEVEN OTHER CHILDREN COME UP AND ATTACK THE SAME TOILET SIMULTANEOUSLY.
AS A RESULT OF THAT, YOU WILL FIND THAT CYBERSECURITY PERMEATES ALL ENTITIES.  DENIAL OF SERVICE ATTACKS ARE A RELATIVELY NEW CONCEPT MOST OF WHICH HAVE BEEN AROUND FOR A WHILE BUT HAVE REALLY TAKEN OFF IN THE LAST FIVE YEARS.  EVEN IN THE CASE OF I.P. NETWORKING, MOST OF THE I.P. PROTOCOLS SUITES THAT WE USE TODAY WERE DEVELOPED IN THE LATE 1970'S BEFORE DENIAL OF SERVICE ATTACKS WERE VERY WELL KNOWN OR EVEN USED.
WE FIND ALSO I.P. VERSION VI WAS DEFINED 12 YEARS AGO.  IT DOES NOT ACCOMMODATE FOR ISSUES OF DENIAL OF SERVICE ATTACKS.  
AS WE GO TOWARDS 911 INTEROPERABILITY, THE MAIN SERVICES AND DIFFERENT TYPES OF STRUCTURAL COMPONENTS BECOME A VERY BIG PROBLEM FOR CYBERSECURITY BECAUSE IF THESE COMPONENTS ARE PERMEATED, IF THEY'RE PENETRATED, THEN AT THAT POINT, THAT COMPONENT CAN BECOME LIABLE TO STOPPING I.P. COMMUNICATIONS ALTOGETHER AND AS A RESULT OF THAT, WE HAVE TO LOOK AT THE CYBERSECURITY ASPECTS OF ALL THE DIFFERENT PARTS THAT MAKE UP THE 911 SYSTEMS AND GO BACK AND PROVIDE A SOLUTION BOTH NEAR TERM AND LONG TERM.  
WE WILL ALSO WORK ON ISSUES HAVING TO DO WITH OUR INFRASTRUCTURE WHICH WE CONTINUE DO.  WE'RE ALSO GOING TO CONCENTRATE ON WIRELESS.  THIS INCLUDES 3G, Y-PHI TECHNOLOGY, AND USING THAT TECHNOLOGY NOW FOR ALL KINDS OF CRITICAL INFRASTRUCTURE.  WE WILL ALSO FIND A NEW CELLULAR TECHNOLOGY COMING OUT DOES USE THINGS LIKE 2.16 AND THOSE TYPES OF TECHNOLOGIES WILL EVENTUALLY BE PART OF THE 911 SYSTEMS.  
WE WILL ALSO BE CONCENTRATING ON PUBLIC DATA WORK NETWORKS AND LOOKING AT RESIDENTIAL CONSUMER ISSUES OVER THERE HAVING TO DO WITH HOW YOU PROTECT CONSUMERS AND KEEPING CONSUMERS FROM GETTING HIT WITH THE LATEST WORM.
THIS IS AN INTERESTING CHART.  I LIKE THIS CHART A LOT BECAUSE IT WAS PUT TOGETHER BAY RESPONSE TEAM.  SPECIFICALLY IF YOU LOOK AT THIS CHART, THE STRAIGHT LINE DENOTES THE SOPHISTICATION OF CYBERATTACK OVER TIME, STARTING IN 1988 GOING UP TO 2002.  THE DOTTED LINE THAT YOU SEE THAT CROSSES THE AXIS GOING TO THE LOWER RIGHT-HAND SIDE IS THE AVERAGE INTELLECT OF THE ATTACKER OVER TIME.  THERE'S A VERY LARGE GAP BETWEEN SOPHISTICATION OF THE ATTACK AND INTELLECT OF THE ATTACKER WHICH BASICALLY TRANSLATES TO WE'RE BEING ATTACKED MORE AND MORE BY MORONS.
[LAUGHTER]  HAVING BEEN INVOLVED IN THE PROSECUTION OF OVER 600 DIFFERENT ATTACKERS, I CAN GUARANTEE YOU WE'RE DEALING WITH MORONS.  MORE OFTEN THAN NOT, I WAS INVOLVED WITH ONE. THIS IS TYPICAL.  YOU GO AFTER A HACKER OR ATTACKER IF YOU KNOW WHERE THEY ARE AND YOU WALK INTO THE ROOM AND MOST TYPICALLY SOMEBODY WORKING OUT OF THEIR BEDROOM SITTING THERE IN THEIR UNDERWEAR AND GOT THE BLACK LIGHT POSTERS EVERYWHERE AND THE ONLY GLOW IN THE ROOM IS COMING FROM THE MONITORS.  IN ONE PARTICULAR SITUATION I RECALL THAT THE -- IT INVOLVED -- THE BUST INVOLVED AN INDIVIDUAL WHO PUT TOGETHER A MICROPROCESSOR THEY PUT TOGETHER FROM TRASH CANS.  AS WE WERE IN THE ROOM, WE NOTICED THAT THE ROOM HAD A BUNCH OF JARS THROUGHOUT THE ROOM ABOUT THE SIZE OF A PICKLE JAR, MAYBE ABOUT A FOOT HIGH.  WE COULDN'T FIGURE OUT WHAT IT WAS AND FINALLY I ASKED ONE OF THE FEDERAL AGENTS, WHAT'S IN THE JARS?  HE GOES, I DON'T KNOW.  THEY WERE LITERALLY HUNDREDS OF THEM.  HE CRACKED ONE OPEN AND, WHOA, PUT IT RIGHT BACK ON AGAIN. THEY'RE FULL OF FECES AND URINE.  HE WAS SO ADDICTED TO HACKING HE WOULDN'T EVEN LEAVE HIS ROOM.  THIS IS YOUR OPPOSITION, LADIES AND GENTLEMEN.  THIS IS THE MENTALITY OF THE PEOPLE THAT YOU'RE GOING AGAINST.  THESE ARE THE KIND OF PEOPLE WE HAVE TO DEFEND OUR INFRASTRUCTURE FROM.  THEY DON'T THINK LIKE WE DO.  THEY DON'T EVEN GO TO THE POTTY IN THE PROPER WAY EVEN THOUGH THEY'VE PROBABLY BEEN EDUCATED SINCE THEY WERE VERY YOUNG.  AS A RESULT OF THAT, WE LOOK AT THE WAY 911 SYSTEMS CAN BE ATTACKED, EVEN YOUR OWN NETWORK EARNING NEARS USE I.N. NETWORKING EXTENSIVELY FOR NETWORK CONTROL AND MANAGEMENT.  THEY USE INTERNET MESSENGER TO TALK TO EACH OTHER ABOUT WHAT SWITCH IS DOING WHAT AND WHICH CIRCUIT IS UP AND WHICH CIRCUIT IS DOWN.  ALL OF THAT RELIES ON AN I.P. INFRASTRUCTURE.  ALL THAT RELIES UPON THE USE OF NETWORKING AND PROTOCOLS. ONE OF THE THINGS WE ALSO RUN INTO WHEN WE’ER TRYING TO SECURE ALL THESE AREAS IN CYBERSECURITY IS THE FACT THAT IT'S BECOME VERY, VERY COMPLEX.  NOTICE BECAUSE OF THE NUMBERS ARE COGENERATED.  NUMBERS AND LINES OF CODE IN THE WINDOWS OPERATING SYSTEM STARTING WITH WINDOWS 3.1 GOING TO WIND OATS XP, THERE'S 3 MILLION LINES OF CODE.  IN XP THERE'S 445 MILLION LINES OF CODE.  NONE OF THAT INCLUDES APPLICATION CODE.  SOME DATABASES CAN HAVE AS MUCH AS A BILLION LINES CODE IN THE DATABASE ALONE.  THERE ARE ABOUT 10 BUGS PER EVERY THOUSAND LINES OF CODE.  SO IF YOU DIVIDE 35 MILLION BY 1,000 AND MULTIPLY THAT BY 10, THAT TELLS YOU HOW MANY VULNERABILITIES ARE SITTING INSIDE THE OPERATING SYSTEM ITSELF
AND THOSE VULNERABILITIES CAN BE USED TO ATTACK THE INFRASTRUCTURE.  IT USED TO BE IT WAS JUST THE OCCASIONAL LONE HACKER SOMEBODY TRYING TO PICK YOU ON WHATEVER.  WE FOUND MOST OF THESE ATTACKS ARE BY SCRIPT KIDDIES, USUALLY UNDER THE AGE OF 18.  THEY FIND EXPLOIT CODE ON THE INTERNET.  THEY RUN THAT EXPLOIT CODE.  THE EXPLOIT CODE DOES WORK. WHAT'S IMPORTANT TO UNDERSTAND IS THAT FROM THE TIME THE VULNERABILITY HAS BEEN ANNOUNCED BY VENDORS TO THE TIME IT APPEARS IS ABOUT NINE MONTHS TO 48 HOURS.  SO FROM THE TIME, LET'S SAY, A VENDOR OF A WRITING PRODUCT GOES BACK AND SAYS WE HAVE A VULNERABILITY TO THE TIME WE ACTUALLY SEE SOMEONE HAS WRITTEN EXPLOIT CODE TO TAKE ADVANTAGE OF THAT VULNERABILITY AND DISABLE THAT TECHNOLOGY IS LESS THAN 48 HOURS.  MANY, MANY TIMES, THE PATCHES HAVE NOT BEEN DEPLOYED BY THEN.  ONE OF THE AREAS OF RELIABILITY THAT WE IDENTIFIED IN NRIC VI AND WILL CONTINUE IN VII THAT CAN HELP EVERYONE DRAMATICALLY IS 85% OF THE VULNERABILITIES COME FROM UNPATCHED SYSTEMS, UNPATCHED ROUTERS, UNPATCHED SWITCHES.  GETTING INTO AN AGGRESSIVE PATCHING PROGRAM TO AN AGGRESSIVE METHODOLOGY TO ENSURE THAT PATCHES ARE DEVELOPED QUICKLY AND EFFICIENTLY IS GOING TO DO NOTHING BUT STRENGTHEN THE RELIABILITY OF NETWORKING.  WE FIND ALSO THAT THE THINGS I DOCUMENTED A SECOND AGO ALSO HAVE INTERNAL ATTACKERS.  WE STILL HAVE THESE PROBLEMS.  WE STILL HAVE PROBLEMS WHERE WE HAVE EMPLOYEES THAT ARE DISGRUNTLED AND WANT TO TAKE ADVANTAGE OF THE COMPANY. THERE ARE HACKING GANGS. THESE ARE VERY WELL DOCUMENTED. THERE'S A COUPLE THAT RECENTLY WERE DOING A HACKING GAME IN GERMANY AND INDONESIA.  THEY WERE SENDING OUT DAY BY DAY BY DAY AND ALSO CAUSING ALL KINDS OF PIPES TO GET CLOGGED.  THESE GANGS WILL DEVELOP EXPLOITS, PUBLISH THE EXPLOITS.  THEY HEMSELVES MAY NOT EXECUTE THE ATTACKS BUT THEY WILL DEFINITELY HAPPEN BY SOME SCRIPT KIDDY.
THERE'S ORGANIZED CRIME INVOLVED.  WE FIND THAT THERE'S ALL KINDS OF ISSUES INVOLVING RUSSIANS.  THERE'S ALL KINDS OF ISSUES INVOLVING ORGANIZED CRIME IN THE UNITED STATES AS WELL.
ORGANIZED CRIME SPECIFICALLY TARGETS FINANCIAL INSTITUTIONS AND FINANCIAL ORGANIZATIONS AND GOES AFTER THEM AND YOU SEE A LOT OF THESE EMAILS THAT CAUSE THESE KINDS OF PROBLEMS FOR CONSUMERS.  
WE ALSO FIND THERE ARE STATE-SPONSORED ACTIVITIES.  IT IS NO SURPRISE TO KNOW THAT CYBER-- IT IS STILL CYBERWAR.  WE AS THE CARRIERS OF THE WAR WILL CARRY THESE WARFARE PACKETS AROUND.
AS A RESULT OF THAT, THESE ARE THINGS WE NEED TO TAKE INTO ACCOUNT WHEN WE’RE WORRIED ABOUT OUR SECURITY.
AND FINALLY WE HAVE TO WORRY ABOUT TERRORIST ENTITIES.
TERRORISM IS NOT GOING AWAY.  IT HAS NOT GONE AWAY AND IN FACT, IN MANY CASES WHERE THERE HAS BEEN A CAPTURE OF TERRORIST ENTITIES IT IS NOT UNCOMMON FOR A COMPUTER OR MANY COMPUTERS TO BE INVOLVED.  IT IS NOT UNCOMMON FOR THEM TO DO AN ENORMOUS AMOUNT OF RESEARCH TO FIGURE OUT A GOOD WAY TO HIT US BOTH IN PHYSICAL SPACE AND IN CYBERSPACE.  ONE OF THE THINGS I LIKE TO BRING TO YOUR ATTENTION IS THE NUMBER OF ACTUAL SECURITY INCIDENTS THAT HAVE COME OUT SINCE 1988. IN 1988 THERE WERE APPROXIMATELY 3700 SECURITY INCIDENTS REPORTED. IN 2003, THERE WERE 137,529 REPORTED.  NOW, ONE OF THOSE WOULD BE A WORM, ONE SPECIFIC WORM.  WHAT'S IMPORTANT TO UNDERSTAND IS BUSINESS IS GROWING INSIDE OF SECURITY.  I'M NOT LACKING FOR A JOB.  IT'S NOT SOMETHING I'M PROUD ABOUT TO BE FRANK ABOUT IT BECAUSE I'M A PRETTY GOOD NETWORKING PERSON AND I LIKE DOING NETWORKING AS WELL.  BUT THE BOTTOM LINE IS WE ARE FINDING THAT THERE ARE MORE AND MORE ATTACKS COMING OUT.  THE ATTACKS THAT ARE NOTATED ON THIS PARTICULAR GRAPH CAME FROM THE RESPONSE TEAM, IT IS GENERALLY BELIEVED THAT THE ATTACK NUMBERS THAT YOU SEE ARE LESS THAN 3% OF WHAT REALLY IS GOING ON AND THAT'S BECAUSE A LOT OF IT IS NEVER REPORTED FOR A LOT OF DIFFERENT REASONS.  
ONE OF THE THINGS WE'RE GOING TO WORK ON IN NRIC VII IS THE BEST PRACTICES. TO WORK ON BLENDED ATTACK BEST PRACTICES BECAUSE IT IS SOMETHING THAT WE BELIEVE IS GOING TO HAPPEN.  WE BELIEVE THAT THERE'S GOING TO BE A TERRORISM OPERATION THAT EVENTUALLY WILL TAKE ADVANTAGE OF SOMETHING LIKE THIS.
THERE ARE DIFFERENT DEFINITIONS FOR THOSE. THEY TEND TO BE FAIRLY COMPLEX TYPE OF ATTACKS AND THE COMBINATIONS CAN BE SOMETHING AS SIMPLE AS TARGETING A TELECOMMUNICATIONS NETWORK AND SIMULTANEOUSLY  TARGETING A FINANCIAL NETWORK THAT MIGHT HAVE A.T.M. MACHINES OR SOMETHING LIKE THAT.
WE ALSO SEE ATTACKS START TO HAPPEN WITH BASIC INFRASTRUCTURE UTILITY SUCH AS WATER AND POWER.  THEY NEED OUR PROTECTION AND HELP.  THEY NEED BEST PRACTICES.  WE ARE VERY MUCH -- IT'S SOMETHING WE PLAN TO DO IN NRIC VII.  
OTHER AREAS WE PLAN TO WORRY ABOUT, ONE IS SPAM. ONE OF THE ISSUES INVOLVED WITH SPAM, OF COURSE, IS WE ALL EXPERIENCE SPAM.
WE ALL GET IT  AND ALL THAT CRAP YOU SEE ABOUT PENIS ENLARGEMENT CREAMS, NONE OF IT WORKS.  [LAUGHTER] I KNOW.
I'VE TRIED ALL OF IT. [LAUGHTER]
AND THE BOTTOM LINE IS WE FIND THAT ONE OF THE THINGS WE'RE GOING TO HAVE TO DO IS REALLY STOP SPAM IS DRY UP THE REVENUE SOURCE AND PASSING LEGISLATION, AS I TESTIFIED ON CAPITOL HILL LAST NOVEMBER, IS NICE AND IT'S WONDERFUL BUT IT'S NOT GOING TO STOP IT UNTIL WE STOP THE ACTUAL REVENUE SOURCES THEMSELVES.
ONE OF THE THINGS WE CAN DO IS GO BACK AND START TO GET RID OF THE BULK OF THESE TYPES OF THINGS BOTH TO CLEAN UP NETWORK CAPABILITY AND ALSO GO BACK AND PROTECT THE CONSUMERS.  I.P. IS BECOMING MORE AND MORE POPULAR. OBVIOUSLY EVERYBODY IN THIS ROOM IS INTERESTED IN IT.  WE NEED TO HAVE MORE BEST PRACTICES.  WIRELESS OF ALL TYPES, BOTH INVOLVING TRADITIONAL CELLULAR TYPE OF WIRELESS, G.P.S., G.P.M., SO FORTH.  ALL THESE AGAIN WE'RE GOING TO CONCENTRATE MORE IN BEST PRACTICES IN THESE AREAS.  ALL OF US ARE GOING TO I.P. CENTRIC NETWORKING.  YOU TUESDAY TO ENSURE ALL YOUR INFRASTRUCTURE WILL CONTINUE TO MAINTAIN CAPABILITIES FOR YOUR MAINTENANCE PERSONNEL AND YOUR NETWORK OPERATIONS PERSONNEL.
WE ALSO HAVE CONCERNS IN PROTOCOLS.  AGAIN, I CANNOT EMPHASIZE THIS ENOUGH.  WE ARE DEALING HERE WITH I.P. PROTOCOLS SPECIFICALLY THAT WERE DEVELOPED IN THE '70'S. A SECURITY HEAVY LIFT HAS GOT TO HAPPEN FOR US TO DEPLOY RELIABLE SECURE PROTOCOLS THAT WILL PROTECT THE INFRASTRUCTURE AT THE SAME TIME.  AND ANOTHER AREA OF COURSE IS AGAIN A.S.1.  WE KNOW THAT THE PROTOCOLS THEMSELVES HAVE SECURITY VULNERABILITIES, SPECIFICALLY A.S.N.1 ADDS TO THAT BECAUSE WHEN A VULNERABILITY APPEARS, IT AFFECTS MULTIPLE PRODUCTS AND MULTIPLE VENDORS SIMULTANEOUSLY.  AS A RESULT, IT'S ON THE TOP OF OUR LIST AS SOMETHING WE NEED TO LOOK AT AND DEVELOP SOME BEST PRACTICES AROUND.
OUTREACH, AS I SAID BEFORE, WE EXPECT THAT TO CONTINUE.  MANY OTHER THINGS INCLUDING SPEECHES BECAUSE I'VE ALREADY GOT A PRETTY HEAVY SPEAKING SCHEDULE FOR THIS SORT OF THING AND I KNOW MY OTHER FOCUS GROUP CHAIRS WILL AS WELL.  SO EXPECT TO SEE NRIC POPULATING ITSELF HEAVILY AND EXPECT ALSO TO SEE US IN PLACES LIKE SUPERCOM AND OTHER TRADE SHOWS OUT THERE.
LADIES AND GENTLEMEN, THAT'S MY PRESENTATION.  ARE THERE ANY QUESTIONS?
TIM DONAHUE SPEAKING:
ANY QUESTIONS FOR DR. HANCOCK?
THANK YOU VERY MUCH, DOCTOR.
DR. BILL HANCOCK SPEAKING:
THANK YOU, SIR.
TIM DONAHUE SPEAKING:
I'D LIKE TO INTRODUCE OUR NEXT GUEST SPEAKER, STEVE MARZOLF.
STEVE IS A MEMBER OF THE COUNCIL REPRESENTING THE NATIONAL ASSOCIATION OF STATEWIDE E911 ADMINISTRATORS AS ITS PRESIDENT.
HE'S ALSO THE ADMINISTRATOR OF THE STATE OF VIRGINIA'S E911 SERVICES BOARD WHERE HE OVERSEES ALL ASPECTS OF PHASE ONE AND TWO OF E911.  HE'S BEEN INSTRUMENTAL IN ESTABLISHING A UNIFORM CENTRALIZED APPROACH TO E911 IN THE STATE OF VIRGINIA AND ON BEHALF OF ALL THE CARRIERS WE APPRECIATE YOUR GOOD WORK.
PRIOR TO JOINING THE STATE OF VIRGINIA, STEVE WAS DIRECTOR FOR PRINCE WILLIAM COUNTY IN VIRGINIA AND IT IS WITH THIS BROAD EXPERIENCE STEVE WILL BE SPEAKING TO US TODAY AND MORE IMPORTANTLY SERVING NRIC VII OVER THE NEXT TWO YEARS.
WELCOME, STEVE.  THANKS FOR COMING.
STEVE MARZOLF SPEAKING:
THANK YOU, CHAIRMAN DONAHUE.  THANK YOU, CHAIRMAN POWELL, FOR INVITING ME TO SPEAK HERE TODAY.  AS CHAIRMAN DONAHUE SAID, I'M THE PRESIDENT OF THE NATIONAL ASSOCIATION OF 911 ADMINISTRATORS AND THE PUBLIC SAFETY COMMUNICATIONS FOR THE COMMONWEALTH OF VIRGINIA.  IT'S A LITTLE OVERWHELMING FOLLOWING AN EXPERT LIKE DR. HANCOCK.  I HAVE NOT WRITTEN 31 BOOKS.  I DO THINK I'VE READ 31 BOOKS IN MY CAREER SO --
[LAUGHTER]
IT'S FROM THAT FROM WHICH I SPEAK.
I'VE BEEN ASKED TO PRESENT A VIEW OF E911 FROM THE TRENCHES, THAT IS PROVIDE A BRIEF SNAPSHOT OF THE STATE OF E911 OF THE VIEWPOINT OF THE PSAP.  THE MOST IMPORTANT MESSAGE I WILL GIVE YOU TODAY IS THE PSAPS ARE STRUGGLING TO KEEP UP WITH THE DEMANDS OF TECHNOLOGY AND OUR CITIZENS.  WE LIVE IN A TIME WHEN ADVANCES IN TELECOMMUNICATIONS TECHNOLOGY PROMISE GREATER CONNECTIVITY, EFFICIENCY AND AN IMPROVED QUALITY OF LIFE.  THE SPEED WITH WHICH TECHNOLOGY HAS BEEN ADVANCING IS PUTTING AN INCREDIBLE STRAIN ON PSAPS DUE TO OUR INABILITY TO -- UNFORTUNATELY THEY'RE TRAPPED BY THE 1970'S ARCHITECTURE USED IN THE CURRENT E911 NETWORK.  
WHEN THE 911 SYSTEMS CANNOT ADAPT TO NEW TECHNOLOGY WE TYPICALLY RELY ON THE STAFF OF THE PSAP TO COMPENSATE. WE RELY ON CALLS OTHER THAN 911, RECEIVED CALL DATA IN A VARIETY OF FORMATS OR SIMPLY ACCEPT THEY WILL NOT RECEIVE LOCATION INFORMATION FROM ALL CALLERS.  AS WE PROCEED WITH OUR DELIBERATIONS TODAY AND IN THE FUTURE, I ASK THAT YOU REMEMBER THE PUBLIC SAFETY TELECOMMUNICATORS AND THE DIFFICULT JOB WE ASK THEM TO DO.  THEY ARE THE LINCHPINS IN THE SYSTEM THAT CONNECT THE CITIZEN TO THE PUBLIC SAFETY RESPONDER.  IT IS SOMETIMES EASIER TO GET CAUGHT UP IN THE TECHNOLOGY AND FORGET THAT ULTIMATELY A PERSON, THE TELECOMMUNICATOR, NEEDS TO INTERFACE WITH ALL THIS TECHNOLOGY.  AT THE SAME TIME, THEY'RE TRYING TO INTERACT WITH SOMEONE WHO IS EXPERIENCING MAYBE THE MOST HORRIFIC EVENT IN THEIR LIFE.  IT IS THE TELECOMMUNICATOR WHO NEEDS T O LOCATE THE HEART ATTACK VICTIM, THOUGH THE COMPUTER SCREEN IS REPORTING THE PBX MILES FROM THE LOCATION OF THE VICTIM. IT IS THE TELECOMMUNICATOR WHO MUST USE THE TRICK TO LOCATE A WIRELESS CALLER WHO DOESN'T HAVE A HANDSET AFTER THEY FELL UNCONSCIOUS WITHOUT PROVIDING THEIR LOCATION TO THE CALL TAKER.  THE SYSTEM TO WHICH DALE HATFIELD REFERRED WORKS BECAUSE THEY DO WHATEVER THEY HAVE TO-TO MAKE IT WORK.  BUT WE CANNOT CONTINUE -- THEY CANNOT CONTINUE TO COMPENSATE AND STILL PROVIDE THE QUALITY OF SERVICE THAT OUR CITIZENS DESERVE.
FOR THE PAST SEVERAL YEARS, WE HAVE BEEN SINGULARLY FOCUSED  ON WIRELESS E911.  WE CAN BE PROUD OF WHAT WE'VE ACCOMPLISHED THUS FAR.  SEVERAL STATES, INCLUDING VIRGINIA, I'M PROUD TO SAY, HAVE COMPLETED OR ARE WELL ON THEIR WAY TO COMPLETING PHASE TWO DEPLOYMENT.  UNFORTUNATELY MANY OTHER STATES LACK THE RESOURCES AND THE STATEWIDE COORDINATION TO REACH UBIQUITOUS DEPLOYMENT ON THEIR OWN.  THEY NEED FEDERAL ASSISTANCE AS IS PROPOSED IN THE CURRENT FEDERAL LEGISLATION.  I APPLAUD THE MEMBERS OF THE E911 CAUCUS ESPECIALLY SENATORS BURNS AND CLINTON FOR THEIR SUPPORT OF THIS CRITICAL LEGISLATION AND ENCOURAGE CONGRESS TO PASS IT SOON.  WITHOUT IT, WE WILL BE CONDEMNED TO A SCENARIO OF THE HAVES AND HAVE-NOTS LIKE WE HAVE HAD WITH THE WIRE LINE 911 SYSTEM SINCE ITS INTRODUCTION 35 YEARS AGO.
NOT TO DATE MYSELF BUT TO PUT IT IN PERSPECTIVE, I WAS NINE MONTHS OLD WHEN THE FIRST 911 CALL WAS MADE IN ALABAMA IN 1968.
WE STILL HAVE MUCH WORK TO DO.  THE LACK OF STANDARDS FOR PHASE TWO SEVERELY HINDERS THE TELECOMMUNICATIONS EFFICIENCY.  VARIATIONS IN THE FORMAT OF THE AUTOMATIC LOCATION IDENTIFICATION REQUIRE TELECOMMUNICATORS TO HUNT AROUND THE SCREEN FOR INFORMATION.  WHEN THE INFORMATION IS FOUND, IT'S DIFFICULT FOR THEM TO DETERMINE EXACTLY WHAT THE DATA MEANS
SINCE THERE IS NO STANDARD WAY OF IDENTIFYING THE PHASE ONE CALL VERSUS A PHASE TWO CALL.  
TELECOMMUNICATEERS MUST ALSO TRY AND REMEMBER HOW LONG THEY HAVE TO WAIT BEFORE THEY CAN REBID THE PHASE TWO INFORMATION BECAUSE IT VARIES AMONG THE CARRIERS.
ADDITIONALLY, SOME CARRIERS PROVIDE AN UPDATED LOCATION OF THE CALLER EACH TIME WE REDISPLAY THE INFORMATION WHILE OTHERS ONLY PROVIDE THE INITIAL LOCATION.  UNLIKE WIRELINE CALLS, THE TELECOMMUNICATOR MAY NOT BE ABLE TO USE THE AUTOMATIC REDIAL FEATURE OF THEIR PHONE SYSTEM, WHICH ALLOWS THEM TO REDIAL THE CALLER'S PHONE NUMBER WITH A SIMPLE KEYSTROKE SINCE THE -- DOES NOT PROVIDE THE CALLER'S PHONE NUMBER IN THE CALL FILE, THIS FEATURE WHICH WAS DESIGNED TO SAVE TIME AND REDUCE AIR DOES NOT FUNCTION PROPERLY.
PSAP'S ALSO -- HOW MUCH THEY CAN -- THE LACK OF A STANDARD FOR ACCURACY TESTING LEAVES MANY PSAP'S WONDERING WHAT IS THE PERFORMANCE OF EACH CARRIER IN THEIR AREA.  WE DEBATE WHAT CONSTITUTES TRUE F.C.C. COMPLIANCE. THE F.C.C. IS MORE PRAGMATIC SIMPLY ASKING WHETHER THE LOCATION IS ACCURATE ENOUGH TO PROVIDE A LARGE NUMBER OF RESOURCES.  WHILE THE UNCERTAINTY AND COMFIDENCE FACTOR COULD PROVIDE THIS INFORMATION ON CALL-BY-CALL BASIS, DIFFERENCES IN HOW THIS INFORMATION IS CALCULATED COULD MAKE IT DIFFICULT FOR THE TELECOMMUNICATOR TO USE IT.  MOST PSAP'S COULDN’T CARE LESS ABOUT THE F.C.C. REQUIREMENT AND SIMPLY WANT AS MUCH INFORMATION AS IS AVAILABLE ON WHICH TO BASE THEIR DECISIONS.  WE MUST MOVE BEYOND THIS FEAR OF THESE RULES AND PROVIDE TELECOMMUNICATORS WITH THE TOOLS THEY NEED TO DO THEIR JOB.
MY BIGGEST FEAR IS THE TECHNOLOGIES YET TO COME AND WHAT THEIR IMPACT WILL BE ON THAT TELECOMMUNICATOR.  WE ALREADY HAVE EMERGENCIES BEING REPORTED TO PSAP'S ON NUMBERS OUTSIDE THE E911 NETWORK FROM TELEMATICS PROVIDERS AND LIKE COMPANIES.
WE CAN SEE VOICE-OVER INTERNET PROTOCOL AND VOICE CARRIERS AS WELL AS SATELLITE CARRIERS ADDED TO THAT LIST.
IT IS VERY DIFFICULT FOR THE PSAP TO MANAGE THEIR WORKLOAD WHEN EMERGENCY CALLS ARE BEING RECEIVED SO MANY DIFFERENT WAYS AND FROM SO MANY DIFFERENT SOURCES.  EVERY PSAP IN VIRGINIA RECENTLY RECEIVED A LETTER FROM A MAJOR TELECOMMUNICATIONS CARRIER ANNOUNCING THEY WOULD SOON BE PROVIDING VOICE-OVER I.P. SERVICE.  THE LETTER REQUESTED THAT PSAP TO PROVIDE A 10-DIGIT TELEPHONE NUMBER TO ROUTE 911 CALLS TO THE PSAP.  UNFORTUNATELY THE CARRIERS RECEIVED A KNEE JERK REACTION FROM MANY OF THE PSAP'S.  IN SOME CASES, A DOWNRIGHT REFUSAL FROM THE PSAP T0 TAKE THE CALLS.  IT'S NOT THAT THEY DON'T WANT TO TAKE THESE CALLS FOR ASSISTANCE BUT RATHER IT'S OUT OF FRUSTRATION THAT THEY CANNOT CONTINUE TO SUPPORT A CONNECTION TO THE PSAP THAT DELIVERS SUCH A POOR SERVICE TO THE CITIZEN.
WHEN PEOPLE DIAL 911, THEY EXPECT US TO BE ABLE TO RESPOND RAPIDLY TO THEIR NEED.  WITH THESE WORK-AROUND SOLUTION, THE CALL COMES IN TO THE PSAP ON A LINE THAT IS LIKELY LOWER PRIORITY THAN TRADITIONAL 911 CALL AND DOES NOT PROVIDE ANY INFORMATION ABOUT THE LOCATION OF THE CALLER.  EVEN MORE ABSURD IS THAT IN MANY CASES, THE PERSON REPORTING THE EMERGENCY THROUGH ONE OF THESE 10-DIGIT NUMBERS SUCH AS A TELEMONICS PROVIDER HAS SIGNIFICANT INFORMATION ABOUT THE INCIDENT ON THEIR COMPUTER SCREEN RATHER THAN BEING ABLE TO SIMPLY TRANSMIT THIS INFORMATION TO THE PSAP TELECOMMUNICATOR, THEY MUST READ THE INFORMATION TO THE TELECOMMUNICATOR WHO THEN TYPES IT INTO OUR COMPUTER SYSTEM.
UNFORTUNATELY, THE CURRENT 911 SYSTEM IS TOO VOICE CENTRIC.  IT WILL NOT ALLOW THE DIRECT TRANSFER OF DATA.  I CAN GET ON MY HOME COMPUTER AND CHAT WITH A PERSON HALFWAY AROUND THE WORLD, THERE MUST BE WAY TO SHARE THIS INFORMATION ELECTRONICALLY.  WHEN WE NEEDED TO RECEIVE DATA IN THE PAST AS WITH THE WIRELESS 911 SYSTEM, IT SENT THROUGH A BACK DOOR INTO THE ALI DATA STREAM IN 500 CHARACTERS OF TOTAL LENGTH.  THIS LIMITATION WILL CONTINUE TO INHIBIT OUR ABILITY TO RESPOND TO NEW TECHNOLOGY.  AGAIN, THE ONE WHO NEEDS TO COMPENSATE FOR THESE SHORTCOMINGS IS THAT TELECOMMUNICATOR TRYING TO TAKE THE CALLS.  SIMPLY STATED, WE MUST UPGRADE THE E911 NETWORK TO BE ABLE TO RECEIVE EMERGENCY NOTIFICATIONS FROM ANY TELECOMMUNICATIONS DEVICE.  THE POSITION OF ANYTIME, ANYWHERE FROM ANY DEVICE NEEDS TO BE MORE THAN A SLOGAN.  IT NEEDS TO BE A STATEMENT OF PUBLIC POLICY.  WE CANNOT SLOW THE ADVANCEMENT OF TECHNOLOGY BUT PUBLIC SAFETY CANNOT BE AN AFTER THOUGHT.  THIS MEANS THE COMMUNITY MUST ALSO DO THEIR PART TO BEGIN PLANNING FOR THE UPGRADES OF THEIR SYSTEMS AND NETWORKS.  WE SIMPLY CANNOT EXPECT TO BE ABLE TO SHOE OUR NEW TECHNOLOGY INTO THE MIN 911 NETWORK AS WE DID WITH WIRELESS E911. WE CANNOT CONTINUE THIS BAND AID APPROACH. IF WE ARE TO BE SUCCESSFUL IN THIS UNDERTAKING, ALL THREE LEVELS OF GOVERNMENT AS WELL AS THE TELECOMMUNICATIONS STAKE HOLDERS MUST BE INVOLVED IN THE PLANNING AND DEPLOYMENT PROCESS.
TOGETHER, WE CAN DEVELOP INNOVATIVE PUBLIC SAFETY SOLUTIONS THAT WILL TAKE E911 INTO THE FUTURE.  TOGETHER, WE CAN GET BEYOND THE REGULATORY REQUIREMENTS OF PHASE ONE AND PHASE TWO AND BEGIN TO SEE FUTURE PHASES THAT WILL DELIVER EVEN BETTER SERVICE AND PROTECTIONS TO OUR CITIZENS.  WE CANNOT BE SATISFIED WITH THE MINIMUM NEEDED TO COMPLY WITH THE CURRENT REGULATORY ENVIRONMENT OR WE WILL FOREVER BE CHASING TECHNOLOGY.
THOUGH MY MESSAGE TODAY MAY BE SOUNDING ALARM, THERE'S REASON FOR OPTIMISM.  YOUR PARTICIPATION IN THIS EVENT TODAY, THROUGH YOUR PARTICIPATION IN THIS EVENT TODAY, I CAN TELL THAT EACH OF YOU IS COMMITTED AS I AM TO THE SAFETY AND PROTECTION OF OUR CITIZENS.  I MUST ALSO COMMEND CHAIRMAN POWELL AND THE F.C.C. FOR THEIR UNWAVERING SUPPORT OF E911.  IT IS THROUGH WORK OF THE GROUPS LIKE THIS THAT THE CHALLENGES WILL BE MET AND OVERCOME.  I'M ALSO VERY ENCOURAGED BY THE FEDERAL LEGISLATION WHICH WILL RAISE THE FUNDING AND VISIBILITY OF E911 ON THE NATIONAL STAGE.  THIS COMBINED WITH THE WORK OF OUR PARTNERS IN NENA AND APCO AND MANY OTHER ORGANIZATIONS GIVES ME HOPE THAT ONE DAY WE WILL HAVE THE UBIQUITOUS COMPREHENSIVE E911 NETWORK THAT CAN RESPOND TO NEW TECHNOLOGY AS IT IS DEPLOYED AND NOT YEARS LATER.
IN CONCLUSION, I WILL END WHERE I BEGAN, ASKING YOU TO REMEMBER THE TELECOMMUNICATORS AND THEIR DIFFICULT TASK.  IT IS SOMEHOW APPROPRIATE THAT IN LESS THAN TWO WEEKS WE WILL CELEBRATE NATIONAL TELECOMMUNICATORS WEEK, WHICH RECOGNIZES THESE UNSUNG HEROES.  I CHALLENGE EACH MEMBER OF THE COUNCIL AND FOCUS GROUP TO IMAGINE THEMSELVES BEING THE TELECOMMUNICATOR TAKING THE CALL FROM A PERSON IN NEED, TRYING TO DETERMINE WHERE IN A COUNTY OF 500 SQUARE MILES THE CALLER IS.  WE MUST PROVIDE THEM THE TOOLS THEY NEED TO DO THEIR JOB.  WE CANNOT GET BOGGED DOWN IN ESOTERIC DISCUSSIONS ABOUT THE MEANING OF THE RULES AND WHAT IS NEEDED TO MEET THEM.
WE NEED TO USE THE VAST EXPERIENCE AND INTELLECT AROUND THIS ROOM TO BEGIN TO ADDRESS THE ISSUES NOW FACING THOSE TELECOMMUNICATORS.  THERE IS NO WAY WE'RE EVER GOING TO BE ABLE TO SLOW THE RATE OF TECHNOLOGY ADVANCES AND THE DEMAND FOR THOSE ADVANCES FROM OUR CITIZENS.  WE NEED TO ENSURE THAT THE E911 SYSTEM IS ABLE TO KEEP PACE.   THERE IS SIMPLY TOO MUCH AT STAKE NOT TO.
THANK YOU AGAIN FOR THE OPPORTUNITY TO SPEAK HERE TODAY.
IF THERE'S ANY QUESTIONS, I'D BE HAPPY TO ANSWER THEM.
TIM DONAHUE SPEAKING:
THANK YOU, STEVE.  ANY QUESTIONS FOR STEVE?
THANK YOU AGAIN.  WELL DONE.
 NOW WE WILL HEAR FROM NANCY CARLSEN, WHO WILL CHAIR THE NRIC VII STEERING COMMITTEE FOR THE NEXT TWO YEARS AND WILL WALK US THROUGH THE NINE FOCUS GROUPS AND WORK THAT'S ALREADY BEEN STARTED IN THAT REGARD.
NANCY CARLSEN SPEAKING:
>> THANK YOU, TIM.

CHAIRMAN POWELL.

I'D LIKE TO FIRST START OFF AND SAY THAT I’M LOOKING FORWARD TO WORKING WITH ALL OF YOU AND MEETING YOU OVER THE NEXT TWO YEARS. WE HAVE A LOT OF CHALLENGING OPPORTUNITIES AND WORK AHEAD OF US, AND I’M EXCITED TO BE A PART OF THIS PROCESS. THERE'S BEEN A LOT OF VALUABLE WORK PRODUCED, CREDIBLE WORK PRODUCED, BY THE PREVIOUS NRIC COUNCILS AND IT WILL BE OUR RESPONSIBILITY TO CARRY ON THAT SAME TRADITION, WHICH IS SOMETHING THAT WE CANNOT DO WITHOUT YOUR ABLE PARTICIPATION, HELP, AND SUPPORT TO THIS EFFORT.

SO NOW WITHOUT FURTHER ADO, LET ME GET TO THE HEART OF THE MATTER AND DISCUSS THE STEERING COMMITTEE AND THE FOCUS GROUPS. THE STEERING COMMITTEE, WHICH REALLY IS THE FOCUS GROUPS, WILL BE COMPRISED OF NINE FOCUS GROUPS. WE WILL MEET ONCE A MONTH AND THE PURPOSE WILL BE TO DISCUSS THE STATUS OF THE DELIVERABLES, TO RESOLVE CONFLICT THAT MAY NOT BE ABLE TO BE RESOLVED AT THE FOCUS GROUP LEVEL. WE WILL ENSURE THAT RECOMMENDATIONS ARE WITH FULL INDUSTRY CONSENSUS. THE FOCUS GROUPS IS WHERE THE HARD WORK IS DONE. WE WILL PRESENT THE DELIVERABLES TO THE COUNCIL AT THE QUARTERLY MEETINGS. 

COUNCIL MEMBERS, I ENCOURAGE YOU, TO SUPPORT NRIC BY PROVIDING THE PARTICIPATION AND REPRESENTATION FROM YOUR ORGANIZATIONS AND THIS IS WHERE I MAKE MY PLEA OF HELP TO ALL OF YOU. PLEASE LOOK DEEP WITHIN YOUR ORGANIZATIONS AND PULL YOUR BEST TALENT, YOUR BEST PEOPLE. IT IS YOUR BEST PEOPLE THAT WE NEED TO HELP RUN AND SUPPORT THESE FOCUS GROUPS.

AND MOST IMPORTANTLY, PARTICIPATE IN THESE FOCUS GROUPS. I KNOW HOW DIFFICULT IT IS TO LOSE SOME YOUR BEST PEOPLE BUT THAT IS EXACTLY WHAT I’M ASKING OF YOU TODAY. PLEASE PULL YOUR BEST, PROVIDE THEM TO ME. I WILL ENSURE THEY GET ON THE FOCUS GROUP OR GROUPS YOU WOULD LIKE THEM TO ATTEND, AND PLEASE SUPPORT THEIR PARTICIPATION AND ATTENDANCE AT THE FOCUS GROUP MEETINGS. LIKE I SAID BEFORE, NRIC HAS PRODUCED CREDIBLE WORK. IT'S RESPECTED. AND WE WOULD LIKE TO CARRY ON THAT TRADITION, BUT WE NEED THE TALENT TO DO SO. 

LET ME GO OVER THE FOCUS GROUPS AT A HIGHER LEVEL. THERE WILL BE FOUR MAIN FOCUS GROUPS. THREE OF WHICH WILL HAVE SUBGROUPS ASSOCIATED WITH THEM. ENHANCED 911, HOMELAND SECURITY, NETWORK BEST PRACTICES AND BROADBAND. SHORTLY I’LL INTRODUCE THE CHAIRPERSON FOR EACH OF THE FOCUS GROUPS AND I’LL GO THROUGH THE MISSION A LITTLE BIT MORE IN DEPTH. BUT LET ME FIRST SAY, WHEN I LOOKED AT THE CHARTER AND I LOOKED AT THE FOCUS GROUP STRUCTURE, I’D HAVE TO SAY THAT THE HALLMARK OF NRIC VII IS EMERGENCY SERVICES.

WHEN WE LOOK AT HOMELAND SECURITY, I WOULD SAY THAT WAS PROBABLY THE HALLMARK OF NRIC VI AND ONCE AGAIN HOMELAND SECURITY, IS GOING TO PERMEATE THROUGHOUT THE NRIC VII CHARTER.

THROUGH DISCUSSIONS ON VOIP, NETWORK BEST PRACTICES AND ALSO RIGHT NOW, BROADBAND.

WIRELESS NETWORK AND PUBLIC DATA NETWORK BEST PRACTICES ARE CRITICAL, AS THEY ARE A FOUNDATION UPON WHICH EMERGENCY COMMUNICATIONS DO RELY. BROADBAND IS HERE TODAY AND OFTEN HAS FAR MORE REACHING APPLICATIONS FOR THE FUTURE. AND IT'S GOING TO BE PROVIDING ACCESS FOR COMMUNICATION, CONVENIENCE OF ACCESS AND SPEED OF ACCESS TO RESIDENTIAL USERS.

LET'S GO A BIT MORE INTO THE FOCUS GROUPS MISSIONS.

THE FIRST FOCUS GROUP ENHANCED 911, THE CHAIR IS DAROLD WHITMER.

DAROLD, IF YOU WOULD PLEASE STAND UP.

DAROLD IS A VICE PRESIDENT AT INTRADO.

HE'S ABSOLUTELY A SUBJECT MATTER EXPERT, AND HE CERTAINLY HAS THE ABILITY TO DRIVE CONSENSUS, WHICH IS NEEDED FOR ALL THE FOCUS GROUPS. NOW, WHEN I LOOK AT THE MISSION ASSOCIATED WITH THIS GROUP, I THINK DEPLOYMENT. ALSO AFTER LISTENING TO STEVE MARZOLF, I THINK IT'S REALLY ABOUT TAKING THE GUESSWORK OUT OF ANSWERING 911 CALLS. IT'S ABOUT PROVIDING CONSISTENT DATA FORMATS TO PSAP’S. IT'S ABOUT A SINGLE PROCESS OF UPDATING INFORMATION AND FOR THE ABILITY TO RELY ON ACCURACY OF THE INFORMATION. BUT IT DOESN'T END THERE. AT THE SAME TIME, WE'LL BE IDENTIFYING BEST PRACTICES, CONCENTRATION POINTS WITHIN THE 911 NETWORK THAT CAN LEAD TO NETWORK OUTAGES. THERE WILL BE THREE DELIVERABLES AND THE FINAL RECOMMENDATION WILL BE PRESENTED AT THE DECEMBER '05 COUNCIL MEETING.

THE NEXT FOCUS GROUP, FOCUS GROUP 1B, ENHANCED 911 LONG-TERM ISSUES, THE CHAIR IS JIM NIXON. 

JIM, IF YOU COULD STAND UP.

JIM IS A DIRECTOR FOR T-MOBIL.

HE'S ALSO THE CHAIRMAN OF THE EMERGENCY SERVICES INTERCONNECTION FORUM AND ALSO JIM WAS AN E911 STATE DIRECTOR FOR THE STATE OF MARYLAND. THANKS JIM. 

JIM'S MISSION, JIM, IF YOU SHOULD CHOOSE TO ACCEPT IT. OF COURSE, EVERYONE HAD TO HAVE BEEN WAITING FOR THAT LINE; IS REALLY TO REVIEW THE 911 NETWORK AS IT IS TODAY. LOOK AT THE PROPERTIES CONTAINED WITHIN THE 911 NETWORK AND THINK, WHERE WOULD WE BE AND WHAT PROPERTIES WILL BE NEEDED IN THE YEAR 2010? WE HAVE TO LOOK AT SUCH PROPERTIES, AS CELL PHONE PICTURES, STREAMING VIDEO AND SHORT MESSAGE SERVICE. YOU HAVE PAGING. YOU HAVE IP TECHNOLOGY, VOICE-OVER IP. WHAT DO YOU THINK WILL BE THERE IN 2010? DEVISE A NETWORK WHILE SUPPORTING THOSE PROPERTIES.  WHAT IS THE RIGHT ARCHITECTURE FOR IP AND THEN WHAT ARE THE MIGRATION PATHS TO GET US THERE? HOW DO WE GET THERE FROM WHERE WE ARE TODAY? THIS IS A TOUGH ONE. THERE ARE QUITE A FEW DELIVERABLES; ONE IS AROUND THE CORNER IN SEPTEMBER. AND THE FINAL RECOMMENDATION WILL BE PROVIDED IN DECEMBER OF '05.

THIRD FOCUS GROUP IS 1C, OUTAGES AND BEST PRACTICES.

WE HAVE TWO CO-CHAIRS.

IF BOTH COULD PLEASE STAND UP.

WE HAVE NANCY POLLOCK. THANK YOU.

NANCY IS THE EXECUTIVE DIRECTOR OF THE METROPOLITAN 911 BOARD AT THE GREATER MINNEAPOLIS ST. PAUL AREA. NANCY IS ALSO ACTIVE IN APCO, WHICH IS THE ASSOCIATION OF PUBLIC SAFETY COMMUNICATIONS OFFICIALS, AS WELL AS ACTIVE IN NENA. BOB IS THE ADMINISTRATOR OF THE WASHINGTON STATE ENHANCED 911 PROGRAM, ALSO A VETERAN OF NRIC, AS HE PARTICIPATED ON THE VERY FIRST NRIC CHARTER.

THANK YOU.

THEIR MISSION IS STRAIGHTFORWARD.

I'LL SUM IT UP IN THREE STAGES. FIRST, TO ANALYZE, LOOK AT PREVIOUS 911 OUTAGES. SECOND, LOOK AT THOSE GAPS THAT APPLY TO THOSE OUTAGES, AND THIRD AT THE END OF THE DAY, IT'S FILLING THOSE GAP PROVIDING THE BEST PRACTICES TO PREVENT FURTHER OUTAGES FROM OCCURRING AGAIN. THEY ALSO HAVE A DELIVERABLE RIGHT AROUND THE CORNER, SEPTEMBER '04. AND THE LAST RECOMMENDATION WILL BE DELIVERED AT THE COUNCIL MEETING OF DECEMBER '05.

THE LAST FOCUS GROUP ASSOCIATED WITH THE ENHANCED 911, FOCUS GROUP 1D, THE CHAIRPERSON IS ROXANN BROWN.

IF YOU WOULD PLEASE STAND UP.

ROXANN IS THE DIRECTOR OF THE METROPOLITAN NASHVILLE EMERGENCY COMMUNICATIONS CENTER AND A SUBJECT MATTER EXPERT IN THIS FIELD. ROXANN'S MISSION IS SIMILAR TO 1B, WHERE SHE IS ALSO GOING TO REDEFINE THE NETWORK FROM THE PSAP TO THE FIRST RESPONDER; WHERE 1B LOOKED AT REDEFINING THE NETWORK FROM THE CALLER TO THE PSAP, AGAIN ROXANN’S TAKING IT FROM THE PSAP TO THE FIRST RESPONDER. SHE ALSO IS GOING TO LOOK AT THE REQUIREMENTS THAT WILL BE NEEDED, WHAT DATA IS NEEDED, AND SIMPLY STATED, HOW CAN WE GET THE BEST INFORMATION INTO THE HANDS OF THE FIRST RESPONDERS? WHAT SHOULD BE SENT? SHOULD PICTURES OF AN ACCIDENT, PICTURES OF A SUSPECT BE DELIVERED? WHAT IS NEEDED TO GET TO THAT FIRST RESPONDER THAT WILL HELP SAVE TIME AND ALSO POSSIBLY LIVES? IT'S A BIG CHALLENGE. 

AGAIN, SHE ALSO HAS TO LOOK AT WHAT ARCHITECTURE IS GOING TO SUPPORT THOSE NEEDS AS WELL AS, AGAIN, HOW ARE WE GOING TO MIGRATE FROM WHERE WE ARE TODAY TO GET TO THAT NEW ARCHITECTURE? AND THEN IF THAT'S NOT ENOUGH, WE'RE ACTUALLY BEING ASKED TO TAKE OFF OUR TRADITIONAL HATS AND THINK ABOUT HOW PSAP’S MAY NEED TO CALL HOMELAND SECURITY AND POSSIBLY SEND MISSION CRITICAL DATA TO THEM. WE MUST DEFINE THE NETWORK THAT WOULD BE CAPABLE TO PROVIDE THAT ABILITY TO THE PSAP’S TO CALL HOMELAND SECURITY. 

THERE ARE THREE ASSOCIATED DELIVERABLES FOR THIS FOCUS GROUP, THE FINAL RECOMMENDATION WILL BE THE DECEMBER '05 COUNCIL MEETING. 

THE SECOND MAIN FOCUS GROUP IS HOMELAND SECURITY.

WE ALREADY HEARD FROM DR. BILL HANCOCK.

LET ME SAY, I’M GOING TO SPEAK TO BOTH FOCUS GROUPS UNDER HOMELAND SECURITY. WE HAVE HOMELAND SECURITY THAT IS 1A INFRASTRUCTURE -- SORRY 2A INFRASTRUCTURE AND 2B CYBERSECURITY.

WE JUST HEARD DR. HANCOCK SPEAK TO CYBERSECURITY.

 P.J., A VETERAN OF NRIC VI, AS WELL AS DR. HANCOCK, ALSO A FOCUS GROUP CHAIR ON NRIC VI.

FOR HOMELAND SECURITY, AS WE HEARD DR. BILL HANCOCK SAY, VERY DIRECTLY, WE’RE GOING TO LOOK AT THE PREVIOUS BEST PRACTICES, UPDATE THEM, MODIFY THEM, ADD OR DELETE WHEN NECESSARY TO KEEP THE HOMELAND SECURITY BEST PRACTICES UP-TO-DATE. HOMELAND SECURITY IS A CONCERN THAT WILL NEVER GO AWAY, AND WE CAN SEE AS IT PERMEATES ONCE AGAIN THROUGH THIS NRIC VII CHARTER AS WE EXAMINE ALL THE NEEDS REQUIRED TO SUPPORT HOMELAND SECURITY BEST PRACTICES.

THEY HAVE THREE DELIVERABLES AND THE FINAL RECOMMENDATION OF UPDATING THOSE BEST PRACTICES WILL BE PRESENTED IN DECEMBER OF '05.

FOCUS GROUP THREE IS NETWORK BEST PRACTICES.

AGAIN VERY SIMILAR TO HOMELAND SECURITY.

THERE ARE TWO FOCUS GROUPS.

FOCUS GROUP 3A WILL BE WIRELESS DATA NETWORKS.

3B WILL BE PUBLIC DATA NETWORKS.

THE CO-CHAIR WHO WILL SIT ON BOTH SUBGROUPS IS KARL RAUSCHER.

IF YOU'D STAND UP.

KARL IS A DIRECTOR AT LUCENT.

HE IS CERTAINLY A VETERAN OF NRIC AS HE WAS MOST RECENTLY A FOCUS GROUP CHAIR FOR NRIC VI AND SERVED ON MANY PREVIOUS NRIC FOCUS GROUPS.

AND ALSO FOR PUBLIC DATA NETWORKS WE HAVE DAVID FRIGERI.

DAVID IS A DIRECTOR AT INTERNAP NETWORK SERVICES.

WE'RE EXCITED TO HAVE HIM WORKING WITH KARL ON NETWORK BEST PRACTICES. AGAIN, FOR NETWORK BEST PRACTICES, IT'S SIMILAR TO HOMELAND SECURITY. IT'S GOING TO REVIEW PREVIOUS BEST PRACTICES RECOMMENDED BY THE COUNCIL, ANALYZE THEM, AND PROVIDE THE BEST DATA NECESSARY, WHETHER IT'S ADDING, MODIFYING, DELETING, TO UPDATE THE BEST PRACTICES FOR BOTH WIRELESS AND PUBLIC DATA NETWORKS.

THREE KEY DELIVERABLES AND THE FINAL DELIVERABLE WILL BE PROVIDED IN THE SEPTEMBER '05 COUNCIL MEETING, NOT DECEMBER FOR THIS ONE, BUT SEPTEMBER.

BROADBAND IS THE LAST FOCUS GROUP.

OUR CHAIR IS MARY RETKA.

MARY, IF YOU WOULD PLEASE STAND UP.

THANK YOU.

MARY IS A DIRECTOR AT QWEST COMMUNICATIONS AND HAS PROVIDED QUITE A BIT OF WORK FOR PREVIOUS NRIC CHARTERS AND IS ALSO AN EXPERT ON BROADBAND. AND AT THE END OF THE DAY, I LOOK AT MARY’S MISSION AS REALLY HOW TO GET ALL THE DATA INTO THE END USER'S HAND AS QUICKLY AS POSSIBLE, MAKING IT USER FRIENDLY, PULLING ALL THE PIECEMEAL PARTS TOGETHER TO MAKE IT DEPLOYABLE FOR THE END USER IN A VERY USER FRIENDLY FASHION. APPLICATION AND   INNOVATION IS GOING TO BE KEY FOR BROADBAND AND WE'RE GOING TO LOOK AT HOW TO EXPAND THE USE OF BROADBAND FROM THE RESIDENTIAL POINT OF VIEW.

WE ARE ALL VERY FAMILIAR WITH TELECOMMUTING, OF COURSE, AND YOU HAVE BUSINESSES WITH E-COMMERCE, BUT ALSO TO THINK ABOUT DIFFERENT TYPES OF INNOVATION, SUCH AS, TELEMEDICINE.

IT'S HARD TO BELIEVE THAT WE COULD ACTUALLY HAVE A REMOTE DOCTOR VISIT VIA BROADBAND OR HAVE A MEDICAL ANALYSIS DONE, A MEDICAL SPECIALIST VIA BROADBAND.

SO THIS IS A BIG CHARTER FOR MARY AND FOR ALL OF US. AGAIN, SHE ALSO HAS THREE DELIVERABLES.

THE FINAL ONE WILL BE DECEMBER OF '05.

I'D LIKE TO PROVIDE THE NRIC HOME PAGE.

YOU'LL FIND MORE INFORMATION IN-DEPTH ON THE CHARTER. I HAVE MY CONTACT INFORMATION.

FEEL FREE TO CONTACT ME WITH ANY QUESTIONS, INFORMATION, AND DISCUSSIONS, CERTAINLY USE MY CONTACT INFORMATION TO SEND ME REPRESENTATIVES FROM YOUR ORGANIZATIONS. I CAN ONLY HOPE THAT TOMORROW MORNING AT 8:00 A.M. MY EMAIL WILL JUST BE FILLED WITH GOOD FOLKS FROM YOUR ORGANIZATIONS WANTING TO PARTICIPATE IN THESE FOCUS GROUPS.

AGAIN, LET ME JUST GO OVER THE QUARTERLY MEETING SCHEDULE. JUNE WILL BE OUR NEXT MEETING FOLLOWED BY SEPTEMBER AND THEN THE LAST ONE FOR '04 WILL BE DECEMBER 6TH. ONCE AGAIN, I DON'T WANT TO SOUND LIKE A BROKEN RECORD, BUT PLEASE PLACE NOT JUST REPRESENTATION ON THESE FOCUS GROUPS, BUT, LIKE I SAID, PLEASE PROVIDE AND PULL YOUR BEST TALENT POSSIBLE. CONVEY TO YOUR REPS THAT THEIR ATTENDANCE IS CRITICAL, PARTICIPATION IS CRITICAL. YOU KNOW, IT'S WONDERFUL TO SAY WE HAD A FOCUS GROUP THAT HAD 42 PEOPLE. BUT AT THE END OF THE DAY, IF ONLY FOUR PEOPLE PROVIDED THE SOLID INPUT AND RECOMMENDATIONS, I’D SAY THAT'S NOT GOOD.

WE WANT ALL OF YOUR REPRESENTATION, YOUR OPINION IT'S YOUR IDEAS, WE WANT YOUR SUBJECT MATTER EXPERTS TO PROVIDE THE BEST WORK AND RECOMMENDATIONS FOR THIS COUNCIL. OK?

ALSO ATTEND THE COUNCIL MEETINGS.

THANK YOU.

ANY QUESTIONS?

>> [INAUDIBLE]

>>I’VE HEARD FROM WHAT YOU SAID ONE OF THESE GROUPS ALSO HAS THE AUTHORITY PERHAPS TO CHANGE OR REVISE OR MODIFY BEST PRACTICES. I'D BE INTERESTED IN KNOWING THEN HOW THAT PROCESS GOT DONE. BUT I’M EVEN MORE INTERESTED IN FINDING OUT IF A FOCUS OF THIS ACTIVITY IS GOING TO BE TO FIND OUT TO WHAT EXTENT BEST PRACTICES ARE BEING IMPLEMENTED AND IF THEY ARE NOT BEING IMPLEMENTED, WHAT AUTHORITY ANY OF THESE WORKING GROUPS HAVE TO COME AND MAKE THEM RECOMMENDATIONS, MAYBE MAKING FURTHER STEPS NECESSARY TO REQUIRE THE IMPLEMENTATION OF BEST PRACTICES.

>>WELL, NOW, WHEN YOU THINK OF WHAT DR. BILL HANCOCK HAD MENTIONED DURING HIS SPEECH, HE MENTIONED TERRORIST ATTACKS, AND THREE DIFFERENT AREAS THAT PROBABLY WERE NOT IN THE BEST PRACTICES THAT WERE PRESENTED TO THE COUNCIL, TO THE PREVIOUS NRIC COUNCIL. SO THAT WOULD BE A GOOD AREA WHERE I WOULD EXPECT DR. BILL HANCOCK’S FOCUS GROUP TO BE ADDING TO AND THEN PUTTING FORTH THAT RECOMMENDATION TO THE COUNCIL WHICH WOULD BE THE CYBERSECURITY OF HOMELAND SECURITY. SO THAT'S WHAT I WOULD LOOK AT HOW A GOOD EXAMPLE WOULD BE ADDING ON TO AN EXISTING BEST PRACTICE.

>>AND THEN IF THERE IS INADEQUATE IMPLEMENTATION?

>>I WOULD THINK THE IMPLEMENTATION WOULD BE ADDRESSED. IF THE MIGRATION PLAN, FOR EXAMPLE, IS REQUIRED, THEY WOULD HAVE TO LOOK AT WHERE WE ARE TODAY AND HOW WOULD WE GET THERE AND WHAT WOULD BE THE STEPS ASSOCIATED WITH IT. IT HAS TO BE PART OF THE RECOMMENDATION.

>>YES.

>>THE ONE THING I WOULD LIKE TO ADD, THOUGH, THAT WE NEED TO BE CAREFUL ABOUT IS PREVIOUS NRIC’S USED A GREAT DEAL OF CAUTION TO MAKE SURE BEST PRACTICES WERE IDENTIFIED BUT MAY NOT APPLY IN EVERY SITUATION. AND I COULD GO THROUGH MANY EXAMPLES WHERE BURIED FUEL TANKS POSE ENVIRONMENTAL HAZARDS.  THE SPIRIT OF THESE RULES HAVE BEEN DEVELOPED RECOGNIZING THIS WAS A GROUP OF OPERATIONAL EXPERTS AND TECHNICAL EXPERTS WHO WERE DEFINING A GROUP OF THINGS THAT THEY HAD FOUND TO WORK WELL FOR THEM, BUT THAT OTHER MEMBERS OF THE INDUSTRY MAY OR MAY NOT FIND WORK EQUALLY WELL. 

MY ONLY CONCERN WOULD BE IF WE START MAKING THOSE MANDATORY WITHOUT REVISITING THEM, THEIR APPLICABILITY, I THINK IT'S GOING TO IMPACT THE DEGREE AND THE SPIRIT OF THE WORK THAT WE GET OUT OF THESE WORKING GROUPS. SO I THINK WE NEED TO KEEP THAT IN MIND AS WE START LOOKING AT WHETHER ANY OF THOSE BEST PRACTICES SHOULD, IN FACT, BE MADE MANDATORY.

THANK YOU.

>>I WOULD SAY IN RESPONSE THAT NANCY AND OTHERS TODAY TALKED A GREAT DEAL ABOUT CONSENSUS BUILDING AND MAKING SURE THAT WE HAVE ALL THE EFFECTIVE PARTIES ON THE SAME PAGE. TO THE EXTENT THAT BEST PRACTICE MAY NOT WORK ACROSS ALL ENTITIES OR ALL AREAS, I THINK YOU MAKE A VALID POINT. AND I THINK IT NEEDS TO BE LOOKED AT. AND RATHER THAN FORCE-FEED IT, WE NEED TO SERIOUSLY THINK ABOUT, DOES IT MAKE SENSE?

ON THE OTHER HAND, IT'S DIFFICULT WITH A GROUP THIS SIZE AND ALL THE ENTITIES THAT YOU'RE DEALING WITH TO SOMETIMES GET CONSENSUS. AND THERE'S A FINE BALANCE THERE. I WILL DO MY BEST AS CHAIRMAN TO TRY TO UNDERSTAND THAT BALANCE AND SEEK THE HELP FROM OTHER COUNCIL MEMBERS AS WE MOVE FORWARD AND MAKE OUR RECOMMENDATIONS. ANY OTHER QUESTIONS OR COMMENTS?

>>OK.

GREAT.

>>OK, NANCY.

THANK YOU SO MUCH.

IF THERE ARE NO OTHER QUESTIONS, THEN I’LL TURN IT OVER TO CHAIRMAN POWELL FOR HIS CLOSING REMARKS.

>>I THANK YOU AGAIN FOR YOUR COMMITMENT, AND I WANT TO PUT AN ECHO ON NANCY’S CALL FOR REALLY STAFFING US WITH TALENTED PEOPLE WHO ARE COMMITTED TO THE PROCESS. WE RECOGNIZE AND HAVE ALWAYS RESPECTED THAT THIS IS IN ADDITION TO YOUR DAY JOB. WE'RE FULLY BEHIND COMMITTING RESOURCES TO IT. ALL WE ASK IS FOR A COMPANION COMMITMENT FROM THE INDUSTRY ON BEHALF COLLECTIVELY OF THE AMERICAN PEOPLE.

IF IT'S A PROBLEM IN YOUR COMPANY, I WOULD ENCOURAGE YOU TO CALL ME OR LET ME KNOW AND TELL ME WHOSE CEO I NEED TO CALL.

[LAUGHTER]

WE'LL DO WHAT WE CAN TO FIX THAT VERY QUICKLY. BUT AGAIN, THANK YOU FOR YOUR EFFORTS AND THANK YOU FOR YOUR SUPPORT.

[AGAIN, THANK YOU FOR SERVING AS CHAIR, MR. CHAIRMAN.]

THANK YOU, CHAIRMAN.

JUST LET ME CONCLUDE BY SAYING ONCE AGAIN THAT I AM DELIGHTED AND HONORED TO CHAIR NRIC VII. I THANK ALL OF YOU IN ADVANCE FOR WHAT I KNOW WILL BE GREAT PARTICIPATION AND AS IMPORTANTLY CO-COLLABORATION. I THINK THERE ARE A FEW THINGS THAT I’LL BE LOOKING TOWARDS.

THE FIRST IS I THINK TO COMMISSIONER COPPS COMMENTS; WE HAVE TO MAINTAIN A SENSE OF URGENCY. HERE WE LIVE IN A DANGEROUS TIME. AND WHAT COULD BE MORE IMPORTANT THAN PROTECTING THE LIVES OF THE AMERICAN PUBLIC? THAT'S ONE OF THE MISSIONS HERE IN TERMS OF GIVING PUBLIC SAFETY THE TOOLS THAT THEY NEED TO RESPOND TO ANY NUMBER OF DIFFERENT INCIDENTS. I THINK IT'S IMPORTANT THAT WE DON'T TRY TO NECESSARILY REINVENT THE WHEEL.

IF THERE IS A PROCESS THAT WORKS AND IT HAS BEEN DEMONSTRATED TO HAVE WORKED, WE SHOULD RUN WITH IT. THAT'S NOT TO SAY WE SHOULDN'T TRY TO ENHANCE IT. BUT THERE'S ENOUGH ON THE PLATE TO DO WHERE WE SHOULDN'T HAVE TO SPEND A WHOLE LOT OF TIME REINVENTING THE WHEEL IF, IN FACT, THAT'S THE CASE. 

FINALLY, I WOULD SAY THAT ANY RECOMMENDATIONS THAT COME FROM THE COUNCIL, I WOULD HOPE, WOULD BE IMPLEMENTABLE AND I WOULD HOPE HAVE ACHIEVED A CONSENSUS THAT I TALKED ABOUT EARLIER IN MY COMMENTS.

SO ONCE AGAIN, I’LL CLOSE BY SAYING THANK YOU FOR YOUR PARTICIPATION. I LOOK FORWARD TO WORKING WITH ALL OF YOU. NANCY AND I ARE AVAILABLE TO ANY AND ALL OF YOU, AND YOU KNOW HOW TO GET A HOLD OF US.

AND MR. CHAIRMAN, THANK YOU SO MUCH FOR THE APPOINTMENT.  I LOOK FORWARD TO SERVING.

THANKS EVERYBODY.

>>THANK YOU, CHAIRMAN DONAHUE.

AND JUST A FEW REMARKS IN CLOSING.

I WILL ADD MY THANKS AND I’LL ADD MY REQUEST ON TOP OF WHAT NANCY HAS ALREADY SAID. VERY CLEARLY, PLEASE DO EVERYTHING YOU CAN TO GET YOUR BEST PEOPLE ON THESE FOCUS GROUPS. IT ABSOLUTELY MAKES EVERY BIT OF DIFFERENCE. 

AND YOU DO HAPPEN TO BE HERE AT A VERY SPECIAL TIME IN DC. IT'S CHERRY BLOSSOM TIME.

SO GET OUT AND CHECK OUT THE CHERRY BLOSSOMS. AND IF NOT, I WISH YOU ALL A SAFE JOURNEY HOME.

AND THE MEETING TODAY IS ADJOURNED.

