Downloadable Security Technology Advisory Committee Working Group Descriptions and Makeup
DSTAC Chair 
Cheryl Tritt 
Senior Counsel – Wilkinson Barker Knauer

Working Group 1–Current Commercial Requirements 
Co-editors:
Milo Medin, Google
Jay Rolls, Charter

FCC Liaisons:
Julissa Marenco
Nancy Murphy

Description:  The working group will identify the requirements of content owners, multichannel video programming distributors (MVPDs), consumer electronics companies, system equipment manufacturers, and consumers that exist as of February 23, 2015.  The working group will discuss risks and threats including (but not limited to) content piracy, brand protection, consumer privacy, device cloning, and device spoofing.  The working group will identify issues that must be addressed to develop a software-based downloadable security system that would allow a manufacturer to build a functional equivalent to a CableCARD device for any MVPD.  
Product:  The working group will deliver and present a written summary of its findings to the full DSTAC on March 24, 2015.
Members:
John Card II, DISH
Matthew Clark, Amazon
Adam Goldberg, Public Knowledge
Brad Love, Huappauge
John McCoskey, MPAA
Milo Medin, Google
Jay Rolls, Charter
Brent Smith, Evolution
Robin Wilson, NAGRA



Working Group 2–Technology and Preferred Architectures
Co-editors:
Bob Clyne, Cablevision
Dr. Joe Weber, TiVo

FCC Liaison:
Henning Schulzrinne
[bookmark: _GoBack]John Kiefer

Description:  The working group will describe each of the system architectures in place today, in enough detail to uncover salient differences in how commercial requirements are met.  Systems include Direct Broadcast Satellite, facilities-based wireline video providers (including systems that deliver video via coaxial cable, twisted pair copper, and fiber-optic cable), and over-the-top video.  The working group will prepare a written report describing how each type of architecture protects against risks and threats (e.g., hardware renewability; software updates; device, service, and user authentication).  The working group shall also include methods for adjusting and updating security measures to protect against adapting security threats in its written summary.
Product:  The working group will deliver and present a written summary of its findings to the full DSTAC on March 24, 2015.
Members:
Ahmad Ansari, AT&T
Brant Candelore, Sony
Bob Clyne, Cablevision
Mark Hess, Comcast
Ken Lowe, Vizio
Bruce McClelland, ARRIS
Alan Messer, Samsung
Simha Sethumadhavan, Special Government Employee
Joe Weber, TiVo

Working Group 3–Security requirements for downloadable security
Co-editors:
Adam Goldberg, Public Knowledge
Bruce McClelland, ARRIS

FCC Liaisons:
Sagar Doshi
Julissa Marenco
Nancy Murphy

Description:  The working group will identify performance objectives, technical capabilities, and technical standards that relate to the security elements of the downloadable security system.  The working group will also identify minimum requirements needed to support the security elements of the downloadable security system.  
Product:  The working group will deliver a written functional description of its performance objectives, technical capabilities, and technical standards, and minimum requirements to the full DSTAC.  It will present an outline of its work at the May 13, 2015 meeting, a first draft of its report at the July 7, 2015 meeting, and a final report for full DSTAC discussion and consideration at the August 4, 2015 meeting.
Members:
Adam Goldberg, Public Knowledge
Mark Hess, Comcast
Bruce McClelland, ARRIS
Alan Messer, Samsung
Jay Rolls, Charter
Simha Sethumadhavan, Special Government Employee
Brent Smith, Evolution
Joe Weber, TiVo
Robin Wilson, NAGRA

Working Group 4–Device platforms, variability, and interfaces
Co-editors:
Brant Candelore, Sony 
John Card II, DISH

FCC Liaisons:
Scott Jordan
John Kiefer
Alison Neplokh


Description:  The working group will identify existing devices and technologies that receive MVPD and OTT service, such as DVRs, HDTVs, personal computers, tablets in home, connected mobile devices, take-and-go mobile devices, etc., and identify the salient differences important to implementation of the non-security elements of a system to promote the competitive availability of such devices based on downloadable security.
For each category of existing device identified above, the working group will identify a system comprising minimum standards, protocols, and information other than security elements to enable competitive availability of devices that receive MVPD services.
The working group may identify alternative systems as appropriate to promote the availability of different categories of navigation devices, consistent with the Commission’s instruction to recommend an approach that would allow consumer electronics manufactures to build devices with competitive interfaces and an approach under which MVPDs would maintain control of the user interface.
Product:  The working group will deliver and present its findings to the full DSTAC.  It will present an outline of its work at the May 13, 2015 meeting, a first draft of its report at the July 7, 2015 meeting, and a final report for full DSTAC discussion and consideration at the August 4, 2015 meeting.
Members:
Ahmad Ansari, AT&T
Brant Candelore, Sony
John Card II, DISH
Matthew Clark, Amazon
Bob Clyne, Cablevision
Brad Love, Huappauge
Ken Lowe, Vizio
John McCoskey, MPAA
Milo Medin, Google





