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Thank you John. Good morning everyone.  It’s a pleasure to be here.
Recent events in the region, such as the Virginia earthquake and Hurricane Irene, have once again drawn focus to the Nation’s public safety communication capabilities.  And with the 10th anniversary of 9/11 just a few days behind us, it’s a reminder that the Nation’s emergency communications must be working when they are most needed and that the nation requires the best system of emergency communications possible.  
SLIDE TWO
Today I am going to discuss how developments in technology are contributing to improving our Nation’s emergency communications capabilities.  I will touch upon issues such as the nationwide interoperable public safety broadband network, the impending narrowbanding deadline, Next Generation 911, network reliability, and emergency alerting.  These issues, which are intertwined with the adoption and utilization of new technologies by federal, state, and local practitioners, are revolutionizing and advancing emergency communications.  

SLIDE THREE
Mobile broadband is revolutionizing how public safety professionals communicate with one another.  By deploying a nationwide interoperable public safety wireless broadband network, first responders will be able to communicate with one another, throughout the Nation, wherever and whenever crisis.  
In order to ensure the nationwide interoperable availability of this technology, the Commission has established the Emergency Response Interoperability Center, or ERIC, to develop the technical framework for the nationwide interoperable public safety wireless broadband network.

SLIDE FOUR
Last year, the Commission granted several pending requests to permit early deployment of statewide or regional public safety broadband networks.  The Commission also adopted an Order providing the technical framework for these waiver recipients, the foundation for the public safety broadband network.  
In January of this year, the Commission adopted an Order mandating that all public safety broadband networks adopt LTE as a common technology platform and sought comment in a FNPRM on a host of issues necessary to advance the framework for ensuring public safety broadband interoperability on a nationwide basis.  

The Commission also recently adopted a Fourth Report and Order in response to the Petition filed by the City of Charlotte, North Carolina, a waiver recipient.  The Petition for Declaratory ruling requested, clarification on the scope of permissible operations under Section 337 of the Communications Act, that any use of the public safety 700 MHz band, as undertaken by state, local, and other governmental entities, may be eligible to use the public safety 700 MHz band.  The Order concluded that such an interpretation is not supported by a plain reading of the statute and that there is sufficient flexibility within the statute to encompass many of the uses contemplated by Charlotte as well as those that filed comments in support of Charlotte’s request.  The Commission provided an adequate structure that will provide guidance to government entities seeking to determine who and how those systems may be used in order to qualify as “public safety services” under Section 337.  

A few weeks ago, the Bureau adopted an Order addressing Harris Corporation’s Petition for Clarification regarding the language implied on the Texas Waiver Order.  The Bureau clarified that it does not require, endorse, or favor any specific form of local procurement and does not endorse or require any jurisdiction to use a sole-source method for obtaining services or equipment for their networks.  

These actions are bridging the gap between new and innovative technologies with current and future uses to enhance and bring emergency communications into the 21st Century.  And we are actively working with several waiver recipients who are beginning to deploy their networks.


SLIDE FIVE
But we cannot forget mission critical voice communications public safety relies on.  At the same time that we are focused on mobile broadband, we are also continuing to focus on improving narrowband technology.  One of our most important initiatives in this regard is our narrowbanding requirement for VHF and UHF land mobile radio systems.  This requires VHF and UHF systems to migrate from 25 kHz to 12.5 kHz or narrower bandwidth technology, so that additional channel capacity can be made available for new and expanded systems.  Let me take this opportunity to remind everyone that the narrowbanding must be completed by January 1, 2013, so this important deadline is almost upon us.  
SLIDE SIX
Next Generation 9-1-1, or NG911, is the progeny of new technological innovations within the communications industry.  But emergency communications are not keeping pace with these innovations.  The migration towards NG911 services is a must and should be adopted quickly to further enhance emergency communications when saving lives.

The limitations of Legacy 911 services cannot keep up with today’s demands.  NG911 systems will have greater resiliency and reliability while supporting newer technologies such as video, text, and data.  The return on investment for NG911 can be measured by cost savings but I would measure it with how many more lives you able to save.    

SLIDE SEVEN
The Commission is doing its part to improve existing 9-1-1 and NG911 policy to keep up with innovative communications technology.  Last year, the Commission adopted an Order requiring wireless carriers to comply with the FCC’s location accuracy standards at either the county or PSAP-based geographic level.  The Commission also adopted a FNPRM and a NOI that sought comment on several issues with respect to amending the Commission’s wireless 9-1-1 and Enhanced 9-1-1, or E911 requirements and extending 9-1-1 and E911 requirements to additional VoIP and wireless services.  
In December of last year, the Commission adopted a NOI that initiated a comprehensive proceeding to address how NG911 can enable the public to obtain emergency assistance by means of advanced communications technologies beyond traditional voice-centric devices.  
Last month, the Report and Order the Commission adopted phases out the less stringent network-based location accuracy standard over a period of time and requires all new wireless carriers to comply with the handset-based location criteria, regardless of the location technology they actually use.  The Report and Order also requires wireless carriers to periodically test their outdoor E911 location accuracy results and to share the results with Public Safety Answering Points (PSAPs), state 9-1-1 offices, and the Commission, subject to confidentiality safeguards.  

In the FNPRM, the Commission sought comment on measures to improve 9-1-1 availability and location determination for users of interconnected VoIP services.  In addition, the Commission sought comment on technological approaches to improve location accuracy for 9-1-1 calls originating from indoor environments.    

SLIDE EIGHT
Earlier this month, the Chairman announced the Commission’s five-step strategic plan that will help spur deployment of NG911 services.  The steps outlined here, not shown in the order of importance, will only be accomplished if we work together. 

The plan begins with funding.  We need to identify a cost-efficient way to pay for the deployment of NG911 equipment and services.  My staff is preparing a cost model to identify the deployment and operational costs with relation to NG911.      

Next, the plan requires a governance framework, one that includes all stakeholders and identifies the chain of command as well as coordination tactics in the event of an emergency.  Folks here are all familiar with the word, quote unquote, “jurisdiction.”  We need get beyond this and work together, especially in the National Capital Region when lives are at stake. 

The next step is to develop the technical standards to make these systems interoperable.  Yes, I said it; NG911 systems must also be interoperable.  Technological innovations have allowed all commercial mobile devices, if capable, to transmit and receive newer methods of communicating.  Why shouldn’t public safety equipment be able to do so?  

The fourth step is to develop location accuracy mechanisms for NG911.  As I mentioned earlier, the Commission has already undertaken an effort to facilitate the deployment of NG911 and the July 9-1-1 Location Accuracy Report and Order and FNPRM was a step, in a series, that will allow emergency responders to locate and help people who are in need of assistance in an NG911 environment.  

The last step is the consideration of a NPRM that will accelerate NG911 adoption and help the Commission enable the transmission of non-voice communications, such as text and video, to PSAPs.  The migration and integration to NG911 will present many challenges and the Commission is dedicated to working with states and industry stakeholders to make it as seamless as possible.  One specific challenge is with network reliability.

SLIDE NINE
Last week on September 8th, the Bureau held a workshop and webinar that focused on network reliability.  Specifically, the workshop explored two pending proceedings that address the proposed extension of outage reporting to VoIP and broadband ISPs and the reliability and continuity of communications networks. 

The first proceeding seeks to promote the reliability and resiliency of current and future communications systems.  On May 12th, the Commission adopted a NPRM that seeks comment on whether the FCC should extend its current outage reporting requirements to broadband Internet service- and interconnected voice over Internet protocol-providers.  The reply comment period closes on October 7, 2011. 
The second proceeding examines issues regarding the reliability, resiliency, and continuity of our Nation’s communications networks, including broadband technologies.  As the communications infrastructure migrates from older technologies to broadband technology, critical communications services will be carried over a communications infrastructure that may or may not be built to the high carrier grade standards of legacy wireline systems.  This could be a major source of concern for critical sectors, such as energy and public safety, and for consumers in general.     
SLIDE TEN
The last issue I’m going to discuss today is the Emergency Alert System.  For years, the Nation has relied on television and radio broadcasters, satellite radio and television providers as well as cable television and wireline video providers to work with federal, state, and local governments in sending out these alerts and warnings.  As such, the EAS will continue to function as one key component of a National alert and warning system that will provide alerts over multiple communications platforms.  

Last February, the Commission adopted an Order that set the basic technical parameters for the initial, and subsequent, national EAS tests.  The first-ever, top-to-bottom nationwide test that will be conducted on November 9, 2011 at 2 pm Eastern Standard Time (EST). 

At the local and state level, components of the EAS are tested on a weekly and monthly basis, but there has never been an end-to-end, nationwide test of the system.  Without such a test, we cannot be certain that the EAS will work as designed should it need to be activated to alert the public in a large region of the United States or nationwide.  So, on November 9, we’ll mark the first time that such a test occurs nationwide.
Another alerting system the Commission is working on is the Commercial Mobile Alert System (CMAS), or also known as the Personal Localized Alerting Network (PLAN).  PLAN is a new service that will send text-like alerts, to enabled mobile devices, in a targeted geographic area when public safety is threatened.  PLAN creates a fast lane for emergency alerts, so this vital information is guaranteed to get through even if there is congestion in the network, which will make a tremendous difference during disasters. 
SLIDE ELEVEN

Thank you for your time and attention.  The Commission and the Public Safety and Homeland Security Bureau are working diligently both internally and externally to ensure that the Nation has a public safety communications system that incorporates all the advantages that new technologies have to offer.  I look forward to your questions. 
