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TITLE SLIDE
Good morning everyone.  It’s a pleasure to be here to discuss how developments in technology contribute to our Nation’s emergency communications capabilities.

I want to thank Claire Bailey and the National Association of State Technology Directors for hosting this event and inviting me to speak to you today.  The experience and depth of knowledge represented is truly impressive and I am honored to be included.  I’m also excited to learn about the newest technologies that are showcased here.  I’m looking forward to viewing many demonstrations later today. 
SLIDE TWO
Today I am going to touch on some of the most critical public safety and homeland security communications issues including the nationwide interoperable public safety broadband network, the impending narrowbanding deadline, Next Generation 911, cybersecurity, and emergency alerting.  These issues, which are intertwined with the adoption and utilization of new technologies by federal, state, and local practitioners, are revolutionizing and advancing emergency communications.  I’m going to start with a brief overview of the Public Safety and Homeland Security Bureau.   
SLIDE THREE
As Chief of the Public Safety and Homeland Security Bureau, I have the pleasure of leading the Bureau responsible for carrying out the Commission’s public safety mission.  We strive to introduce rapid, reliable, and ubiquitous communication technologies into the fabric of our communications networks to promote public safety and homeland security.

It truly is an exciting time.  At no other time in our Nation’s history has technology transformed our lives so quickly and completely.  Perhaps the greatest impact is that of digital technology on how we communicate.  But unfortunately, emergency response communications have not kept pace with the technological innovations that all first responders rely on.  While planning the deployment and implementation of new technological innovations with emergency communications, we must still remain vigilant to keep the legacy systems functional and interoperable so that we can saves lives everyday, every hour, and every minute.   

SLIDE FOUR
Mobile broadband is revolutionizing how public safety professionals communicate with one another.  By deploying a nationwide interoperable public safety network, first responders will be able to communicate with one another, throughout the Nation, wherever and whenever crisis occurs by utilizing mobile broadband technology.  
In recognition of harnessing this technology, the Commission has established the Emergency Response Interoperability Center, or ERIC, to develop the technical framework for nationwide interoperability on the public safety broadband network.

SLIDE FIVE
Last year, the Commission granted several pending requests to permit early deployment of statewide or regional public safety broadband networks, recognizing the importance of these early deployments as the nascent stage of the nationwide network.  
The Commission also adopted an Order providing the technical interoperability framework for these waiver recipients, the foundation for the nationwide public safety wireless broadband network.  Several of these deployments are underway.

In January of this year, the Commission adopted an Order mandating that all public safety broadband networks adopt LTE as a common technology platform and sought comment in a Further Notice of Proposed Rulemaking on a host of issues necessary to advance the framework for ensuring public safety broadband interoperability on a nationwide basis.  

The Commission also recently adopted a Fourth Report and Order in response to the Petition filed by the City of Charlotte, North Carolina, a waiver recipient.  The Petition for Declaratory ruling requested, clarification on the scope of permissible operations under Section 337 of the Communications Act, that any use of the public safety 700 MHz band, as undertaken by state, local, and other governmental entities, may be eligible to use the public safety 700 MHz band.  The Order concluded that such an interpretation is not supported by a plain reading of the statute and that there is sufficient flexibility within the statute to encompass many of the uses contemplated by Charlotte as well as those that filed comments in support of Charlotte’s request.  The Commission provided an adequate structure that will provide guidance to government entities seeking to determine who and how those systems may be used in order to qualify as “public safety services” under Section 337.  

Also, last week, the Bureau adopted an Order addressing Harris Corporation’s Petition for Clarification regarding the language implied on the Texas Waiver Order.  The Bureau clarified that it does not require, endorse, or favor any specific form of local procurement and does not endorse or require any jurisdiction to use a sole-source method for obtaining services or equipment for their networks. 


SLIDE SIX
When ERIC was established, we envisioned that it would need strong advice from the public safety community as well as various sectors of the telecommunications industry including state, local, and tribal government agencies.  So on February 2nd, consistent with the Federal Advisory Committee Act, the ERIC Public Safety Advisory Committee, or ERIC PSAC, was formed with 59 members.  Chief Jeff Johnson, representing the International Association of Fire Chiefs, was designated as Chairman of the Committee and Deputy Chief Eddie Reyes, representing the City of Alexandria, Virginia Police Department, as Committee Vice-Chair.  The ERIC PSAC is broken down into four working groups (WG), designated as the Interoperability WG, Applications and User Requirements WG, Security and Authentication WG, and Network Evolution WG.  

Since its inception, the ERIC PSAC has met twice with a third meeting tentatively planned sometime this Fall.  During the last meeting on May 24th, recommendations were adopted and given to the FCC and submitted into the record of the interoperability proceeding from the four working groups addressing short term questions posed to the ERIC PSAC.  These committee members, stakeholders in the public safety broadband network, are bridging the gap between new and innovative technologies with current and future uses to enhance and bring emergency communications into the 21st Century. 
SLIDE SEVEN
But we cannot forget mission critical voice communications public safety relies on.  At the same time that we are focused on mobile broadband, we are also continuing to focus on improving narrowband technology.  One of our most important initiatives in this regard is our narrowbanding requirement for VHF and UHF land mobile radio systems.  This requires VHF and UHF systems to migrate from 25 kHz to 12.5 kHz or narrower bandwidth technology, so that additional channel capacity can be made available for new and expanded systems.  Let me take this opportunity to remind everyone that the narrowbanding must be completed by January 1, 2013, so this important deadline is almost upon us.  
Statewide Interoperability Coordinators (SWICs) also plays a critical role in a state’s interoperability effort.  The SWICs coordinates with emergency response leaders across all levels of government to implement a statewide strategic vision for interoperability, developing and implementing a Statewide Communications Interoperability Plan.  This plan should utilize all technologies to develop a dynamic infrastructure that compliments any and all emergency communications including planning and implementing the use of Next Generation 9-1-1 technologies.   
SLIDE EIGHT
Next Generation 9-1-1, or NG911, is the progeny of new technological innovations within the communications industry.  But like I said earlier, emergency communications are not keeping pace with these innovations.  The migration towards NG911 services is a must and should be adopted quickly to further enhance emergency communications when saving lives.
The limitations of Legacy 911 services cannot keep up with today’s demands.  NG911 systems will have greater resiliency and reliability while supporting newer technologies such as video, text, and data.  Now every CTO here should be listening because I’m going to make a statement that you should hear.  NG911 will save your state money in the long run.  Let me repeat, NG911 will save your state money!  The return on investment for NG911 can be measured by cost savings but I would measure it with how many more lives you able to save.    

SLIDE NINE
The Commission is doing its part to improve existing 9-1-1 and NG911 policy to keep up with innovative communications technology.  Last year, the Commission adopted an order requiring wireless carriers to comply with the FCC’s location accuracy standards at either the county or PSAP-based geographic level.  The Commission also adopted a Further Notice of Proposed Rulemaking and a Notice of Inquiry that sought comment on several issues with respect to amending the Commission’s wireless 911 and E911 requirements and extending 911 and E911 requirements to additional VoIP and wireless services.  
In December of last year, the Commission adopted a Notice of Inquiry that initiated a comprehensive proceeding to address how NG911 can enable the public to obtain emergency assistance by means of advanced communications technologies beyond traditional voice-centric devices.  
Last month, the Commission adopted a Report and Order and a Further Notice of Proposed Rulemaking.  The Report and Order phases out the less stringent network-based location accuracy standard over a period of time and requires all new wireless carriers to comply with the handset-based location criteria, regardless of the location technology they actually use.  The Report and Order also requires wireless carriers to periodically test their outdoor E911 location accuracy results and to share the results with Public Safety Answering Points (PSAPs), state 911 offices, and the Commission, subject to confidentiality safeguards.  

In the Further Notice of Proposed Rulemaking, the Commission sought comment on measures to improve 911 availability and location determination for users of interconnected VoIP services.  In addition, the Commission sought comment on technological approaches to improve location accuracy for 911 calls originating from indoor environments.    

SLIDE TEN
Earlier this month, the Chairman announced the Commission’s five-step strategic plan that will help spur deployment of NG911 services.  The steps outlined here, not shown in the order of importance, will only be accomplished if we work together. 

Like everything else in life, the plan begins with funding, something that everyone here is acutely aware of.  We need to identify a cost-efficient way to pay for the deployment of NG911 equipment and services.  My staff is preparing a cost model to identify the deployment and operational costs with relation to NG911.      

Next, the plan requires a governance framework, one that includes all stakeholders and identifies the chain of command as well as coordination tactics in the event of an emergency.  Now we’re all familiar with the word “jurisdiction,” we need get beyond the “who’s bigger” or “this is my jurisdiction” and realize that it is critically important to work together when lives are at stake. 

The next step is to develop the technical standards to make these systems interoperable.  Yes, I said it; NG911 systems must also be interoperable.  Technological innovations have allowed all commercial mobile devices, if capable, to transmit and receive newer methods of communicating.  Why shouldn’t public safety equipment be able to do so?  

The fourth step is to develop location accuracy mechanisms for NG911.  As I mentioned earlier, the Commission has already undertaken an effort to facilitate the deployment of NG911 and the July 911 Location Accuracy Report and Order and Further Notice of Proposed Rulemaking was a step, in a series, that will allow emergency responders to locate and help people who are in need of assistance in an NG911 environment.  

The last step is the consideration of a Notice and Proposed Rulemaking that will accelerate NG911 adoption and help the Commission enable the transmission of non-voice communications, such as text and video, to PSAPs.  The migration and integration to NG911 will present many challenges and the Commission is dedicated to working with states and industry stakeholders to make it as seamless as possible.  One specific challenge is with cyber security.

SLIDE ELEVEN

According to the Internet World Stats, in March of this year, there were over 2 billion Internet users in the world, with over 245 million users in the U.S.  The Internet Crime Complaint Center had over 300,000 complaints last year with over 2 million complaints received since its inception.  Internet use and cyber crimes are directly correlated.  It is important for us to work together to find solutions to cyber security issues we face every day both in the private and government sectors.
SLIDE TWELVE

The Commission has been working to develop advance cybersecurity best practices and strengthening our communications infrastructure though our current proceedings and our advisory committees.  Everyone here has the ability to actively participate and effectively employ cybersecurity equipment and services to combat cyber crime.    
To promote the reliability and resiliency of current and future communications systems, on May 12th, the Commission adopted a Notice of Proposed Rulemaking that seeks comment on whether the FCC should extend its current outage reporting requirements to broadband Internet service- and interconnected voice over Internet protocol-providers.  
We also initiated a comprehensive examination of issues regarding the reliability, resiliency, and continuity of our Nation’s communications networks, including broadband technologies.  As the communications infrastructure migrates from older technologies to broadband technology, critical communications services will be carried over a communications infrastructure that may or may not be built to the high carrier grade standards of legacy wireline systems.  This could be a major source of concern for critical sectors, such as energy and public safety, and for consumers in general.   
Next week on September 8th, the Bureau will be holding a workshop and webinar on these two important proceedings from 9:30 a.m. to 3:00 p.m.  The first panel will address the proposed extension of outage reporting to VoIP and broadband ISPs while the second panel will address issues regarding the reliability and continuity of communications network. 
Finally, the FCC has been exploring expanding its international participation and outreach on cyber issues.  The Commission is dedicated in confronting cybersecurity threats and responses.  That’s why we have recently re-chartered our Communications Security, Reliability, and Interoperability Council, or CSRIC.
SLIDE THIRTEEN
Back in March of this year, the Commission re-chartered CSRIC for another two-year term through March 2013 to identify, develop and  provide recommendations to the FCC to ensure, among other things, security and reliability of communications systems, including telecommunications, media, and public safety.  This Federal Advisory Committee is made up of state and local government agencies as well as private sector organizations that use, develop, and sell communications services and equipment.  
CSRIC will have working groups focusing on cybersecurity including developing recommendations for network security best practices, Domain Name System Security Extensions implementation practices for ISPs, secure Border Gateway Protocol, and Botnet remediation.  CSRIC will also provide recommendations on NG911, NG alerting, legacy broadcast alerting issues, E911 location accuracy, and E911 best practices.  We are counting on your support and input to effectively thwart and prevent cyber attacks. 
SLIDE FOURTEEN
The Commission also relies on your support with sending out emergency alerts through the Emergency Alert System.  For years, the Nation has relied on television and radio broadcasters, satellite radio and television providers as well as cable television and wireline video providers to work with federal, state, and local governments in sending out these alerts and warnings.  As such, the EAS will continue to function as one key component of a National alert and warning system that will provide alerts over multiple communications platforms.  

Last February, the Commission adopted an Order that set the basic technical parameters for the initial, and subsequent, national EAS tests.  The first-ever, top-to-bottom nationwide test that will be conducted on November 9, 2011 at 2 pm Eastern Standard Time (EST). 

At the local and state level, components of the EAS are tested on a weekly and monthly basis, but there has never been an end-to-end, nationwide test of the system.  Without such a test, we cannot be certain that the EAS will work as designed should it need to be activated to alert the public in a large region of the United States or nationwide.  So, on November 9, we’ll mark the first time that such a test occurs nationwide.
Another alerting system the Commission is working on is the Commercial Mobile Alert System (CMAS), or also known as the Personalized Localized Alerting Network (PLAN).  PLAN is a new service that will send text-like alerts, to enabled mobile devices, in a targeted geographic area when public safety is threatened.  PLAN creates a fast lane for emergency alerts, so this vital information is guaranteed to get through even if there is congestion in the network, which will make a tremendous difference during disasters. 
Lastly, I want to discuss the serious problem of contraband cell phones in prisons.  Deaths have occurred because of inmates contracting for hits against witnesses, police officers and others.  They continue to run criminal enterprises from behind bars.  That is why Chairman Genachowski and the Commission have made finding technological solutions a top priority, solutions that are available immediately.  Our focus at the Commission has been on the technologies that are not only lawful, but also specifically target the problem at hand without jeopardizing other essential public safety, federal and state law enforcement activities, or the lawful use of cell phones by the public, including the ability to make 9-1-1 calls.  The FCC has taken action and the first of those technologies – managed access - is now deployed at several prisons in Mississippi, and states such as Texas, South Carolina, and California are actively considering implementing these solutions.  In addition to these and other state corrections departments, we are joined in this effort by a large community of interest that includes federal agencies, such as the Department of Justice’s National Institute of Justice, the Federal Bureau of Prisons, and the Department of Commerce’s National Telecommunications and Information Administration; national organizations, including the American Correctional Association and Association of State Correctional Administrators; technology vendors; and wireless carriers – all exploring the most effective and precise technological options to defeat contraband cell phone use.  
SLIDE FIFTEEN

Thank you for your time and attention.  The Commission and the Public Safety and Homeland Security Bureau are working diligently both internally and externally to ensure that the Nation has a public safety communications system that incorporates all the advantages that new technologies have to offer.  I look forward to your questions. 
