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Thank you for inviting me to join you here today. We have had the opportunity over the past year to work very closely with New York City on a number of important items which impact emergency communications, which I will touch on in a bit.  We look forward to continuing to build on that relationship in the future.

Today, I am going to share with you some of the Public Safety and Homeland Security Bureau’s efforts. This past year has been extremely productive for the Commission and the Public Safety and Homeland Security Bureau.   We were very successful in many of our efforts towards improving emergency communications. Today, I will share with you  some of those accomplishments and, as we are progressing forward in the New Year, I’ll also discuss how those accomplishments are directing our efforts for the upcoming year.

Last May, as part of the Commissions efforts towards improving emergency alerting to the public, FCC Chairman Genachowski, New York City’s Mayor Michael Bloomberg, and Federal Emergency Management Administration Administrator, Craig Fugate announced the early rollout of the Personal Localized Alert Network (Plan). PLAN will enable consumers to receive alerts through a variety of multimedia platforms such as smart-phones, blackberries and other mobile broadband devices. In essence, an impacted community will receive alerts and safety procedures during disastrous events such as 9/11, the Hurricane Katrina disaster or attacks and emergencies on college campuses. Events such as these have changed the way we view public safety and homeland security.  In December, this network was tested and our focus for this year is to expand the implementation of PLAN to other cities for the purposes of a nation-wide alerting system that supports 21st Century technology innovation. 

In an effort to further improve emergency alerting, on November 9, 2011, the FCC and the Federal Emergency Management Agency (FEMA) conducted the first Nation-wide test of the Emergency Alerting Systems (EAS), which had its challenges. There have been state-level monthly tests and local-level weekly tests, but the country has never conducted a nationwide test of the Emergency Alerting System. The National EAS test analyzed the network reliability of radio and television broadcasters and cable and satellite service providers, among others EAS participants. Months following the test, and into 2012, the Commission along with the FEMA, will use the results of the nation-wide test to assess the EAS performance and, working with EAS stakeholders, undertake appropriate improvements to the system. The significance of this nation-wide test will be studied to not only measure the success at which networks alert the public during emergencies, but perhaps, suggest ideas for new ways to use emergency alerting technologies. 

We used this time and opportunity to be proactive, by taking experience from past disasters and simulate the urgency of such an event to measure how effective and prepared the emergency communications community would respond in alerting the public. How efficient would the impacted community be alerted and given the opportunity to reach safety?  This year, the PSHSB plan to complete the analysis of this test and produce a report on how well the EAS participants performed, areas of concern and suggestions on how emergency alerting can be more effective.

And it doesn’t end there! Emergency alerting should be able to transmit information to the public but also from the public to emergency response.  

While PLAN will enable the public to receive alerts, consumers should also be able to alert emergency response through the same multimedia platforms, I previously mentioned, using the capabilities these technologies offer. Last year, the FCC initiated rules for Enhanced 9-1-1 (E911) Location Accuracy and rules for Next Generation 9-1-1 Rulemaking. Location Accuracy will require carrier compliance to more stringent accuracy standards; allowing First Responders to reduce the time it takes to find and treat victims during an emergency. In an event where someone is buried in debris from a disaster such as an earthquake, Enhanced Location Accuracy will give First Responders a better opportunity to find the exact location of an awaiting victim. Also, to assist First Responders, the Next Generation 9-1-1 Rulemaking, explores ways to enable the public to send texts, photos, videos and other data to 9-1-1 call centers. Next Generation 9-1-1 will allow a person who is deaf or hard of hearing to communicate with an emergency call center by sending text, photos and video.  Next Generation 9-1-1 will add incredible value to our 9-1-1 system and all the people who rely on it. We’ve seen from past disasters how these technologies are more preferred and resilient to outages and communication disruption during major emergencies as well as these capabilities support the new way in which the public is communicating. Emergency communication and response should be able to meet these standards in which the world is now communicating; using the devices and services currently marketed to consumers today. 
As we strive to bring emergency communication to meet the capabilities of new communication technologies, such as, text, photo and video messaging as well as internet connection and reliability to communicate to emergency response, the FCC has to maintain the reliability of these communication methods and eliminate any network vulnerability to deliberately interfere or disrupt service. 

Cybersecurity has become one of our top priorities as more of our vital communications depend on the reliability of mobile broadband and Internet-based networks. For instance, the financial industry relies on electronic communications and devices, including the public Internet, to receive and send financial data. As we maintain our daily lives from the convenience of such technology, the reliability and resiliency of these networks have to be maintained.

 

At the FCC, the Cybersecurity and Communications Reliability (CCR) Division has been commissioned with the objective to secure electronic communication services. This year, the CCR Division’s efforts will focus on promoting the adoption of cybersecurity standards. These standards will be considered by the Communications Security, Reliability and Interoperability Council (CSRIC), a diverse group of professionals from public and private organizations. CSRIC, under the Bureau’s leadership, focuses on the prevention of detrimental cyber events, the availability of communications capacity and alerting during natural disasters, terrorist attacks, cyber security attacks or other events that threaten the reliability of emergency communication and public safety. In March, the CSRIC will product recommendations to help secure Internet routing protocols, secure the Internet Domain Name Systems, and address the botnet threat.

The purposes, as there are quite a few, will protect consumers and businesses from deliberate attacks or unauthorized access as well as maintain network reliability to service providers, government departments and agencies that depend on cyber based software and connectivity to service the public for, in PSHSB’s case, providing public safety and homeland security.
An important role of the Public Safety and Homeland Security Bureau is to ensure the reliability of communications networks. To further enable network reliability, our Bureau monitors commercial telecommunications network reliability through two different network systems. Outage Reporting Systems, Part 4, is mandatory for telecommunications providers to report service failures to the FCC and Disaster Information Reporting Systems (DIRS). DIRS is activated during a natural disaster, and it is a voluntary reporting for telecommunication providers, broadcast providers. Both the Outage Reporting Systems and Disaster Information Reporting Systems contribute to improvements in the engineering, provisioning, and deployment of communications infrastructure and services.  

Last year, DIRS was activated during hurricane Irene, here in New York City and the surrounding areas. The systems was the Commissions primary resource of situational awareness during Hurricane Irene, producing detailed daily reports on wireline, wireless, broadcast, and cable system infrastructure impacts in 171 counties, in 13 states.  Later this month, the Commission will consider an order to further expand outage reporting to VOIP service providers.  This will further enable the FCC to ensure the reliability of commercial communications networks.

While the FCC has an important role, local jurisdictions, such as New York City are critical to achieving to ensuring that emergency response communications are available and reliable.  That’s why I was happy to hear Mayor Bloomberg announce in January the completion of the 9-1-1 overhaul, merging the City’s emergency response agencies to operate from one location with new technology that will handle large volumes of emergency calls. Similarly, I look forward to working with the City as it begins to expand its efforts in other areas which will bring next generation communications capabilities to the citizens of New York City.

While we all have our work cut out for us, our efforts have been bountiful.  Our job at the FCC is to help ensure that every American has access to emergency communications services, a mandate that, if it is going to work, must evolve as rapidly as the technological innovation we see going on all around us. I appreciate the time you have afforded me to share a bit of what we are doing to further enable emergency communications. I look forward to the continuing strides we all make together. 
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