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Meeting Overview 
 
Dennis Roberson, TAC Chairman, began the meeting by introducing Julie Knapp who discussed 
some procedural changes requested by the FCC Chairman.  To more fully engage with the Office 
of the Chairman, it was requested that final recommendations be prepared a month before the 
December final meeting of the year so that the Chairman can review and give input on the 
recommendations.  Dennis commented that greater involvement by the Chairman’s office had 
been a goal of many TAC members and that while this would involve some additional effort on 
the part of the members, the request was in pursuit of this overall goal.  After a brief discussion 
on this point, the meeting proceeded to a review of progress from the individual work groups.  A 
copy of all presentations is attached herein. 
 
At the end of the presentations, the TAC Chairman thanked the work group chairs for their 
efforts in guiding the work.  Julie Knapp noted that the believed this year’s topics represented the 
richest set of technical issues that TAC has tackled to date and that he is looking forward to the 
final recommendations. 
 
Walter Johnston, Chief EMCD-OET 
FCC 
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Antenna Technology Working Group
• Dale Hatfield, Univ of Colorado
• Stephen Hayes, Ericsson
• Farooq Khan, PHAZR Inc
• Kevin Leddy, Charter Comm
• Michael Marcus, Marcus Spectrum
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• Sudhir Ramakrishna, PHAZR Inc
• Dennis Roberson, RAA
• Jesse Russell, incNetworks
• Harry Skinner, Intel
• Charlie Zhang, Samsung

• Chairs: 
• Greg Lapin, ARRL
• Marty Cooper, DynaLLC

• FCC Liaisons: 
• Martin Doczkat, OET
• Michael Ha, OET
• Bahman Badipour, OET
• Kamran Etemad, WTB

• Participants / Contributors: 
 Mark Bayliss, VisualLink
 Nomi Bergman, Advance Newhouse
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 Pierre de Vries, Silicon Flatirons
• John Dobbins, Windstream
• Adam Drobot, Open Tech Works
• Danilo Erricolo, Univ Illinois Chicago
• Jeff Foerster, Intel
• Bo Goransson, Ericsson
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Antenna Technology Developments 

This work group is tasked to report on the state of development 
of antenna technologies and their implications for FCC policies, 
technical standards, regulatory and technical issues.  The 
tasking is intended to cover as broad a scope of radio services 
as feasible as well as fixed and mobile applications.
 Adaptive phased array antennas have the ability to 

dynamically focus signals creating new forms of interference 
avoidance and possibly necessitating new technical standards 
and rules.

 Metamaterials offer another option to produce more efficient 
antenna elements for devices and arrays at lower cost.
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Antenna Technology Developments [cont]

 Massive MIMO, Multi-User MIMO And other technologies 
promise increased spectrum efficiency but may require rule 
changes.

 Necessity for large numbers of frequency bands present 
challenges for phone designers.

 Wearable antennas to support health care applications.
 Disguised antennas to permit dense deployments of millimeter 

wave antennas.
 Free access to poles and street lights in municipalities.
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Antenna Technology Topics Being Investigated

• Array Antennas
– Electronically Steered Antennas
– Reflect Arrays

• Metamaterials
– Electronically Steered Antennas
– Small Antennas for Long Wavelengths

• mm-wave Antenna Technology
– Small Cell Antennas
– Satellite Antennas
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Antenna Technology Topics Being Investigated

• Antenna and Propagation Modeling Tools
• Near Field Interactions
• Antennas in Interference Rejection
• Human Exposure Compliance – especially for wearable 

devices
• Filtering Antennas
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Possible Deliverables

• Recommendations for rule changes to accommodate new 
antenna technologies 

• White Papers
– Spectral Efficiency
– Interference Rejection
– Regulatory Implications, e.g. Spectrum Sharing
– Direction Finding Antennas for Enforcement

• Workshop
• NOI 
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Things We’re Learning - Metamaterials

• Ryan Stevenson, Kymeta Corp
– Metamaterial Satellite Antennas with commercial LCD material

• Richard Ziolkowski, Univ of Arizona
– Metamaterial and Metamaterial-Inspired Antennas for Reduced Size, 

Directionality, Cloaking, Multi-band antennas, UWB antennas with 
embedded filtered notches.
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Things We’re Learning - Metamaterials
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Metamaterial Antennas can be 50-100 times 
smaller than current resonant antennas

Metamaterial Antennas 
can cloak objects



Things We’re Learning - Metamaterials
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Small Metamaterial 
Antennas can be 
designed to 
resonate on many 
frequency bands to 
support diverse 
frequency 
allocations in a 
single service.



Things We’re Learning - Metamaterials
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Metamaterial Antennas can 
combine electric and magnetic 
dipoles for a directional signalMetamaterials with inherent filtering



Things We’re Learning – Smart Antennas

• Ted Rappaport, NYU
• Antonio Forenza, Artemis Networks
• Martin Cooper, DynaLLC
• Bo Göransson, Ericsson 
Smart antennas can create a “personal cell” for each device, 
decreasing interference and increasing frequency reuse, thus 
improving spectrum utilization.
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Things We’re Learning – Electronically 
Steerable Antennas

• David Garood, Phasor
• Joe Carey, Trimble
• Future talk from Kevin Linehan, Commscope

– The difference between sub-6GHz massive MIMO and mmWave
beamforming antenna technology

Steerable antennas can be used to create beams, to track 
satellites, or to decrease peak gain by focusing the energy 
only where it is needed.
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Things We’re Learning – Testing

• Jonas Fridén, Ericsson
– OTA Testing - Measurement of adjacent band and spurious 

emissions for integrated active array antennas
• Future talk from Reza Biazaran, OET Lab

– FCC Rules related to antennas
• Future talk from Jeff Foerster, Intel

– ANSI C63.26 Proposed Total Radiated Power Rules
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Things We’re Learning – Cellular Base Station 
Appearance

• Michael Marcus, Marcus Spectrum
– We have learned that the appearance of base station antennas, 

particularly small cell installations, varies widely and can have a 
marked effect on public resistance to siting such base stations.

– Should the FCC mandate or encourage minimum installation 
standards?

– Does the FCC have a duty/responsibility to guide municipalities 
regarding their obligations to make poles available to carriers?

• Future talks on this subject from
– Michael Hughes, Crown Castle Corp
– Paul Regan, Hillsborough, CA WCAC
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Cellular Base Station Appearance
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Things We Will Learn – Other Antenna Topics

Future Talks from:
• Danilo Erricolo, UIC

– Self cancelling antennas for full duplex communications
• Yahya Rahmat Samii, UCLA

– Fractal Antennas
• Andy Paff, Universal Plasma

– Plasma physics for commercial antenna deployment
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Tentative Conclusions

• Combinations of smart antenna and metamaterial 
technologies show promise for shaping coverage areas and 
reducing interference protection areas.

• This could mean major improvements in spectral efficiency 
but will require very different FCC rules.
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Tentative Conclusions

• Smart Antennas and Metamaterials offer different attributes 
at mm wave vs. lower bands.

• FCC rules will need to be flexible enough to allow creative 
use of the spectrum.
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Tentative Conclusions

• Advances in antenna technology allow us to put in smaller, 
more aesthetic antenna installations.
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THANK YOU
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Communication Strategies for 
Unmanned Aircraft Systems (UAS)

Chair:           John Chapin, Roberson & Associates

FCC Liaisons: Robert Pavlak, Office of Engineering and Technology
Brian Butler, Office of Engineering and Technology
Tim Maguire, Wireless Telecommunications Bureau
Anita Patankar-Stoll, Public Safety & Homeland Security Bureau

Date: June 12, 2018
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• Shahid Ahmed, PwC
• Reza Arefi, Intel
• John Barnhill, Alianza
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• Brian Daly, AT&T
• Pierre De Vries, Silicon Flatirons
• Jeffrey Foerster, Intel
• Lisa Guess, Juniper
• Dave Gurney, Motorola Solutions
• Stephen Hayes, Ericsson
• Steve Lanning, Viasat

• Greg Lapin, ARRL
• Brian Markwalter, CTA
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• Raj Sengupta, CTIA
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• David Young, Verizon

Working Group Participants
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Terminology Used in this Briefing

• UAS – Unmanned Aircraft System 
- An unmanned aircraft and associated elements (including communication 

links and the components that control the unmanned aircraft) that are 
required for the pilot in command to operate safely and efficiently.

• SUAS – Small Unmanned Aircraft System
- A UAS under 55 pounds, complying with FAA “Part 107 rule” or model 

aircraft exemption 

• C2 – Command and Control
- Data link connecting control station and aircraft.

• DAA – Detect And Avoid
- Mechanism to prevent collisions (or near mid-air collisions) with 

other aircraft, objects, or structures
3



Contents

• Market Highlights
• Selected Recent FAA Activity
• Taxonomy
• UAS Traffic Management
• Spectrum Topics

• Today’s briefing is a survey of information potentially relevant 
to FCC interests.
- Not comprehensive
- Analysis/interpretation to be presented later
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MARKET HIGHLIGHTS
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The UAS Market Ecosystem - 2018
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FAA UAS Forecast – 3 Major Categories

• Model UAS below 55 lbs
- User registers
- Registration applies to multiple 

qualifying UAS

• Commercial/Civil UAS below 55 lbs
- Each UAS must be registered. 
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Units 2017 2018 2019 2020 2021 2022

Model (M) 1.1 1.6 2.0 2.2 2.3 2.4

Commercial (K) 111 159 229 312 407 452

Large

• Large UAS (Above 55 lbs) 
- Registered as aircraft 
- Part of National Airspace System
- Many operated by government 
- Some organizations have their own 

procedures for authorizations, e.g. 
Military, Customs & Border Patrol, etc. 

- No FAA forecast because of lack of 
visibility to other agency data

No FAA Forecast



The Opportunity Ahead
Source: Goldman Sachs Research
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$100B
2016-2020

By 2020, Forecasting a $100B 
market opportunity for drones –
helped by growing demand from 
the commercial and civil 
government sectors
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Consumer UAS Snapshot (Hobbyists, Prosumers)
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FAA sUAS Unit (M) Forecast

2017 2018 2019 2020 2021 2022

1.1 1.6 2.0 2.2 2.3 2.4

• FAA forecasts the number of units 
in this segment will double in the 
USA from 1.1M to 2.4M

• ~883K User Registrations

$17B

Consumer Revenue
Projection



Commercial UAS Snapshot
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FAA Commercial UAS Unit (K) Forecast

2017 2018 2019 2020 2021 2022

111 159 229 312 407 452

• FAA forecasts the number of units 
in this segment will quadruple in 
the USA from 111K to 452K

• ~110K User Registrations

$13B

Commercial/ Civil

• Precision Agriculture
• Remote Sensing
• Inspection & Monitoring
• Photography & Film 

Production 
• Surveying & Mapping

• Traffic Monitoring
• Firefighting & Disaster MGMT
• Search & Rescue
• Police Operations & 

Investigations 
• Maritime Security

• Product Delivery
• Wildlife Research & 

Preservation 
• Scientific Research
• Media
• Border Management



Commercial UAS Growth - Business & Civil Government

$21
$25
$40
$41
$93
$265
$380
$480
$511
$881
$885
$1,110
$1,418

$5,922
$11,164

$0 $4,000 $8,000 $12,000

Cinematography
Clean Energy

Mining
Pipelines

Utilities
Real Estate

Customs & Border Protect. (US)
Journalism

Coast Guard (US)
Fire (US)

Police (US)
Offshore Oil/Gas and Refining

Insurance Claims
Agriculture

Construction

Drones are already 
generating climate 
data, monitoring the 
borders and more.

Total Addressable Market by Industry ($M)

Source: Goldman Sachs Research



SELECTED RECENT FAA ACTIVITY
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Federal Aviation Administration UPP and IPP Programs

• FAA UAS Traffic Management Pilot Program (UPP)
- UAS Traffic Management (UTM) considered essential for enhanced UAS 

operations, such as beyond visual line of sight
- Congress in 2016 (Public Law 114-190) directed NASA and FAA to 

establish a UTM Pilot Program
- Industry meeting March, 2018 – program expected to begin summer 

2018, last for 2 years

• FAA UAS Integration Pilot Program (IPP)
- Directed by Presidential Memorandum, October 2017
- 10 awardees announced May, 2018
- Public/private partnerships led by non-federal government agencies
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Remote ID for UAS

• Operations Over People and Beyond Visual Line of Sight will 
not be authorized until a Remote ID system is in place

• Aviation Rulemaking Committee published its report 
December 2017
- Recommended most SUAS have the option to direct broadcast (locally) or 

network publish the ID to an FAA-approved internet-based database
oUAS integrated into controlled airspace face additional requirements
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Regulatory Changes

• FAA announced intent to propose new regulations (NPRMs):
- Operations of Small Unmanned Aircraft Over People
- Safe and Secure Operations of Small Unmanned Aircraft Systems

• Nationwide deployment of the Low Altitude Authorization and 
Notification Capability (LAANC) program
- Allows near-real-time authorizations for UAS to fly in controlled airspace
- Building block for UAS Traffic Management (UTM)
- 4 approved suppliers: AirMap, Google, Rockwell Collins, Verizon
- Monthly “waves” activate geographic areas, April-September 2018
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TAXONOMY

16



Taxonomy by purpose
Source: Holland & Knight

• FAA classifies UAS operations into three different use categories
- PUBLIC UNMANNED AIRCRAFT—An unmanned aircraft operated by the 

Government, a State, the District of Columbia, or a territory or possession of the 
United States or a political subdivision of one of these governments.

- MODEL UNMANNED AIRCRAFT—An unmanned aircraft that is flown strictly for 
hobby or recreational use.

- CIVIL UNMANNED AIRCRAFT—All other unmanned aircraft, including aircraft flown 
for commercial use.
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Taxonomy by total flight weight
Source: FAA Aircraft Certification Service

• Large
- Transport Class Aircraft

• Smaller (< X pounds)
- Operate in controlled airspace

• Small (< 55 pounds)
- Operate in uncontrolled airspace

18

• Similar behavior & requirements 
to manned aircraft

• C2 largely in aviation spectrum 
(AM(R)S, AMS(R)S)
- Ex. 960-1164 MHz, 5031-5090 MHz
- Standards development in USA led by 

RTCA SC-228

• New behavior & requirements
• C2 largely in non-aviation 

spectrum
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UAS Risk Classes by Total Kinetic Energy
Source: FAA Policy Division. To appear in upcoming UAS Advisory Circular.
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Model SUAS
Source: Holland & Knight

• Section 336 of Public Law 112-95 – the “Model Unmanned Aircraft Exemption” –
prohibits regulation of model unmanned aircraft if

• (1) the aircraft is flown strictly for hobby or recreational use; ...
• (3) the aircraft is limited to not more than 55 pounds...

• Congress is currently considering modifications to the model unmanned aircraft 
exemption to allow FAA to:

• Require unmanned aircraft registration
• Establish regulations for “advanced flight capabilities enabling active, 

sustained, and controlled navigation of the aircraft beyond the visual line of 
sight of the operator”
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Civil SUAS – the “Part 107 rule”
Source: Holland & Knight

• 14 CFR Part 107 (effective August 29, 2016) created 
regulations for commercial operation of SUAS
- Weigh < 55 lbs
- Registered with the FAA
- Within visual line-of-sight
- Under 400 feet above the ground
- Under 100 mph groundspeed
- One pilot for one UAS at a time
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Taxonomy by mission characteristics

• Any of the following currently require FAA waiver, whether 
operated as model or under Part 107:
- Beyond Visual Line Of Sight (BVLOS)
- Operations Over People (OOP)
- Operations at night
- Fleet operations (less than one pilot for one aircraft)
- Transporting goods
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UAS TRAFFIC MANAGEMENT (UTM)
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UTM fills the equivalent safety function that Air Traffic Control 
fills for manned aircraft 
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UTM is envisioned to utilize a range of spectrum bands
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Envisioned Concept of Operations for UTM Spectrum 
Management (NASA)
• Operator Use: A UAS Operator would utilize this service by requesting 

frequency assignments during flight planning. The service would: 
- (1) Check requested spectrum allocation approval of the UAS Operator or service provider,
- (2) Identify any potential primary or secondary allocations from other users in the area, 
- (3) Check against any spectrum limitations/constraints for the geographic area 
- (4) Notify the operator of an potential conflicts or special conditions (e.g. listen-before-talk 

protocol), 
- (5) Monitor the spectrum for potential hazardous areas and for compliance of UAS 

operators 

• Output: Suggested set of frequencies that should be used for the UAS 
Operation 
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Aspen Institute study (April 2018) recommended a “SAS-like” solution 
similar to what the FCC and NTIA developed for the 3.5 GHz band
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UTM Development Status
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- Annual Campaigns from Technical Capability Level (TCL) 1 to TCL 4
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Tests in NASA UTM TCL 3 campaign relevant for FCC interests
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SPECTRUM TOPICS
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Command and Control

• Large UAS
- Recent MITRE work has focused on reuse of protected spectrum, 

protection against adjacent-band interference, design of an automated 
system for frequency assignments

- MITRE will release new local and nationwide capacity estimates by 7/2018

• Small UAS
- High interest in CMRS and Satellite for Command and Control
- Completed experiments have been published by NASA, Qualcomm
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Remote ID

• Potential for use of SIM card as “license plate” for Remote ID
- Cheap, small, light, low power consumption
- Anti-tamper hardware, anti-spoof over-the-air protocol
- Affordable infrastructure for validation & tracking
- Investigation required to assess if meets all use cases for UAS Remote ID

31



Detect And Avoid

• Potential for reuse of automotive Dedicated Short Range 
Communications (DSRC) capability
- Periodic broadcast of beacon carrying vehicle location and velocity
- Avoids using aviation-specific ADS-B capability, which faces potential 

congestion

• Potential for use of Ground-Based Detect And Avoid solutions 
(e.g. radar) for Beyond Visual Line Of Sight operations
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BACKUP

33



Federal Aviation Administration (FAA) Forecast as of 3/2018 –
Model UAS Counts
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FAA Forecast as of 3/2018 – Non-model Consumer-Grade Counts
Consumer-Grade = < $10,000 retail
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FAA Forecast 3/2018 – Non-model Professional-Grade Counts
Professional-Grade =  > $10,000 retail
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FAA Forecast 3/2018 – Number of Remote Pilots
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Compare to number of certified (non-student) pilots in USA:
455,860 (December 2016)



FAA Recreational UAS User Registrations - ~883K
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FAA Commercial UAS User Registrations - ~110K
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Public Perception

• US Postal Service Office of Inspector General Survey, 6/2016
• Over 1000 respondents, geographically representative

- The American public anticipates that drone delivery will be offered within 
the next 5 to 10 years 

- More Americans like the concept of drone delivery than dislike it, but a 
large number have yet to decide. 

- Drone malfunction is the public’s primary concern — far more than fears 
about intentional misuse. 
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WG Participants
 Jason Novak, Apple
 Timothy Powderly, Apple
 Maria Kirby, Apple
 Ogechi Anyatonwu, Asurion
 Brian Daly, AT&T
 Jay Barbour, Blackberry
 Brad Blanken, CCA
 Kim Caronchi, CCA
 John Marinho, CTIA
 Jamie Hastings,  CTIA
 Mike Carson, ebay
 Mike Rou, eBay
 David Mersten, ecoATM
 Max Santiago, ecoATM
 Christian Schorle, FBI
 James Moran, GSMA
 Craig Boswell, Hobi
 Sang Kim, LG

 Co-Chairs: 
 Melanie Tiano, CTIA

 FCC Liaisons: 
 Walter Johnston
 Charles Mathias
 Elizabeth Mumaw
 Michele Wu-Bailey

 FCC TAC Chair:
 Dennis Roberson

 Document Editor: 
 Shae Gardner, CTIA
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 Gunnar Halley, Microsoft
 Joseph Hansen, Motorola 
 Joe Heaps, National Institute of Justice
 Thomas Fitzgerald, New York City Police 

Department 
 Jack Mcartney, Recipero 
 Les Gray, Recipero
 David Dillard, Recipero
 Mark Harman, Recipero
 Bill Alberth, Roberson and Associates
 Maxwell Szabo, City and County of San 

Francisco
 Gary Jones, T-Mobile
 Mark Younge, T-Mobile
 Steve Sharkey, T-Mobile
 Samir Vaidya, Verizon Wireless
 Samuel Messinger, U.S. Secret Service



Focus Areas for 2018

 For 2018, the work group is tasked to build on our early work. 

 Study future mobile device theft threats and instances or pervasiveness 
of stolen device trafficking across international borders and make further 
recommendations.

 Continue to work with law enforcement to assess the costs and benefits 
of the information portal (stolenphonechecker.org) to relevant 
stakeholders and identify recommendations for the continued industry 
collaboration with law enforcement for prevention efforts and analysis of  
the effectiveness of the prevention efforts.  

 Develop mobile device theft baseline statistics based on data from 
directed consumer surveys and law enforcement to help track near and 
long-term trends and identify theft scenarios.
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 Engaging with South American counterparts thru FCC Staff, CITEL/OAS
 Colombia
 Brazil
 Peru
 Costa Rica

 Dialogue:        
 Collaboration global blacklist database
 Country specific concerns, items to address
 Best practices and coordination across borders

4

STUDY FUTURE MOBILE DEVICE THREATS AND TRAFFICKING ACROSS
INTERNATIONAL BORDERS AND MAKE FURTHER RECOMMENDATIONS.



CONTINUE TO WORK WITH LAW ENFORCEMENT TO ASSESS THE
BENEFITS OF THE INFORMATION PORTAL TO RELEVANT
STAKEHOLDERS AND IDENTIFY RECOMMENDATIONS FOR
ENHANCEMENTS

 Working to identify enhancements to the Stolen Phone Checker
 Contraband phone reason code has been identified

 Continued engagement with members of law enforcement community
 Identify the level of use by law enforcement
 Get a sense for which aspects they find most useful 
 Identify enhancements to the Stolen Phone Checker

 Streamlining the onboarding process

 Developed a Stolen Phone Checker one-pager for law enforcement  
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Stolen Phone Checker for Law Enforcement
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DEVELOP BASELINE STATISTICS ON DEVICE THEFT BASED ON DATA
FROM DIRECTED CONSUMER SURVEYS AND LAW ENFORCEMENT TO
HELP TRACK LONG-TERM PROGRESS AND IDENTIFY THEFT
SCENARIOS.

 CTIA Annual Survey
 In process

 Continued engagement with law enforcement  
 Identified target cities for theft data refresh

 New York
 San Francisco
 Washington, D.C.

 Reviewing flow charts of the lifecycle of stolen devices first 
presented in 2014
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Next Steps. . .

 Continue to collect information
 Discussions with law enforcement
 Continue international engagement
 Invite subject matter experts to join our working group calls (i.e. 

resellers)

 Continue to promote the Stolen Phone Checker
 Domestically and internationally

8



FCC TAC CPSN-WG 
Computational Power Stress on the Network

Chairs:           Lisa Guess, Juniper Networks
Adam Drobot, OpenTechWorks, Inc.
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Date: June 12, 2018
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Computational Power Stress on the Network Mission

• Big Data Analytics, Artificial intelligence, Augmented Reality, and 
Virtual Reality have emerged recently as critical tools in many 
fields.   

• This can involve the exchange of massive amounts of data across 
communications networks, often in real time, in ways perhaps 
not anticipated only a few short years ago.  

• The task of this work group is to study how Big Data Analytics, 
Artificial Intelligence, Augmented Reality, Virtual Reality, and 
applications such as Block Chain, Bitcoin mining, Gaming, etc. 
may be affecting network performance
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Computational Power Stress on the Network - Mission
Some parties estimate an increase in data traffic of several hundred percent 
in just the next few years leading to the natural questions:

- What strategies are network operators, both wireline and wireless, 
employing to monitor the growth of big data?  

- How are the networks planning to accommodate this growth?   
- How are operators meeting the needs of big data relative to factors such 

as available bandwidth, latency, reliability, security, resiliency, etc.?  
- To what extent are big data analytics and distributed computational 

resources able to improve the performance of networks?  
The working group is encouraged to explore these and other technical 
matters that may be relevant to informing the Commission about the impact 
of big data on IT and communications network infrastructure. 
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Agenda

• Recent Activities and Terms of Reference
• WG Observations
 Coverage:  Network Area Coverage (Need for 

Ubiquity)
 Capacity: Data Traffic Expansion on the Network
 Latency:  Tight Coupling of Network 

Communications Services and Computing at the 
Edge

 Impact of Specific Computing and Sensor 
Technologies (in progress)



Activity since last meeting

• 4/30/18:  Block Chains – Dr. Raymond Cline, Jr., Lancium, LLC
• 5/07/18:  Fog Computing – Dr. Tao Zhang 

(https://www.openfogconsortium.org/)
• 5/21/18:  Intelligence at the Edge for Industrial IoT – David King, Foghorn 

Systems (https://www.foghorn.io/)

• Upcoming –
- John Deere – Smart Farming (https://www.deere.com/en/technology-

products/precision-ag-technology/)
- Switch – Rob Roy (https://www.switch.com/)
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Terms of Reference and Observations on Bandwidth
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Name Size ~ Data Generated/Day Decimal ~ Bandwidth b/sec 
(bits)

Byte 200 1 1 x 10-07  Kb/sec
Kilobyte         210 1,000 1 x 10-04  Kb/sec
Megabyte 220 1,000,000 1 x 10-01  Kb/sec
Gigabyte 230 1,000,000,000 1 x 10+02 Kb/sec
Terabyte 240 1,000,000,000,000 1 x 10+02 Mb/sec
Petabyte 250 1,000,000,000,000,000 1 x 10+02 Gb/sec
Exabyte         260 1,000,000,000,000,000,000 1 x 10+02 Tb/sec
Zettabyte      270 1,000,000,000,000,000,000,000 1 x 10+02 Pb/sec
Yottabyte      280 1,000,000,000,000,000,000,000,000 1 x 10+02 Eb/sec

1 Byte = 8 Bits
1 Day = 86,400 sec

To be exact in Bytes:

1 Kilobyte    = 1,024
1 Megabyte = 1,048,576
1 Gigabyte   = 1,073,741,824
1 Terabyte   = 1,099,511,627,776 
1 Petabyte   = 1,125,899,906,842,624
1 Exabyte     = 1,152,921,504,606,846,976
1 Zettabyte  = 1,180,591,620,717,411,303,424
1 Yottabyte  = 1,208,925,819,614,629,174,706,176

Frequency of mention on 
the Internet – Google



Typical Daily Data Volumes and Data Rate by Industry 
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Industry Data Volume
Per Day

Data Rate if all
Transmitted

US Smart Meters* 0.5 TB 46.3Mbps  
Large Retail Shop* 0.8 TB 74.1Mbps
Large Refinery* 1.0 TB 92.6Mbps
Automated Manufacturing* 24.0 TB 22.2Gbps
Jet Engine* 480.0 TB 444.4Gbps
Mining Operations* 1.0 PB 925.9Gbps
Automotive** 2.0 PB 1,851.8 Gbps

* Data taken from FogHorn Presentation 05/21/2018
** From AECC White Paper Assuming 100Million Vehicles 04/25/2018 



9

 Network Area Coverage (Need for Ubiquity)

• From an early review of “Data Intensive” applications, 
current and projected Network capacity is likely to 
accommodate bandwidth needs. [Still analyzing Video]

• The range from 200 - 500 Mb/sec on general purpose 
networks will meet the majority of application 
requirements

• Based on trends in Industries that are adopters of 
“Computational Technologies” Area Coverage is a 
significant unmet need!

• For many such applications Network attributes such as 
Security, Reliability, Latency, and Jitter are also 
important.



Rail Industry – Predictive Safety

10

Source: 
Mike Garcia 
Presentation 
- BNSF



Precision Agriculture
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Source: Antonio 
Marzia - CNH 
Industries 
Presentation

Benefits
• Knowledgeable Farm Management Decisions
• Machine/Operator Efficiency
• Lower Input Costs for Crops
• Higher Product Yield



Industrial Applications
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Source: Ashish 
Jain – GE 
Ventures
Presentation
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 Data Traffic Expansion on the Network

• The long term trend from all applications indicates a growth of 
data traffic of > 25% CAGR and wireless data > 50% CAGR 

• The growth in revenues from that data traffic exhibits a much 
slower pace – that may be in the single digits

• For Networks to keep pace two major factors are:
• Availability of capital for service providers and operators 

to continue Network expansion to meet demand (or for 
demand to fill Network capacity)

• Continued improvements in Technology to meet capacity 
needs.
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Growth in Data Traffic

Source: 
Cisco 

Source: Data Age 2025 Study - IDC
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Contrast Traffic vs Revenue
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 Tight Coupling of Network Communications 
Services and Computing at the Edge

• General purpose public networks are being used for critical and time 
sensitive applications and services. The resources required include 
infrastructure that may consist of computing, storage, sensors, and 
other services.

• To emphasize a point already made Network attributes such as 
Security, Privacy, Reliability, Assurance, High Levels of Availability, 
Latency, Jitter, and progression to higher Bandwidths are increasingly 
expected.

• Networks are looked on as a combination of traditional 
Telecommunications (now IP based) and non-traditional components. 
To be scalable the Network is supported by a hierarchy of assets that 
range from large shared multi-user Cloud Data Centers to Edge/Fog 
Platforms. The later are tightly integrated in the Network to provide 
attributes such as low Latency and Jitter.
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Examples of Edge and Cloud Computing Uses
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Examples of Edge and Cloud Computing Uses
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Examples of Edge and Cloud Computing Uses
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 Impact of Specific Computing and Sensor Technologies (in 
progress)

 Video (Proliferation of use and High Definition Formats)
 High Volume Sensors(e.g. Hyperspectral)
 Augmented Reality
 Virtual Reality
 Artificial Intelligence
 …….

 Use of Artificial Intelligence for Network Management, 
Optimization, and Security

Focus for WG for next meeting
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Thank you!
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Simplified Working Group Mission

• The purpose of this working group is to study and report on the 
state of development of 5G era IoT applications across various 
market sectors and the network impact/evolution.

• Goal: Are there things that the Commission or other 
government agencies can or should do relative to 5G and IoT 
to facilitate such developments?
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5G/IOT WG DISCUSSIONS

4



Speakers and Topics since April

• Qualcomm- Connected Automotive Business Development

• BDAC- Streamlining 5G deployments in the USA
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IoT Use Case: Connected Vehicle

• Forecast for connected cars with 5G
- 27% of new vehicles will be 5G enabled in 2021*
- 65% of new vehicles will be 5G enabled in 2022*

• Connected vehicles will connect to cloud via 5G
• This is a major architecture shift for automakers
• DSRC and Cellular V2X will co-exist

- There may not be true interoperability
• Demos starting this year with several automakers
• Potential for 3-6 5G SIMs per vehicle
• Various business models emerging including MVNO
• Impact: Autonomous vs connected- infrastructure dependent

6*Source: Qualcomm



BDAC Viewpoint/Output

• 5 working groups formed, with over 100 participants
1. Removing state and local regulatory barriers
2. Streamlining federal sighting 
3. Competitive access to broadband infrastructure
4. Model code for municipalities
5. Model code for states

• Focus on standard fees, applications, seek 60 day shot clock
• FCC is encouraging early collaboration in the process
• FCC willing to be arbitrator 
• WG 4 & 5 are still active. Engagement from municipalities
• More work ahead

7



BDAC Adopts Final Reports and Recommendations 
• Streamlining Federal Siting Working Group Report

- Final report and recommendations adopted January 23-24, 2018
• Removing State and Local Regulatory Barriers Working Group Report

- Final report and recommendations adopted January 23-24, 2018
• Competitive Access to Broadband Infrastructure Working Group Report

- Final Report and recommendations adopted April 25, 2018
• April 25, 2018:  BDAC voted to approve Model Codes for States and 

Municipalities, subject to the understanding that further work would be 
done to address inconsistencies and otherwise “harmonize” the two codes.

• Harmonization Working Group – FCC appointed 15 members of the BDAC 
to serve on the group.  It has been charged to make revisions to the State 
Code and/or Municipal Code with the goal of producing model codes that 
are harmonized with each other.
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5G DENSIFICATION REQUIREMENTS
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High Frequency Challenges

10

• Propagation challenges

Foliage Loss



Propagation Characteristics
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Free-space
2.5 GHz X
5 GHz X+6 dB
28 GHz X+21 dB
39 GHz X+24 dB

Diffraction
2.5 X
5 G  X+3 dB
28 X+10 dB
39 X+ 12 dB

Wall old [new]
2.5 X
5 X+1 [2] dB
28 X+8 [12] dB
39 X+11 [16] dB

Foliage loss 
(5 [20] m tree-depth)
2.5 X
5 X+2 [4] dB
28 X+6 [14] dB
39 X+7 [17] dB

Reflection
2.5 X
5      X
28 X
39 X

Source: Ericsson



Densification characteristics

mmMagic – Strand 1: Coverage KPI

• KPI requirement is a cell edge data rate of 100 Mb/s
• Bandwidths of the order of 500-600 MHz per channel
• Suitability value in range of [0 - 10] for each of the KPIs
Ref:  mmMagic, “Millimetre-Wave Based Mobile Radio Access Network for Fifth Generation 
Integrated Communications (mmMAGIC): Use case characterization, KPIs and preferred suitable
frequency ranges for future 5G systems between 6 GHz and 100 GHz,” FP4-ICT-671650-
mmMAGIC/D1.1 12



Densification characteristics

mmMagic – Strand 2: Capacity KPI

Based on fixed number of antenna elements of 32

13



Densification Summary

• Propagation challenges at higher frequencies
- Diffraction becomes major issue

• At higher frequency propagation is dominated by line of sight 
and reflection
- At higher frequency isotropic free-space path loss degradation can be 

mitigated by beam-forming technology
- Wall loss in building is significant

• At higher frequencies receivers/handsets must have electronic 
steerable  antenna elements 

• TAC will investigate and qualify the suitability numbers in the 
report
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IOT TAXONOMY RELATIVE TO 5G
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Internet of Things Landscape
Verticals
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Source: I. Yaqoob et al., “Internet of Things Architecture: Recent Advances, Taxonomy, Requirements, and 
Open Challenges”, IEEE Wireless Communications, June 2017. 

Key Future Requirements - IoT

Key Requirements 
of future IoT 
architectures

Remote 
Control

Load Balancing

Remotely 
accessible and 

configure

Quality of 
Service

Prioritization of 
Services

Retrieval of 
required 

information

Interoperability

Unified Interfaces

Adaptation 
between 

networking 
protocols

Energy 
Awareness

Lightwave 
Communication 

protocols

Sleep mode

Interference 
Management

Radio awareness

Band 
management

Security

Prevention from 
unauthorized 

access

Ensure data 
freshness

TAC sees Location as a key 
requirement



Modern IoT Connectivity Comparative Landscape
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ZigBee BLE LP-
Wifi LPWAN 3GPP 

Rel8 

LTE R13 & 
NB-IoT / LTE-

M
3GPP R15/ NR /NSA 3GPP R16

Full 5G

Scalability ✘ ✘ ✓ ✘ ✓ ✓ ✓ ✓

Reliability ✘ ✓ ✓ ✘ ✓ ✓ ✓ ✓

Low Power ✓ ✓ ✓ ✓ ✘ ✓ ✓ ✓

Low Latency ✘ ✓ ✓ ✘ ✓ ✓ ✓ ✓

<5ms Latency ✘ ✘ ✘ ✘ ✘ ✘ ✓ ✓

Large Coverage ✘ ✘ ✓ ✓ ✓ ✓ ✓ ✓

Mobility support ✘ ✘ ✘ ✘ ✓ ✓ ✓ ✓

Roaming support ✘ ✘ ✘ ✘ ✓ ✓ ✓ ✓

SLA Supt ✘ ✘ ✘ ✘ ✓ ✓ ✓ ✓

Sliceability ✘ ✘ ✘ ✘ ✘ ✘ ✓ ✓

Embedded 
Security ✘ ✘ ✘ ✘ ✘ ✘ ✓ ✓

Throughput 
>1GB/s ✘ ✘ ✘ ✘ ✘ ✘ ✓ ✓

Low Cost Higher Capability



5G STANDARDS UPDATES
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5G Standards Update 

3GPP
 June 3GPP Plenary expects to “close” all major items and freeze Release 15
First set of 5G standards - including new work as well as the maturing LTE-Advanced Pro
Non-standalone (NSA) Option 3 and Standalone (SA) Option 2
NSA options 4 & 7 will be part of December 2018 late Release 15 drop

Focus on Enhanced Mobile Broadband (eMBB) with some support for Ultra-Reliable and Low 
Latency Communications (URLCC) use cases
New Radio Access Technology (5G-NR)
System & Core Aspects supporting the NR and 5G use cases
LTE/EPC enhancements to support 5G NR via Dual connectivity 
Overall Architecture for the 5G Next Gen Core (5G-NGC) 
5G Security Architecture
Mission Critical Enhancements (MCPTT, MCVideo, MCData)

 June 3GPP Plenary will formalize Release 16 scope and work items 
20



Release 15 Contents Summary
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LTE Enhancements
- Improving spectral efficiency for LTE small 

cell deployments
- LAA/eLAA for CBRS at 3.5GHz
- Enhancing LTE Operation in Unlicensed 

Spectrum
- Enhancements to V2X
- Further Enhancements to NB-IoT
- LTE Connectivity to 5G Core Network (5G-

CN)
Enhanced Packet Core (EPC)

- Enhancement of V2X, MTC Enhancement, 
PS Data Off Phase 2, Security Assurance for 
3GPP network products, HPLMN Radio 
Access Technology deployment 
optimization, Unlicensed Spectrum 
Offloading System

- EPC enhancements to support 5G New 
Radio via Dual Connectivity

- Support for E-UTRAN URLLC capabilities

5G Phase 1 
• New Radio (NR) Access Technology
• EPC enhancements to support 5G NR via Dual 

connectivity 
• New 5G Core Network (5G-CN) that will support new 

services and functionality, including the following:
• New Services and Markets Technology 

Enablers (SMARTER) for next generation 
mobile telecommunications (e.g. eMBB & 
URLLC)

• Service Based Architecture
• Network Slicing
• 5G Security Architecture
• Management & Orchestration
• Northbound APIs for SCEF
• QoS framework  (enhanced  beyond EPC’s 

framework), Policy framework
• Mobility framework, Session management, 

Support for session and service continuity and 
efficient user plane paths, Service Based 
Control Plane Architecture

• Network capability exposure 
• Untrusted Non-3GPP access support

• Lawful Interception for Release 15
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WW 5G DEPLOYMENTS
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World Wide 5G Deployment Update 

• By the start of April 2018 GSA had 
identified 134 operators, in 62 
countries, that have demonstrated or 
are testing, or trialing, or have been 
licensed to begin field trials of 5G-
enabling and candidate technologies.
- The numbers in early January were 113 

operators in 56 countries.
• Operators have announced over 326 

separate demonstrations, tests or trials 
that GSA has been able to identify.

• At least 73 have been demos, tests or 
trials of New Radio technologies (up 
from 42 since GSA’s last report), and 19 
projects explicitly featuring network 
slicing.

24
Extracts from the GSA report “5G Update: Global Market Trials” available from the GSA website at www.gsacom.com

Source: GSA



CTIA/Mason Report

• Analysis Mason on behalf of CTIA conducted a study and 
produce a report on 5G spectrum and infrastructure policies in 
WW markets.  The report focuses on ways to advance 5G 
technology and facilitate successful network deployment.

• Report can be found at: https://api.ctia.org/wp-
content/uploads/2018/04/Analysys-Mason-Global-Race-To-
5G_2018.pdf
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https://api.ctia.org/wp-content/uploads/2018/04/Analysys-Mason-Global-Race-To-5G_2018.pdf


World Wide 5G Deployment Update 
Mason report on behalf of CTIA on “Global Race to 5G - Spectrum and 
Infrastructure plans and priorities” 
• Key findings:

- China, South Korea, and the United States are currently leading the race to 5G, 
with China holding a narrow lead.

- America’s 4G leadership resulted in economic and job growth that would have 
otherwise gone to other countries.

- Losing wireless leadership in 3G and 4G had significant, long-term, negative 
effects on the Japanese and European telecommunications industries.

- America’s wireless industry is a global leader in making the commercial 
investments and preparations necessary for 5G deployment.

- Policymakers have proposed forward-looking legislation and regulatory reforms 
that can help America win the race to 5G — but these proposals need to be 
addressed quickly in 2018.

26



Countries best prepared in terms of 5G readiness
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“China is the highest scoring country in our leading group of countries, based on a 
strong push for early 5G launch combined with government commitment to 
achieving 5G success. This is followed by South Korea, the US, and Japan. Our 
research has found shifts in 5G  readiness  occurred  during  2017  and  early  
2018, with the  progress  made  in  2017  to  define  specifications  for  5G  new  
radio  (NR)  leading  to  accelerated plans  for  commercialization. “                         
- CTIA Report



Key Factors Driving 5G Readiness

• Spectrum availability and proactive/positive spectrum policy
• Infrastructure availability and related policy 
• Embracing both fixed and mobile services
• Deployment options: multiple paths to full 5G
• Existing densification- groundwork for 5G densification
• A secure path to standards for 5G
• NR equipment availability
• 4G evolution and interwork/inter-operabilility
• Network virtualization and slicing for new services
• Advances in antenna array technology- eg MIMO 

28



SUMMARY, CONCLUSIONS, NEXT 
STEPS
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Current thoughts
• The TAC should not focus on permitting and sighting as the BDAC is active in that 

area and has done some good work
- TAC to review BDAC recommendations and add support 

• Primary initial use case is mobile broadband
• Emerging use cases: connected transportation, enterprise, and Industrial

- Vehicles are being build with 5G capability
- Network is not in place, how can infrastructure be fast tracked beyond sighting and permit 

process?
- X-haul: There are gaps in infrastructure to support a “successful 5G deployment”. More 

details coming from TAC in Sept.

• 4G merges with 5G post release 15. There is an evolution… 
• What is emerging in terms of QoS models for various services?
• What is the impact of traffic on packet core?
• How to spur rural investment, buildout

- Use cases: Agriculture, education
30



Next Steps- Summer Session Plans

• Proposed Invited speakers from:
- ITU
- 5G Americas
- NTA (Rural)
- AR/VR experts (BW intensive apps) – Ericsson 
- CTIA
- 5G ACIA
- 5GAA

• Coordinate with Adam/Lisa on edge/AR/VR – network changes 
& requirements

• Goal: Initial WG recommendations at Sept F2F DC TAC meeting
31
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