Before the FCC can enforce rules, rules must exist. That’s why I believe that the FCC should adopt rules that limit Wi-Fi blocking. Wi-Fi blocking occurs when a person uses an unlicensed Part 15 device to intentionally disrupt the operation of another unlicensed Part 15 device, such as a mobile hotspot that a consumer sets up to connect a Wi-Fi-enabled device to the Internet via his or her smartphone. I also believe that those rules should make clear that no person has carte blanche to intentionally disrupt another person’s Wi-Fi connection.

Over a year ago, parties petitioned the FCC to enact such regulations. They asked the FCC to establish clear rules of the road through an industry-wide rulemaking. As one might expect, commenters responding to the petition offered very different takes on what any such rules should look like. Some argued that Wi-Fi blocking should not be allowed under any circumstance. Others argued that deauthentication is part of the IEEE 802.11 standard and should be permitted when necessary to ensure network security, such as to shut down access-point spoofing or other cyberattacks. Regardless, a broad cross section of groups agreed that the FCC should provide guidance. But instead of doing so, either in response to that petition or otherwise, Commission leadership made it abundantly clear that such guidance would not be forthcoming, and the agency ultimately dismissed the petition.
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Flash forward to today. In this case, the Commission proposes to fine a company $718,000 for engaging in Wi-Fi blocking. But here’s the rub. Because the Commission dropped the ball earlier this year, we do not have any rules that limit Wi-Fi blocking. Indeed, the only relevant rules we have on the books preclude liability in these circumstances.

To be sure, the Notice of Apparent Liability (NAL) takes a contrary position. It asserts that the Commission did not need to adopt or modify any rules because of section 333 of the Communications Act. That section states “[n]o person shall willfully or maliciously interfere with or cause interference to any radio communications,” and the agency argues that it has always prohibited the operator of an unlicensed Part 15 device from intentionally disrupting the operation of another unlicensed Part 15 device. But the Commission’s attempt to apply section 333 to interference between Part 15 devices fails as a matter of law.

First, by definition, a Part 15 device cannot cause harmful interference to another Part 15 device. Under the agency’s rules, a Part 15 device can cause harmful interference to a device operating in a licensed service, such as in a cellular band, and such interference is prohibited. But because of the shared, “commons” model that applies to all unlicensed operations, the Commission has repeatedly held that “interference caused to a Part 15 device by another Part 15 device does not constitute harmful interference.” Whether that should be the law is a question worth exploring, as I’ve noted above. But it is the law now. That fact is fatal to the NAL’s attempt to apply section 333 to unlicensed operations because it means that the Commission is proposing to fine a company for doing something that the FCC says carries no legal liability—namely, operating a Part 15 device in a manner that intentionally disrupts the operation of another Part 15 device.

Second, and relatedly, section 333 does not apply because the FCC’s Part 15 rules provide that unlicensed devices must accept any and all interference they receive, regardless of the source of that interference. As the Commission has determined, “[i]t does not matter who operates the unlicensed
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equipment or the purpose for which the equipment is used—no protection against received interference is provided or available.”

Thus, as Cisco has explained, “[i]t simply cannot be that a Part 15 device is both unprotected against interference under Section 15.5(b) [of the Commission’s rules] but protected against interference under Section 333” of the Communications Act.

So how does the NAL reconcile its newfound take on section 333 with these longstanding Commission rules and precedents? It doesn’t. It simply recites the part of section 333 that says “[n]o person shall willfully or maliciously interfere with or cause interference to any radio communications” and asserts that, a fortiori, the provision prohibits a Part 15 device from interfering with another Part 15 device. But what about the FCC’s decision to define harmful interference in a way that excludes Part 15 devices? What about the agency’s decision to require Part 15 devices to accept any and all interference? These still-binding rules and precedents are ignored entirely.

Moreover, attempting to apply section 333 to unlicensed operations is not just contrary to law, it produces absurd and illogical results. Think about it. By the very nature of their shared use of spectrum, unlicensed devices routinely interfere with each other. When someone at a coffee shop uses Wi-Fi to surf the Internet or someone else relies on a Bluetooth connection to play music over a wireless speaker, they may very well be interrupting or causing harmful interference to another unlicensed device. Does anyone seriously believe that these routine uses of unlicensed technology violate section 333? I would hope not.

Yet that is exactly the result that the NAL’s reading of section 333 compels. The provision prohibits any person from “willfully” interfering with covered communications. And recall that both the Communications Act and the FCC define “willful” as the conscious decision to act, irrespective of a person’s motivation or intent to violate the law. So if section 333 applies to unlicensed operations, then that necessarily means that every time a consumer uses Wi-Fi, Bluetooth, or any other unlicensed technology, the FCC could find that they have willfully interfered with another unlicensed device in violation of federal law and thus subject them to millions of dollars in fines. It would make no difference that the consumer did not intend to disrupt lawful communications. This absurd outcome illustrates why the FCC has never read section 333 as applying to interference between unlicensed devices.

At the very least, all of this underscores a final reason why the Commission cannot lawfully apply section 333 in this case—it has failed to comport with due process. As explained above, I believe it is clear that Wi-Fi blocking is currently lawful under the Commission’s rules. But even if I am wrong about that, the Commission’s case would still founder. That is because it is certainly not clear that Wi-Fi blocking is currently unlawful under the Commission’s rules. And a core principle of the American legal system is that the government cannot sanction you for violating the law unless it has told you what the law is. In the regulatory context, due process is protected, in part, through the fair warning rule.
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Specifically, the D.C. Circuit has stated that “[i]n the absence of notice—for example, where the regulation is not sufficiently clear to warn a party about what is expected of it—an agency may not deprive a party of property.”18 Thus, an agency cannot at once invent and enforce a legal obligation.

Yet that is precisely what has happened here. Prior to this NAL, the Commission never interpreted section 333 as prohibiting interference between unlicensed devices.19 The 2011 and 2012 Bureau-level Enforcement Advisories to which the NAL points certainly didn’t.20 They simply reminded consumers that they cannot use jammers—which are not Part 15 devices and have no lawful application—regardless of whether those jammers interfere with a licensed service or Wi-Fi communications. They have nothing to do with interference between Part 15 devices and whether such interference constitutes a violation of section 333. Nor could they, given the full Commission’s determination that Part 15 devices cannot cause harmful interference, as discussed above.

Nor is the NAL right to rely on two Bureau-level consent decrees to satisfy the fair-warning rule. By their very terms, those documents state that they “do[] not constitute either an adjudication on the merits or a factual or legal finding or determination regarding any compliance or noncompliance with the Communications Law.”21

There is widespread agreement that we should take action to limit Wi-Fi blocking. The disagreement is over how we should go about doing that. I believe that we should adopt rules that clearly set forth when Wi-Fi blocking is unlawful and when, if ever, it is lawful. And I stand ready to work with my colleagues to craft such rules and then enforce them. But I cannot support taking enforcement action against a party that has not violated any statutory provision or Commission rule.

In the end, this decision is the latest evidence that the FCC’s enforcement process has gone off the rails. Instead of dispensing justice by applying the law to the facts, the Commission is yet again
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focused on issuing headline-grabbing fines. And while I have no doubt that this \textit{NAL} will generate plenty of press, I cannot support this lawless item. Therefore, I respectfully dissent.