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The press described this as a decision about speed, such as the speed to download a video. That is true, but while this new standard reflects today’s realities, it is also an invitation to the innovation that is enabled by increased throughput.

Our future is all about what broadband will enable. According to Tod Sizer, Vice President of the Wireless Research Program at Bell Labs, we are looking at a future in which each person will have 10 to 100 connected computing devices working for them. In this world, the issue isn’t about speed so much as the capacity to have simultaneous connectivity sufficient for the application to perform its task.

Already, the typical connected family of four has seven broadband-powered devices at home. Just listen to the way one big ISP describes the broadband needs of a family:

“You can think of your household’s Internet connection like a pizza to be shared with your whole family. Some members are hungrier than others, and if too many friends show up, no one will get enough to be satisfied. Each connected device uses a slice of your bandwidth. Over WiFi, tablets will use between 20 megabits and 40 megabits; smartphones between 15 megabits and 40 megabits; laptops, televisions, and gaming systems can take from 5 megabits to 75 megabits. It adds up fast.”

With our vote two weeks ago, we established a standard that anticipates and – as the Telecommunications Act mandates – encourages a world in which megabits per second isn’t just about whether a video buffers, but is about the world in which increasing numbers of devices will be making simultaneous demands on the network; a world in which innovation isn’t held back by network capacity.

And that interconnected reality should be available for all Americans. To that end, over the next six years, the FCC will disburse $11 billion through the Connect America Fund to support infrastructure build-out in rural areas. We have modernized our E-rate program to support fiber deployment to and WiFi within the nation’s schools and libraries. And we just issued a Notice seeking comment on additional ways to bring faster broadband to all Americans.

Increasing the standard for broadband to 25 Mbps also clarifies one the biggest challenges facing our broadband future: the lack of meaningful competition. It’s bad enough that 17 percent of Americans have no access to 25 megabit service. But at those speeds, about 75 percent of U.S. households can choose from only one provider. Where there is no choice, the market cannot work. American families need to be able to shop for affordable prices and faster speeds. The Commission is committed to removing barriers to broadband investment and competition.

That brings me to the matter of how we have competition that helps ensure we have networks that operate fairly, in addition to driving investment and innovation.

Act Two of our broadband initiative will open on February 26 with a Commission vote on the petitions of two cities, Chattanooga, Tennessee and Wilson, North Carolina, which seek to provide high-speed broadband to their citizens, but have been obstructed by their state legislatures. The issue is simple and direct: when the people, through their elected local officials, take action to expand access to high-speed broadband and offer competitive choices, their will should not be thwarted.

Many communities, including these two petitioners, have concluded that existing private sector broadband offerings are not meeting their needs and the only solution is to become directly involved in broadband deployment.
Some communities have worked with private sector providers to facilitate improved broadband service. Others have entered into various forms of public private partnerships. Still other communities have decided to deploy broadband networks themselves.

But in 19 states, community broadband efforts have been blocked by restrictive state laws – laws often passed due to heavy lobbying support by incumbent broadband providers.

Congress, acting under its constitutional power to oversee interstate commerce, instructed the FCC to take the necessary steps to encourage the expansion of broadband throughout the nation. Using this statutory mandate, I am recommending that the Commission vote to pre-empt two restrictive state laws hampering investment and deployment in areas where consumers are clamoring for service from successful municipal providers.

To be clear, my proposed ruling on these two petitions for pre-emption is an adjudicatory matter. While it provides precedent for how the Commission would view similar restrictions, its direct effect is limited to the two petitioning communities, and its direct bearing is limited to the specifics of the two cases and the two state laws. Having said that, it sends a clear message and provides precedent for how the Commission would view similar restrictions. The message is that community broadband is an important option for expanding broadband deployment, and states should not be “erecting barriers to infrastructure investment.”

That brings us to Act Three: open networks.

This audience already knows the issue of Net Neutrality backwards and forward. So I thought I’d start the open Internet discussion with a few stories that exemplify the importance of open networks.

I have already written about NABU, a company I headed in 1984-85, that used new technology to deliver high-speed data to home computers over cable television lines. Across town Steve Case was starting what became AOL. NABU was delivering service at the then-blazing speed of 1.5 megabits per second – hundreds of times faster than Case’s company.

Although NABU was delivering better service, it could only do so through the closed network of cable television systems. Meanwhile the open phone network provided Steve Case access to a seemingly unlimited number of customers nationwide who only had to attach a modem to their phone line to receive his service. Steve Case is a brilliant entrepreneur – not the least because he saw that opportunity resides in the reach of an open network.

How gatekeepers can slow innovation and new consumer services is not a new story.

Remember the “I want my MTV!” campaign? In the 1980s MTV had to battle its way on to cable systems with an ad campaign encouraging teenagers to pester their cable operator until MTV was granted access. Contrast that to the innovation without permission of Pandora, Spotify and others.

Ask Ted Turner how hard he worked to get CNN on cable systems. I was there, I saw it first-hand. Compare that to HuffingtonPost, Vox and other news and information outlets that, thanks to the Internet, didn’t have to ask permission.

I could go on with multiple examples, both personal and historical, but the message is clear: there is a difference between closed and open networks. Innovation without permission is that difference.
Now, before the ISP surrogates rush into hyperdrive pointing out how Pandora, HuffPo and others were able to get access, let’s listen to the words of a major ISP suggesting it might not always be that way. When Verizon was asked in open court if they wanted to restrict access through special commercial terms, their counsel replied, “I am authorized to state by my client today that but for these rules we would be exploring those commercial arrangements.”

Verizon’s testimony points to replicating an era when the network operator exercised such control that it could, for instance, even ban what equipment attached to it. The Internet wouldn’t have emerged as it did if the FCC hadn’t forbidden that practice in the late 1960s. The smart modems that enabled the early Internet were usable only because the FCC required the network be open to non-Bell equipment.

Congress wisely created the FCC as an expert agency with flexibility within specific parameters to evolve its rules to keep pace with technology and new markets. The history of the Internet makes clear that we cannot predict its future. What we do know, however, is that any action we take must be strong enough and flexible enough not only to deal with the realities of today, but also to establish the basic ground rules for the as-yet-unimagined.

Originally, I believed that the FCC could assure Internet openness through the application of a “commercial reasonableness” test to determine appropriate behavior of ISPs. After listening to countless consumers and innovators, however, I became concerned that the relatively untested “commercially reasonable” standard might be subsequently interpreted to mean what was reasonable for the ISP’s commercial arrangements. That, of course, would be the wrong conclusion. It was a possibility that was unacceptable.

The precedent of earlier FCC rules assuring an open phone network made it clear that the yardstick for network management should be based on Title II of the Communications Act – the same test that had worked to deliver the dawn of the Internet. That is why I am proposing the FCC use a modernized version of its Title II authority to implement and enforce open Internet protections.

Allow me to emphasize that word “modernized” as the descriptor for Title II. We have heard endless repetition of the talking point that “Title II is old-style, 1930’s monopoly regulation.” It’s a good soundbite, but it is misleading when used to describe the modernized version of Title II that I’m proposing.

My proposal will also use the significant powers in Section 706, not as a substitute but as a second tool. This one-two punch is not the so-called “hybrid” approach; it applies Title II, as well as Section 706, to protect broadband Internet access. It is the FCC using all of the tools in its toolbox to protect innovators and consumers.

So that’s the legal authority issue in a nutshell; what would the proposed rules do?

For starters, they would ban paid prioritization, blocking and throttling. They would stop any last-mile tactics that harm consumers and edge providers by unreasonably interfering or disadvantaging their use of these broadband connections.

For the first time, open Internet protections would apply equally to both wired and wireless networks. Wireless networks account for 55 percent of Internet usage. For those to whom much is given, much is also expected – especially including an open network.

My proposal also asserts jurisdiction over interconnection. So that, for the first time, transit providers, or CDNs, or content companies will be able to file a complaint with the FCC and the
Commission will be able to take public comment, investigate and decide whether the actions of the ISP have been “just and reasonable”.

The proposal also looks forward into the broadband future to assure there are basic ground rules and a referee on the field to enforce them. In general, if an action hurts consumers, competition, or innovation, the FCC will have the authority to throw the flag.

As I said earlier, we need to balance the goals of openness with the needs of network operators to receive a return on their investment. We will forgo sections of Title II that pose a meaningful threat to network investment. That means no rate regulation. No unbundling. No tariffs or new taxes. I would note that when applied to mobile voice service over the past two decades, the use of such light-touch Title II – which, by the way, was sought by the industry – went hand-in-hand with massive investment.

Open Internet rules must also incent the use of the Internet. That is why my proposal includes protections for access for disabled users. And why it is so fundamentally important that we protect privacy.

It’s a simple proposition: consumers need to be able to trust that their personal information will be treated securely and fairly when they share it with ISPs and send it across the networks, or they won’t do it. Requiring ISPs to protect the personal data of their customers is a critical component of the broadband future. And Section 222 of our statute provides us with the authority to do just that.

Just recently, the Commission took action against a telecommunications carrier who put its customers’ sensitive personal information on Internet webpages. No encryption. Not even a password. Anyone could run a Google search and, presto, the personal information would appear. We will not hesitate to take further action to protect consumers’ broadband privacy.

As many of you know, I am a history buff. As we deal with the issues surrounding the future of the most powerful network ever known to Man, the observations Abraham Lincoln made in December 1861 echo in my ears. Lincoln was speaking of challenges far greater than those we face; but his observation is apt: “The struggle of today, is not is not just for today – it is for a vast future also.”

None of us in this room could have imagined the power of Moore’s Law combining with broadband networks and the possibilities that would enable. That vast, unimaginable future is what animates our current actions. To fully realize the promise of that future, broadband must be fast, fair and open. This is bigger than the Internet we know today, “it is for a vast future also.”